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1.2

1.3

1.4

1.5

Preface

Preface
Intended Audience

This document is intended for the following audience:
e Customers

e Partners

Documentation Accessibility

For information about Oracle's commitment to accessibility, visit the Oracle Accessibility Program
website at http://www.oracle.com/pls/topic/lookup?ctx=acc&id=docacc.

Access to Oracle Support
Oracle customers have access to electronic support through My Oracle Support. For information,
visit

http://www.oracle.com/pls/topic/lookup?ctx=acc&id=info or visit

http://www.oracle.com/pls/topic/lookup?ctx=acc&id=trs if you are hearing impaired.

Structure

This manual is organized into the following categories:

Preface gives information on the intended audience. It also describes the overall structure of the
User Manual.

Introduction provides brief information on the overall functionality covered in the User Manual.
The subsequent chapters provide information on transactions covered in the User Manual.
Each transaction is explained in the following manner:

e Introduction to the transaction

e Pre-requisite for the transaction

e Screenshots of the transaction

e The images of screens used in this user manual are for illustrative purpose only, to provide
improved understanding of the functionality; actual screens that appear in the application
may vary based on selected browser, theme, and mobile devices.

e Procedure containing steps to complete the transaction- The mandatory and conditional
fields of the transaction are explained in the procedure.

If a transaction contains multiple procedures, each procedure is explained. If some functionality is
present in many transactions, this functionality is explained separately.

Related Information Sources

For more information on Oracle Banking APIs Release 18.3.0.0.0, refer to the following
documents:

e Oracle Banking APIs Licensing Guide

e Oracle Banking APIs Installation Manuals
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Transaction Host Integration Matrix

2. Transaction Host Integration Matrix

Legends
NH No Host Interface Required.
v Pre integrated Host interface available.
X Pre integrated Host interface not available.
SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE FLEXCUBE FLEXCUBE
FLEXCUBE Core : ; ;
Name . Universal Universal Universal
Banking . . .
11.7.0.0.0 Banking Banking Banking
e 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*
1 Dashboards
System
Administrator NH NH NH NH
Dashboard
Administrator
Maker NH NH NH NH
Dashboard
Administrator
Approver NH NH NH NH
Dashboard
2 System Rules
Maintain NH NH NH NH
system rules
View system NH NH NH NH
rules
Edit system NH NH NH NH
rules
3 Transaction
Aspects
View
Transaction NH NH NH NH
Aspects
Update
Transaction NH NH NH NH
Aspects
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Transaction Host Integration Matrix

SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE Core FLEXCUBE FLEXCUBE FLEXCUBE
Name Universal Universal Universal

1Bla7nl(<)|r(1)go Banking Banking Banking
e 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*

4 Role
Transaction
Mapping

Create
Application NH NH NH NH
Roles

Search
Application NH NH NH NH
Roles

View
Application NH NH NH NH
Roles

Edit Application

NH NH NH NH
Roles

Delete
Application NH NH NH NH
Roles

5 Entitlements

Entitlements-

- NH NH NH NH
View

Entitlements-

Edit NH NH NH NH

6 Limits
Definition

Limits
Definition — NH NH NH NH
View

Limits
Definition — NH NH NH NH
Create

Limits
Definition - NH NH NH NH
Delete Limit

7 Limits
Package
Management
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Transaction Host Integration Matrix

SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE FLEXCUBE FLEXCUBE
FLEXCUBE Core : ; ;

Name . Universal Universal Universal
Banking . ; .
11.7.0.0.0 Banking Banking Banking

I 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*%

Limit Package
Management - NH NH NH NH
View

Limit Package
Management - NH NH NH NH
Create

Limit Package

Management - NH NH NH NH
Edit

Limit Package

Management - NH NH NH NH
Delete

8 Password
Policy
Maintenance

Password
Policy NH NH NH NH
Maintenance -
Edit

9 Manage Brand
Manage Brand NH NH NH NH
— Summary
Manage Brand NH NH NH NH
— View
Manage Brand NH NH NH NH
— Create
Manage Brand NH NH NH NH
— Edit
Manage Brand NH NH NH NH
— Delete
Brand Mapping NH NH NH NH
Brand Mapping NH NH NH NH
Summary
Create v v v v
Mapping
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Transaction Host Integration Matrix

SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE Core FLEXCUBE FLEXCUBE FLEXCUBE
Name Bankin Universal Universal Universal
11.7.0 OgO Banking Banking Banking
I 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*%
Delete NH NH NH NH
Mapping
10 | Alerts
Maintenance
Alerts
Maintenance - NH NH NH NH
Search
Alerts
Maintenance - NH NH NH NH
Create
Alerts
Maintenance - NH NH NH NH
Edit
Alerts
Maintenance - NH NH NH NH
Delete
11 | Authenticatio
n NH NH NH NH
Authentication NH NH NH NH
- View
Authentication
- Edit NH NH NH NH
Authentication NH NH NH NH
- Create
12 | Security
Questions
Maintenance
View Security NH NH NH NH
Questions
Security
Questions NH NH NH NH
Maintenance-
Edit
Security
Questions NH NH NH NH
Maintenance-
Create
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SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE Core FLEXCUBE FLEXCUBE FLEXCUBE
Name Universal Universal Universal

1Bla7nl(<)|r(1)go Banking Banking Banking
e 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*

13 | Party
Preferences

Party v v v v
Preferences -
Search

Party v v v v
Preferences -
Create

Party v v v v
Preferences -
View

Party
Preferences - NH NH NH NH
Edit

14 | User
Management

User v v v v
Management-
Create

User v v v v
Management-
View

User v v v v
Management-
Edit

15 | Print
Password

Print Password

- Search NH NH NH NH

Print Password

- Print NH NH NH NH

16 | Party Account
Access

Party Account v v v v
Access -
Mapping
(Create)
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SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE Core FLEXCUBE FLEXCUBE FLEXCUBE
Name Universal Universal Universal

1Bla7nl(<)|r(1)go Banking Banking Banking
e 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*

Party Account v v v v
Access- View

Party Account

Access- Edit NH N NH NH

Party Account

Access- Delete NH NH NH NH

17 | User Account
Access

User Account v v v v
Access -
Mapping
(Create)

User Account v v v v
Access -
Search

User Account

Access — Edit NH NH NH NH

User Account
Access - NH NH NH NH
Delete

18 | Party to Party
Linkage

Party to Party v v v v
Linkage-
Search

Party to Party v v v v
Linkage-
Create

Party to Party v v v v
Linkage- View

Party to Party
Linkage- Edit NH NH NH NH
and De-link

19 | User Group
Management

User Groups - NH NH NH NH
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SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE Core FLEXCUBE FLEXCUBE FLEXCUBE
Name Universal Universal Universal

1Bla7nl(<)|r(1)go Banking Banking Banking
e 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*

Summary

User Groups -
Admin User — NH NH NH NH
Create

User Groups -
Admin User —
Search
Summary

NH NH NH NH

User Groups -
Admin User — NH NH NH NH
Edit Group

User Groups - v v v v
Corporate User
— Search Party

User Groups - v v v v
Corporate User
— Create

User Groups - v v v v
Corporate User
— Group
Summary

User Groups -
Corporate User NH NH NH NH
— Edit Group

20 | Approvals

20. | Workflow
1 Management

Approval
Workflow —
Select User

Type

NH NH NH NH

Admin
Workflow
Management —
Create

NH NH NH NH

Admin

Management —
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SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE Core FLEXCUBE FLEXCUBE FLEXCUBE
Name Universal Universal Universal

1Bla7nl(<)|r(1)go Banking Banking Banking
e 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*

Search

Admin
Workflow
Management —
View

NH NH NH NH

Admin
Workflow
Management —
Edit

NH NH NH NH

Corporate- v v 4 4
Workflow
Management —
Create

Corporate- v v v v
Workflow
Management —
Summary

Corporate- v v 4 4
Workflow
Management —
View

Corporate-
Workflow
Management -
Edit

NH NH NH NH

20. | Approval
2 Rules

Approval Rules
— Select User NH NH NH NH

Type

Admin
Approval Rules NH NH NH NH
— Create

Admin
Approval Rules NH NH NH NH
— Search

Admin
Approval Rules NH NH NH NH
— View
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SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE FLEXCUBE FLEXCUBE
FLEXCUBE Core ; ; ;

Name . Universal Universal Universal
Banking . ; .
11.7.0.0.0 Banking Banking Banking

T 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*

Admin

Approval Rules NH NH NH NH

- Edit

Approval Rules v v v v

- Corporate

User - Search

Approval Rule v v v v
— Corporate
User - Create

Approval Rules v v v v
— Corporate
User — Rule
Summary

Approval Rules v v v v
- View

Approval Rules

- Edit NH NH NH NH

21 | Alerts
Subscription

Alerts v v v v
Subscription —
Search

Subscribe/ v v v v
Unsubscribe
Alerts

22 | Biller

Category
Mapping -
Integrated

Search Biller v v v v

Map Biller v v v v

Manage v v v v
Category- View

Manage v v v v
Category- Add
Category
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SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE FLEXCUBE FLEXCUBE
Name FLEXCUB.E Core Universal Universal Universal
Banking . ; .
11.7.0.0.0 Banking Banking Banking
14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*
23 | Payment
Purpose
Mapping
Payment x v v NH
Purposes —
View
Payment x v v NH
Purposes —
Edit
Payment x v v NH
Purposes
Mapping- Map
Purposes

24 | Goal Category

Goal Category

- Search NH NH NH NH

Goal Category

. NH NH NH NH
- View

Goal Category

- Create NH NH NH NH

Goal Category

- Edit NH NH NH NH

25 | Spend Catego
ry

Spend
Category - NH NH NH NH
Search

Spend
Category - NH NH NH NH
View

Spend
Category - NH NH NH NH
Create

Spend

Category - Edit NH NH NH NH

26 | Working

User Manual Oracle Banking APIs Core 30



Transaction Host Integration Matrix

SR
No

Transaction /
Function
Name

Oracle
FLEXCUBE Core
Banking
11.7.0.0.0

Oracle
FLEXCUBE
Universal
Banking
14.0.0.0.0

Oracle
FLEXCUBE
Universal
Banking
14.1.0.0.0

Oracle
FLEXCUBE
Universal
Banking
14.2.0.0.0*%

Window

Transaction
Working
Window -
Search

NH

NH

NH

NH

Transaction
Working
Window -
Create

NH

NH

NH

NH

Transaction
Working
Window - Edit

NH

NH

NH

NH

Transaction
Working
Window -
Delete

NH

NH

NH

NH

27

Transaction B
lackout

Transaction
Blackout -
Search

NH

NH

NH

NH

Transaction
Blackout -
Create

NH

NH

NH

NH

Transaction
Blackout - Edit

NH

NH

NH

NH

Transaction
Blackout -
Delete

NH

NH

NH

NH

28

User Group -
Subject
Mapping

User Group -
Subject
Mapping -
Search

NH

NH

NH

NH

User Group -
Subject
Mapping -

NH

NH

NH

NH
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Transaction Host Integration Matrix

SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE FLEXCUBE FLEXCUBE
FLEXCUBE Core X ; ;
Name . Universal Universal Universal
Banking . ; .
11.7.0.0.0 Banking Banking Banking
I 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*%
Create
User Group -
Subject NH NH NH NH
Mapping -
Modify
29 | Mailbox
29. | Mails
1
Mailbox - Inbox NH NH NH NH
Ma!lbox - Sent NH NH NH NH
Mail
Mailbox -
Deleted Mail NH NH NH NH
39' Alerts NH NH NH NH
39. Notifications NH NH NH NH
30 | Mailers
Mailers -
Search and NH NH NH NH
View
Mailers - NH NH NH NH
Create
Mailers - Edit NH NH NH NH
Mailers - NH NH NH NH
Delete
31 | Reports
32 | Report
Generation
View v v v v
Scheduled
Reports
Edit Schedule NH NH NH NH
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SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE Core FLEXCUBE FLEXCUBE FLEXCUBE
Name Universal Universal Universal

1Bla7nl(<)|r(1)go Banking Banking Banking
e 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*

Reports

33 | My Reports

My Reports -

Adhoc NH NH NH NH

My Reports -

Schedule NH NH NH NH

34 | User Report
Mapping

User Report
Mapping - NH NH NH NH
Search

User Report
Mapping - NH NH NH NH
Create

User Report

Mapping - Edit NH NH NH NH

35 | ATM/ Branch
Maintenance

ATM/ Branch
Maintenance - NH NH NH NH
View

ATM/ Branch v v v v
Maintenance -
Add

ATM/ Branch v v v v
Maintenance -
Edit

ATM/ Branch
Maintenance - NH NH NH NH
Delete

36 | Product
Mapping

Product v v v v
Mapping -
Search

Product v v v v
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SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE Core FLEXCUBE FLEXCUBE FLEXCUBE
Name Universal Universal Universal

1Bla7nl(<)|r(1)go Banking Banking Banking
e 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*

Mapping - View

Product v v v v
Mapping - Edit

Product v v v v
Mapping -
Create

37 | Payee
Restriction
Setup

Payee
Restriction NH NH NH NH
Setup - Search

Payee
Restriction NH NH NH NH
Setup - View

Payee
Restriction NH NH NH NH
Setup - Edit

Payee
Restriction NH NH NH NH
Setup - Create

38 | Audit Log NH NH NH NH

39 | Workflow Con
figuration

Workflow
Configuration -
View Default
Workflow

NH NH NH NH

Workflow
Configuration -
Create Custom
Flow

NH NH NH NH

Workflow
Configuration -
View Custom
Workflow

NH NH NH NH

Workflow NH NH NH NH
Configuration —
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SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE Core FLEXCUBE FLEXCUBE FLEXCUBE
Name Universal Universal Universal

1Bla7nl(<)|r(1)go Banking Banking Banking
e 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*

Edit

40 | My Profile NH NH NH NH

41 | Security
Settings

Change

Password NH NH NH NH

Set Security

. NH NH NH NH
Questions

42 | Touch Point
Maintenance

Touch Point
Maintenance- NH NH NH NH
Search

Touch Point
Maintenance- NH NH NH NH
View

Touch Point
Maintenance- NH NH NH NH
Edit

Touch Point
Maintenance- NH NH NH NH
Create

43 | Touch Point
Group
Maintenance

Touch Point
Group
Maintenance-
Search

NH NH NH NH

Touch Point
Group
Maintenance-
View

NH NH NH NH

Touch Point
Group
Maintenance-
Edit

NH NH NH NH
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Transaction Host Integration Matrix

SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE FLEXCUBE FLEXCUBE
FLEXCUBE Core ; : ;

Name . Universal Universal Universal
Banking . ; .
11.7.0.0.0 Banking Banking Banking

I 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*%

Touch Point

Group NH NH NH NH

Maintenance-

Create

44 | Relationship
Mapping
Maintenance

Relationship v v v v
Mapping
Maintenance -
View

Relationship v v v v
Mapping
Maintenance -
Edit

45 | Relationship
Matrix

Relationship
Matrix
Maintenance —
Search

NH NH NH NH

Relationship
Matrix
Maintenance —
View

NH NH NH NH

Relationship
Matrix
Maintenance -
Edit

NH NH NH NH

46 | User v v v v
Helpdesk

47 | Feedback
Capture

Search
Feedback NH NH NH NH
Template

View Feedback

Template NH NH NH NH
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SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE FLEXCUBE FLEXCUBE
FLEXCUBE Core X ; ;
Name . Universal Universal Universal
Banking . ; .
11.7.0.0.0 Banking Banking Banking
I 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*%
Edit Feedback NH NH NH NH
Template
Create
Feedback NH NH NH NH
Template
48 | Feedback NH NH NH NH
Analytics
49 | Request NH NH NH NH
Processing
Service
Request — NH NH NH NH
Summary
Service
Request NH NH NH NH
Details
Approve or
Reject Service NH NH NH NH
Requests
50 | Dashboard
Builder —
Design
Design New
Dashboard NH NH NH NH
View
Dashboard NH NH NH NH
Edit Dashboard NH NH NH NH
Delete
Dashboard NH NH NH NH
Dashboard
Mapping
View
Dashboard NH NH NH NH
Mapping
Create
Dashboard NH NH NH NH
Mapping

User Manual Oracle Banking APIs Core 37



Transaction Host Integration Matrix

SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE FLEXCUBE FLEXCUBE
FLEXCUBE Core X ; ;

Name . Universal Universal Universal
Banking . ; .
11.7.0.0.0 Banking Banking Banking

I 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*%

Delete

Dashboard NH NH NH NH

Mapping

51 | Service
Request -
Form builder

Create Service
Requests NH NH NH NH
Form

Search and
View Service NH NH NH NH
Request

Copy and
Create a new NH NH NH NH
Request

Edit Service

NH NH NH NH
Requests

52 | Session

NH NH NH NH
Summary

53 | User Segment
Maintenance

Search User

NH NH NH NH
Segment

View User

NH NH NH NH
Segment

Edit User

NH NH NH NH
Segment

Create User

NH NH NH NH
Segment

54 | User Limits

User Limits-

Search NH NH NH NH

User Limits-

; NH NH NH NH
View

User Limits- NH NH NH NH
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Transaction Host Integration Matrix

SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE Core FLEXCUBE FLEXCUBE FLEXCUBE
Name Universal Universal Universal

1Bla7nl(<)|r(1)go Banking Banking Banking
e 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*

Edit

55 | Network
Preference
Maintenance

Network
Preference
Maintenance-
View

NH NH NH NH

Network
Preference
Maintenance-
Edit

NH NH NH NH

56 | Biller
Onboarding

Search Biller x x x x

View Biller x 3 x x

Edit Biller x x x x

Create Biller x x x x

57 | Biller
Category
Maintenance

Manage Biller
Category X X x x

Add Biller
Category

Edit Biller
Category

Delete Biller
Category

58 | Merchant
Onboarding

Search v v v v
Merchant
Details
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Transaction Host Integration Matrix

SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE Core FLEXCUBE FLEXCUBE FLEXCUBE
Name Universal Universal Universal

1Bla7nl(<)|r(1)go Banking Banking Banking
e 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*

View Merchant v v v v
Details

Edit Merchant

details NH NH NH NH

Create v v v v
Merchant

Delete

Merchant NH NH NH NH

59 | Account
Aggregation —
Maintenance

External Bank
Maintenance — NH NH NH NH
View

External Bank
Maintenance - NH NH NH NH
Create

External Bank
Maintenance — NH NH NH NH
Edit

External Bank
Maintenance - NH NH NH NH
Delete

60 | Identity
Domain
Maintenance

Identity
Domain
Maintenance-
Create

NH NH NH NH

Identity
Domain
Maintenance —
Search

NH NH NH NH

Identity
Domain
Maintenance —
View

NH NH NH NH
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SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE Core FLEXCUBE FLEXCUBE FLEXCUBE
Name Universal Universal Universal

1Bla7nl(<)|r(1)go Banking Banking Banking
e 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*

Identity
Domain
Maintenance —
Edit

NH NH NH NH

61 | Resource
Server
Maintenance

Resource
Server
Maintenance —
Create

NH NH NH NH

Resource
Server
Maintenance —
View

NH NH NH NH

Resource
Server
Maintenance —
Edit

NH NH NH NH

Resource
Server
Maintenance -
Search

NH NH NH NH

62 | Client
Maintenance

Create Client NH NH NH NH

Edit Client NH NH NH NH

View Client NH NH NH NH

63 | Security Keys NH NH NH NH

64 | File Identifier
Maintenance

Search File

Identifier NH NH NH NH

View File

Identifier NH NH NH NH

NH NH NH NH

Edit File
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Transaction Host Integration Matrix

SR | Transaction / Oracle Oracle Oracle Oracle
No | Function FLEXCUBE FLEXCUBE FLEXCUBE
FLEXCUBE Core X ; ;
Name . Universal Universal Universal
Banking . ; .
11.7.0.0.0 Banking Banking Banking
I 14.0.0.0.0 14.1.0.0.0 14.2.0.0.0*%
Identifier
Create File NH NH NH NH
Identifier
User File Ident
65 | ifier Mapping NH NH NH NH
Upload File -
For Admin NH NH NH NH
66 | biller
Uploaded
Files Inquiry
(For Admin NH NH NH NH
67 | Biller)
Forex Deal
68 | Maintenance NH NH NH NH
User Profile
69 | Maintenance NH NH NH NH

* Oracle Banking APIs 18.3.0.1.0 (patch set 1) is integrated with Oracle FLEXCUBE Universal

Banking 14.2.0.0.0
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Dashboards

3. Dashboards

Dashboard allows an administrator user to access various administrative functions of the channel
banking system. The role of the System/Bank administrator is to manage and administer day-to-
day functions of a bank. Administrators can perform various tasks such as doing Day 1
maintenances, maintenances pertaining to retail / corporate banking, creation of roles, user
creation, maintenance of party preferences etc.

Dashboards provides a quick view of the most relevant functions, to achieve a particular objective
or complete a process. OBAPI supports role specific dashboards for an administrator user. -

e  System Administrator Dashboard
e  Administrator Maker Dashboard (Bank Administrator maker)

e  Administrator Approver Dashboard (Bank Administrator checker)

Note: All Administrative maintenances are supported only on ‘Desktop’ form factor and not
supported on ‘Mobile’ and ‘Tablet’ .

3.1 System Administrator Dashboard

A System Administrator is responsible for setting up and maintaining the system. System
Administrators are the members of the information technology department of the Bank who are
mainly responsible for Bank’s Day 1 maintenances or other day to day maintenances like Role
Transaction Mapping, password policy maintenance and rules and roles maintenances etc.

Note: By default System Administrator role is given access to all the administrative functions. If
the Bank wants to change the entitlements, the same can be done using Role Transaction
Mapping function.

Summary

[~]
w
System Administrator
\
[ \ I \ \ \ \ I [ | 1

- Authorization & Personal User Controls &
|'| Securiy ‘ AccessControl H Limts ‘ Finance | Experience Monioring

On-boarding Communications.

Configuration

Payments.

Templates

[Payment
Purpose Mapping

Payee Limit Package Goal Categ.

Restricti Groups.

Biller Categ Role Transactio

External Bank AuditLog
{ lsiisnsnce lsooig
Product Forex Deal Entitlements Feedback
Mapping Maintenance Analytics
Biller Categ User Segment Relationship
Lr:n:;l;mn | maintenance Maintenance: Mapping
P ~Integrated

Relationship
Network Watri
Preference
Waintenance

User
Management

Spend Categ
Maintenance

Transaction
Blackout

Service Req
Form Buider

User Group.
Subject Mapping

Merchant On- Alert
boarding Maintenance

Biller On-
boarding

Limit Definition Manage Brands|

Touch Points

System
Configuration

System
Rules

Wailers ‘ ﬁ ATWJ Branch

I

Authentication

Security Ques. Touch Point Transaction

Working Windows

Dashboard
Buider

<|
<|

Feedback
Template

SMS and
Missed Call
Banking

Password

Maintenance. Policy Maint

IIII

Note: Above diagram depicts the transactions available on dashboard. Apart from these
transactions, there are other transactions available in the toggle menu.
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System Administrator Dashboard — Overview

The System Administrator dashboard comprises of Quick Links, each of which when clicked
launches into the respective item.

er
Nov 11:41 PM

Dashboard
Onboarding Notifications e
| - & User Management WZZ':‘QU\AM :
| , Merchant Management 22 Nov asdsas
1212 AM
| Biller Onboarding View All
Communications Security Templates Limits
| 2 User Group Subject Mapping | . Authentication | ' Service Request- Form Builder ;'r Limit Definition
| _s Alerts Maintenance | »+, Security Question Maintenance >4 Feedback Template = | Limit Package Management
| ~| Mailers | (o, Password Policy Maintenance 7 sMs and Missed Call Banking 5; User Limits
Configuration Payments Authorization and Access Controls Personal Finance
I ~» System Configuration "] Payment Purpose Mapping I - Touch Points *1 spend category Maintenance
I » System Rules " Payee Restrictions I for Touch Point Groups [/~ Goal Category Maintenance
I == Transaction Aspects g Biller Category Maintenance I (1% Role Transaction Mapping &l External Bank Maintenance
I _.'e ATM/Branch Maintenance % Forex Deal Maintenance I '+ Entitlements
User Experience
I [22] product Mapping =, Biller Category Maintenance - I ur? User Segments Maintenance ~], Manage Brand

Integrated

~ s Network Preference Maintenance Dashboard Builder

Activity Log (15) a s Controls & Monitoring
2 13 0 0 &%) Transaction Blackout
Corporate Administrative Maintenance Bulk File Administrator Bulk Record Administrator
G X .
Date Description Party Name Reference No Status Transaction Working Window
27 Nov .
e Madify User Jack Johnson 2711DFESE47D () Processed B audtiog
27 Nov
Processed
11:05 PM Create User Bechtel Corporation 271161F27F34 @ “. Feedback Analytics

Page 1 of 1 (1-2of 2 items)

+. Relationship Mapping

= Relationship Matrix

© 2006, 2017, Oracle and/or its affil ved. | Security ||

Dashboard Overview

Icons
Following icons are present on the System Administrator dashboard:

. n : Clicking this icon takes you to the dashboard.
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. IE' : Clicking this icon takes you to the Mailbox screen.

. : Click this icon and enter the transaction name to search the
transactions.

SelZUURSA - Click this icon to view the user's profile and for logout
option

. E : Click the toggle menu to access the list of all the transactions.

Toggle Menu Transactions
Following items are present on the Toggle Menu:

e Your Current View is: Select your role as System Administrator. The drop-
down to select the role is available only if the user is mapped with more than
one role.

e Select Language: Select your desired language from the drop-down list.

E& Configuration . Click this menu to access the configuration like System

Rules, System Configuration, Transaction aspects etc.

E% Authorization and Access . .
. : Click this menu to setup access controls and

authorization related transactions like maintain touch points, Application role
creation and entitlement mapping etc.

. ¥ SeCUY . cjick this menu to access the security setup related transactions
like setting up second factor authorization, password policy etc.

Limit : ; imi
. B umis : Click this menu to manage limits.

. % I:mb(}ard”“;': Click this menu to onboard and manage Party, users,
merchants and billers.

ﬁ Account Access . .
. . Click this menu to set up account access rules for a

corporate.

@ Approvals

. : Click this menu to access and setup Approval workflow and
rules for Corporate and Administrator users.

f@l P t . ; i
. kel PAYMENS . ojick here to access maintenances with respect to payments.

Personal Financial Manage. . . )
. : Click this menu to plan finances and track

expenditures. It consists of sub menu items like  Spend Category
Maintenance, Goal Category Maintenance and External Bank Maintenance.

. REPOTLS . Click this menu to generate reports and view the generated
reports.

o [Ee FileUpioad . iy this menu to create a file identifier and map it to the user
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along with file upload and inquiry

Communication . . . .
. : Click this menu to access User Group Subject Mapping,

Alert Maintenance and Mailers.

tlf controls and Monitorin . . . o
. o e . Click this menu for controlling and monitoring the

transactions like transaction blackout, working window and Audit log.

@ User Experience . Click this menu to manage and build your customize

dashboards.
| Templat . . .
. FMPIEIEE . Click this menu to manage service request form, feedback
and SMS banking templates.
o oauth . - . o
. : Click this menu to manage and limit the third party authorization

access to an HTTP service.

EE" APl Builder : Click this menu to build pass through APIs.

. @ Others . User Group Management, Print Password, Alert Subscription,
Request Processing and User Help Desk.

=¢ Mail Box . . ) . e
° : Click this menu to view the Mails, Alerts and Notifications.

@@ Account Setting , . _ _
. : Click this menu to view the user's profile and login

details like start date and time, end date and time, Channel and IP address of
the last sessions of the logged in user.

ATM/Branch Locator .. . .
. 0 V/BIEREREOCET0T . ek to view the address and location of the ATMs

and the branches of the Bank.

Security Settings

password.

. Click here to setup security questions and change

. @ Help : Click this menu to launch the online help.

e @ About . cjick this menu to view the information about the application like
version number, copyright etc.

Note: The user will be shown the above options only if he has the access to the all
the transactions falling under that group.

Main Dashboard Transactions

Following transactions are present on the System Administrator dashboard in the form of
cards for quick access of transactions:

e On-boarding
(8) User Management
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User Management function enables the System Administrator to onboard and
manage users along with their login credentials for channel banking access. This
module facilitates channel banking access to the bank’s internal users
(administrators) and external users (customers).

User will get access to all the entities and clients mapped to it. Also the limit
packages can get assigned once the user selects the accessible entities.

(b) Merchant Management

Merchant Management facilitates System Administrator to set up and maintain
merchants using channel banking platform. This is to enable the customers to
initiate merchant based payments using channel banking facility. This option allows
the administrator to create / onboard new merchants, view existing merchants and
modify their details, if required.

(c) Biller Onboarding

Using Biller Onboarding, System Administrators can create billers. The system
administrator defines payment methods accepted by biller (e.g. Current and
Savings Account, Credit Card, Debit Card etc.) while creating a biller. He also
maintains category of the biller, full address of the biller and location/ area in which
the biller operates or provides his services.

System Administrator creates billers, which are then made available to the
customers to register themselves with these billers to receive and pay bills online.

° Communications

(@) User Group Subject Mapping

This maintenance facilitates mapping of subjects, to user groups in the bank, to
streamline communication between the bank’s users and its end customers.

Once User Groups are mapped to certain transactions or modules, users, in that
group can reply to communication pertaining to the specific subject. The
communication channel used is the bank’s secure mailbox.

This option allows the System Administrator to search and view existing User
Group — Subject mapping, modify the existing mapping and to create a new User
Group — Subject mapping.

(b) Alert Maintenance

Alerts maintenance allows the System Administrator to define required parameters
for each alert that is to be sent to the banks customers.

This option allows the System Administrator to search and view existing alerts,
create a new alert and modify or delete an existing alert.

(¢) Mailers

Mailers are information or a messages published by the Bank, to communicate
about the Banks Products, services and other information to its users. A Bank may
send mailers to announce a limited period promotional offer, launch of a product or
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service, etc.

The System Administrator creates Mailers which are sent to specific users, parties
or user segments (all Retail / Corporate / Admin) users. Mailers can be customized
to reach some or all users, to be sent now or on a specific date and time, in the
future.

. Common Services

(a) System Configuration

Using this option System Administrator defines the basic components of this
application which is necessary to run the application. The creating of system
configuration is done at 'Day 0' configuration.

(b) System Rules

System rules are defined to set different parameters for each enterprise role. The
parameters that can be set for each enterprise role (Retail or Corporate Users) are
Party Mapping, Limits Check, Party Preferences Check, Account Transaction
Mapping, First Time Login Steps and Approvals Check. If these parameters are
enabled, application will check for a fulfillment of the maintenances, before final
processing.

E.g. If Approval check flag is enabled for ‘Corporate User type of enterprise role;
transactions initiated by corporate users will follow the approval maintenance. If
approval check flag is disabled for Retail Users, transactions initiated by retail user
will not follow the approval maintenance and will get auto-approved by the system.

This screen allows the System Administrator to search and view existing system
rules, create new system rule, and modify an existing system rule.

(c) Transactions Aspects

Using this option, System Administrator can define the aspects for a transaction.
Depending on the aspects defined for a transaction through this maintenance, the
transaction will be available/unavailable for selection in the respective maintenance
screen.

User can view the aspects for a selected transaction and also edit the aspects i.e.
enable/disable the aspects for the selected transaction.

(d) ATM/ Branch Maintenance

ATM Branch Locator feature available to the bank customers enables the users to
locate the bank’s ATMs/ branches available within a specific radius of his current
location.

For the customers, to fetch the relevant information related to ATMs and Branches,
system administrator maintains the data at their local databases. The basic details
of ATMs and Branches are fetched from the core banking application, which is
further enriched and stored in local database. This is a one-time activity at the time
of implementation. Subsequently, as and when branches and ATMs are added, or
any details regarding them updated, the administrator performs the necessary
updates to the bank database.

Using this option, the System Administrator can search and view the ATM/ branch
and its details (Fetched from Core Banking application) which include branch/ ATM
id, branch name, address details, phone number, work timings and services offered
by the bank. New ATM and branch details can also be manually added, viewed and
edited.
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The bank administrator can manually add new branch/ ATM details one by one, or
add multiple branches / ATMs details simultaneously through file upload.

(e) Product Mapping

Product Mapping feature allows the System Administrator to map products with the
channel. The business users will be able to access accounts related to the
products mapped to the channel.

The System Administrator will be allowed to register the banks products to be made
available to bank users for opening further accounts.

o Security
(@) Authentication

Passwords are the most common form of authentication used in the world today.
But passwords are commonly forgotten and easily compromised. Two-factor
authentication (2FA) adds an extra layer of security by requiring users to use two
different authentication factors to verify user’s identity.

The two step verification or Two Factor Authentication is an extra layer of security
that is a subset of "multi factor authentication” that requires not only a password
and username but also something that user has or something user knows or
something they are e.g. tokens, OTP, biometrics etc. Using a Two Factor
Authentication process can help to lower the number of cases of identity theft on
the Internet, as well as phishing via email. For security reason authentication is
used by user (Retail/ Corporate) while performing transactions through internet
channel.

The two factor Authentication requires two different kinds of evidences before
executing any transaction successfully. This option enables the system
administrator to maintain authentication pattern for each transaction of a specific
user segment.

The types of two factor authentication used in the application are as follows:
= Security Question
= Soft Token
= One Time Password (OTP)
(b)  Security Question Maintenance

Application allows the System Administrator user to set up security questions,
which will then be used as another layer of security (Over & above the Login
credentials), before a user (Retail/ Corporate) can complete transactions through
the internet channel.

Through the Manage Security Questions functionality, the administrator user can
create and modify security questions that need to set and answered by user for
completing any transaction. Administrator can add the security questions, if
required.

(c) Password Policy Maintenance

Password policy maintenance enables System Administrator to define password
parameters for users. Using this option System Administrator create, view and edit
password policy for different user role/segments (Admin, Retail, and Corporate).
Password policy maintenance contains following sections:
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» Password Validators: This section contains the validations for a
password. The validations include minimum and maximum length of
the password, allowed characters in a password, repetitive and
successive characters allowed, details to be excluded in the password
like, date of birth, first and last name, user ID and party ID, and bank
defined restricted passwords. User can also define number of
successive incorrect attempts allowed, and number of previous
password disallowed.

= Password Expiry Parameters: This section contains details about
password expiry period, first password expiry period, and whether to
force user to change password if there is a change in password policy
(so that users can change their password as per the new password

policy).
. Payments
(a) Payment Purpose Mapping

System Administrator maps purposes of payments (the purpose of initiating a
payment transaction as maintained in Core Banking or Product processor) to a
payment type.

System Administrator can search and View the mapped payments purposes, map /
un-map the payments purposes.

(b) Payee Restrictions

Payee Restriction Set up maintenance allows System Administrator to restrict the
number of payees that a retail user can create for each payment network per day.

System Administrator can also restrict the total number of payees irrespective of
payment network that the retail user can create per day.

This option allows the administrator to create payee restriction maintenance, View
and Edit existing maintenance.

(c) Biller Category Maintenance

System Administrator creates new biller categories and map it to the billers. E.g.
administrator can create biller category as ‘Insurance’ and use it as Biller Category
when creating billers related to insurance.

The System administrators can change the order of the categories as per their
priority by dragging the categories. In the business user screen, these categories
appear in the same order for selection to the customers, as defined by the
administrators.

(d) Forex Deal Maintenance

Using Forex Deal Maintenance option, System Administrator can maintain currency
pair. The maintained currency pairs are made available to corporate users to book
deals and utilize those while making payments. Based on the treasury system,
timer window can also be set for each currency pair so that the deal expires after
the setup time, which helps corporate user to get the latest rate possible.

(e) Biller Category Maintenance - Integrated

Using biller category mapping maintenance, System Administrators can map a
Biller Category to each Biller maintained in the core banking system.
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System Administrator creates biller category (e.g. Insurance) and maps billers (e.g.
‘United Health Care’ and AXA) to each type of Biller Category through channel
banking, which are then made available to the customers for selection while
initiating a bill payment.

This option allows the administrator to manage Biller Category, Map Billers, View
Biller Mapping and Edit Biller Mapping).

(f)  Network Preference Maintenance

Network suggestion is a feature that is provided to retail and corporate users as
part of the domestic transfer (India region) offering. If domestic transfer network
suggestion is enabled in system configuration, when a business user initiates a
domestic transfer, the system will identify which networks (NEFT, IMPS or RTGS)
are supported for the transfer based on certain factors such as payee bank support
of networks, network limits and working window maintenance. The system will also
suggest a network, out of the enabled networks, based on the preferences defined
for each domestic network by the administrator from the Network Preference
Maintenance screen.

e Templates
(@) Service Request Form Builder

Service Request Form Builder transaction allows the system administrator to define
service requests by defining its attributes and by building the form (Request page
that should be available to business user) which are then available for Retail users
for creating a new Service Request.

(b) Feedback Template

Using this option, the System Administrator can maintain the feedback templates by
defining the feedback question, selecting the rating scale, adding new questions
along with new options, selecting the transactions for which feedback capture
needs to be enabled.

The administrator can also decide whether an additional question is to be asked for
a scale weight and select the applicable options for the question.

(c) SMS and Missed Call Banking

Using this option, the System Administrator can maintain the sms and missed call
templates. The templates can be defined as:

= SMS: You can set the template / format of the message, which the
account holder will be sending to the bank to receive the information in
a specified format.

= Missed Call: You can set the template / format the account holder will
receive, once he / she gives a miss call on the specified phone
number.

. Access Policies

(@) Touch Points

Touch Points are different channels/ medium through which transactions or
inquiries can be performed in OBAPI. These can be created or modified under this
section.

Touch Points in OBAPI are of type ‘Internal’ and ‘External’. Internal Touch Points
are defined as part of Day 0 definition whereas External Touch Points are typically
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third party applications that can be defined by the System/ Bank Administrator as
part of onboarding in OBAPI.

(b) Touch Points Groups

Touch Points are different channels e.g. Internet, Mobile, SMS, Third Party
applications etc. through which the OBAPI services can be accessed. This
maintenance enables the System Administrator user to group two or multiple touch
points together for the purpose of defining common limits for a transaction
accessed from any touch point grouped together.

(c) Role Transaction Mapping

This function enables System Administrator to create Application Role and
transaction mapping to application roles will be done for Touch Points.
Administrator can create the application roles for the User Segments (Retail/
Corporate/ Administrator) and map the transactions to the application roles for
internal as well as external touch points. The benefit of mapping the transactions on
a touch point is that the Bank can control transaction access at each touch point.

(d) Entitlements

Entitlements are the transactions that the user can perform. Each Entitlement is
linked to a single or group of resources.

Using this transaction user can view and edit the services and Ul components
linked to an entitlement for different actions i.e. Perform, Approve, and View.

(e) User Segment Maintenance

In order to offer appropriate product and services to the customers, banks can
employ some method of segmentation. Banks can group customers into different
segments based on different attributes of the customer; it could be demographic
information, geographical information, behavioral information etc.

Banks can have different communication mailers, authentication mechanisms
transaction limits and branding aspects based on customer segmentation.

User segment maintenance screen, allows the system administrator to create new
segments and subsequently use these segments to define specific maintenances
at user segment level. Limits can also be defined specific to a user segment. Within
each user segment, limits package can be associated to different touch points.
. Limits
(@) Limit Definition

Limits are defined by the bank to set up amount and duration based restrictions on
the transactions that can be carried out by the user.

As part of Limits Definition maintenance, the System Administrator can define:

=  Transaction Limits: It is the initiation limit with minimum and
maximum amount, defined typically for a user with role ‘Maker’.

= Cumulative Limits: It is the collective transaction amount limit for all
the transactions that can be performed during a day and maximum
number of transactions in a day.

= Cooling Period Limits: It is the time set by the bank during which
fund transfer is not allowed to a newly added payee.
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This option allows the System Administrator to search and view limits, create limits
and edit / delete existing limits.

(b) Limits Package Management

As part of the Limits Package definition, the created limits can be mapped to
relevant transactions and/or roles.

The Limits Packages once created can be associated at User Level, Party Level
and Role Level at an touch point level.

This option allows the System Administrator to search and view Limit Package,
create a new Limit Package, and edit / delete existing Limit Package.

(c) User Limits

This option allows the System Administrator to view the current available and
utilized limits of specific retail user and also can modify (increase or decrease) the
limits as per the requirement.

The user limits can be set for specific transaction level or at transaction group level
or for a specific channel or for a group of channels.

The different types of limits are as follows:
= Daily Count- Permitted number of transactions in a day
= Daily Amount- Cumulative amount of transactions in a day
= Monthly Count- Permitted number of transactions in a month
=  Monthly Amount- Permitted number of transactions in a month
(d) Transaction Group Maintenance

Transaction group maintenance enables the System Administrator user to create
and maintain group of transactions. Administrator can maintain a transaction group
for the purpose of defining consolidated transaction limits. Once limits are assigned
at transaction group, these limits acts as collective limit for selected transactions in
a group.

. Personal Finance

(@) Spend Category Maintenance

Using this option, the System Administrator can maintain the spend categories.
Spend Category maintenance allows the administrator to create, modify or expire
categories under which user can map expenses.

(b) Goal Category Maintenance

Goal Category maintenance allows the System Administrator to create, modify or
expire goal categories. This maintenance is done only for Retail users and is not
applicable to corporate.

The System Administrator created categories are linked with a product which will
decide the other key parameters which will govern the Goal category. These
parameters could be:

=  Goal Amount Range ( Minimum and Maximum Value)

= |nterest Rate Offered
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= Tenure Range ( Minimum and Maximum)

The System Administrator can search and view goal categories, create a new goal
category, and modify an existing goal category.

(c) External Bank Maintenance

The account aggregation feature empowers customers to view information of
financial accounts that are external to OBAPI, in addition to the customer's OBAPI
accounts. This feature also provides the customer with a consolidated view of
accounts, net worth and recent transactions, across OBAPI and external bank
accounts.

To enable a retail user to access external bank accounts, and aggregate accounts
with OBAPI, the system administrator has to perform External Bank Maintenance.

. User Experience

(a) Manage Brand

Banks can have varied requirements with regards to the theme and for look and
feel of the application.

Manage Brand is an administrative maintenance that allows the System
Administrator to define the preferred theme for the application.

There is a list of categories on the left of the screen to choose from. System
administrator can click and navigate the categories to upload their bank logo, select
the preferred colors of the headers, back ground, Font, label, buttons etc. System
administrator can also set the font style and font size.

(b) Dashboard Builder

Dashboard Builder is an administrative maintenance that allows the System
Administrator to create and configure dashboard templates for Retail and
Corporate users.

System Administrator can configure new dashboards by dragging and dropping the
desired widget at desired location in template. And also can add and edit rows and
columns while configuring new dashboard to add more widgets. Facility is also
provided to search, view, edit and delete the configured dashboards.

These configured dashboards are responsive and can adapt to any type device
that Bank wants to enable it to the customers’ i.e. desktop, mobile and tablet.
System allows the user to design new template and preview on different types of
devices before enabling it.

The administrator can define multiple dashboards with the various attributes/
widgets. Further these templates can be mapped to the user segment, party or
even to a specific user.

° Controls & Monitoring

(@) Transaction Blackout

The System Administrator can maintain a transaction blackout, for a period, when
transaction/s are not accessible to users of the bank’s retail and corporate or even
to Bank administrators, for a preset time period.

The administrator may use the time, when a transaction is blacked-out, to do
necessary maintenances.

Through this maintenance, the System Administrator can create a transaction
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blackout, User can search and view existing blackouts, and modify these if
required. User can delete future dated blackouts.

(b) Transaction Working Window

A working window is maintained, by the System Administrator for each transaction
for which a value date is applicable for processing. In order to enable such
transactions on the channel, it is mandatory to define a working window for all the
days of a week as Day 0 Maintenance. By performing this maintenance, the
System Administrator defines the channel working window for each day of the
week for a specific transaction.

Further, administrator can also define the processing pattern if the transaction is
initiated by customers after the window is closed. Through this maintenance, the
System Administrator can create a working window for a transaction, and also can
create an exception to the normal window. User can search and view existing
maintenances, and modify these if required.

(c) Audit Log

Audit log is set of records that provide information about operations performed in
the application and details of the user who has performed it along with date and
time when it was performed. The System Administrator can search and view the
Audit Log.

(d) Feedback Analytics

Using this option, the System Administrator can analyze the feedback for different
transactions. System Administrator can view top and bottom three transactions
based on average customer review or he can search for individual transactions for
a selected time period. Feedback Analytics gives the bank a quick analysis of the
feedback information collected. The analytics covers information the average of
feedback ratings transactions have got, trends in how the average ratings have
changes, the top and bottom transactions in terms of ratings etc. The analytics
helps banks in quickly identifying the pain points in customer journeys in the
system points out the specific areas for improvement and action.

Using this option, the System Administrator can analyze the feedback given by
users of the system.

(f) Relationship Mapping

Customer Relationship Maintenance enables the System Administrator to set up
the transaction access logic for Bank’s retail customers from Digital Banking
Platform based on their account - mode of operation or relationship.

E.g. If a customer relationship (Mode of operation) is ‘Either or Survivor’, provide an
access of all transactions whereas, if a customer relationship (Mode of operation) is
‘Jointly’, provide an access of all Inquiries and restrict all financial transactions from
Digital Banking Platform. Such account and transaction access rules can be set up
by the System Administrator using ‘Relationship Maintenance Module’.

(@) Relationship Matrix

Relationship Matrix maintenance allows the System Administrator to define the
transaction access based on the account relationships. Administrator can enable or
disable each transaction for each relationship code. OBAPI first checks if the
transaction is enabled in a role attached to a user and then if it is enabled in
relationship matrix. If both the conditions are satisfied, an access of a transaction
and of an account is provided to the user.

User Manual Oracle Banking APIs Core 55



Dashboards

e Additional options accessible via Menu
Security Keys
Security key includes:

= Password Encryption and Decryption with Public and Private Key
Pairs: Encryption and decryption allow communication between two
parties to disguise information. The sender encrypts information
before sending it and the receiver decrypts the information after
receiving it. While in transit, the information is encrypted to ensure that
it is protected from an intruder. Public and Private key pair helps to
encrypt information that ensures sensitive data is protected during
transmission. Whatever is encrypted with a Public Key can only be
decrypted by its corresponding Private Key and vice versa.

= JWT Encryption Key: A JSON web token is a JSON object to
represent a set of information. On sign in, user is authenticated and
JWT token is generated. This JWT is subsequently passed to make
API calls. To keep sensitive information hidden from the bearer (client)
or third parties, JWT should be encrypted. A single key can be used to
encrypt the data, if the JWT is encrypted with the key then the data
can be decrypted using the same key

OAuth
(@) Identity Domain Maintenance

The Identity Domain corresponds to the notion of a tenant and each identity domain
corresponds to an identity store. All artifacts such as resource server and client
needs to be created under an identity domain.

As part of the Identity Domain definition, Identity store as well as token settings can
be defined.

Currently only ‘Embedded LDAP’ i.e. DB Authenticator as lIdentity Store is
supported.

(b) Resource Server Maintenance

The resource server is the server that contains the user's information that is being
accessed by the third party application and handles authenticated requests after
the application has obtained an access token.

Resource Server is always associated to one ldentity Domain. Through this
maintenance, the administrator can define scopes for the resource server. Scopes
are transactions or inquiries that are provided to the client so that the TPP/client
can transact or inquire on behalf of the customer with an access token provided the
customer has provided consent to the TPP.

(c) Client Maintenance

Clients are Third Party Provides (TPPs) that can access information from the
resource server on behalf of the user provided the user has provided consent to the
TPPs. As part of this definition, the administrator can define client details i.e. client
ID, client name, scopes, redirect URLSs etc.
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. Notifications

The notification section allows the System Administrator user to view last ‘N’
number of natifications sent by the bank. Click View All to view all the notifications
sent by the bank.

Note:
1) If the setup requires an approval workflow, it will be initiated. Once approved by
the required number of approvers, the maintenance will be effective.

2) If the setup does not require an approval workflow or is self / auto approved, the
maintenance will come into effect on confirmation.

. Activity Log

The System Administrator can view the log of activities here. For ease of use, he
can provide a Date Range and search.

Icons

" . Click this icon to open the section in a new window.

= " . Click this icon to search the transactions that are performed on a
particular date. It has two fields From and To, you can select the start
and end date to search the transaction.

(@) Corporate

In the Corporate activity log, the System Administrator, can view the activities
performed for a corporate party id. The following fields are displayed.

= Date: Date of the maintenance
= Description: Description of the maintenance
= Party Name: Party Name
= Reference Number: Reference Number of the maintenance.
=  Status: Status of the maintenance
(b) Administrative Maintenance

Through the Admin Activity log, the System Administrator can view the Bank
Administrator activities. The following fields are displayed:

= Date: Date of the maintenance
= Description: Description of the maintenance
» Reference Number: Reference Number of the maintenance.
» Status: Status of the maintenance
(c) Bulk File Administrator

In Bulk File Activity Log, the Bank Administrator — maker, can view the bulk file
activities. The following fields are displayed.

= Date: Date of the maintenance
» File Identifier: Unique code assigned to files as required by parties

= File Name: Name assigned to files.
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= Initiated by: Initiator of the Party Maintenance.
= Reference No: Reference Number of the maintenance.
= Status: Status of the maintenance

(d) Bulk Record Administrator

In Bulk Record Activity Log, the Bank Administrator — maker, can view the bulk
record activities. The following fields are displayed.

» Date: Date of the maintenance

= File Identifier: Unique code assigned to files as required by parties
» File Name: Name assigned to files

= Initiated by: Initiator of the Party Maintenance.

» Reference No: Reference Number of the maintenance.

=  Status: Status of the maintenance

Transaction Journey
Click the Reference Number link in the Activity Log section to view the Transaction Journey.

This screen displays the transaction details and transaction journey of corporate and

administrator transactions. It displays the current status of transaction whether it is Initiated,
Approved or Processed.

= 7= ZigBank Q = B, Welcome, Administrator User ~

Last login 19 Jun 10:09 AM

Limit Definition

REVIEW
You Initaited a request for creating Limit. Please review details before you confirm!
Limit Type Cooling Period
Limit Code CPLAJZ
Limit Description CPLAJZ
Currency GBP
From Time To Time Cumulative Transaction Amount
0dd : Ohh : 0mm 0dd : Ohh : 30mm £500.00
0dd : Ohh : 30mm 0dd : Thh : 0mm £5,000.00
0dd : Thh : 0Omm 1dd : Ohh : Omm £10,000.00

Transaction Journey
Initiation Approval Completion
N =N N
@ (@ @
S NS S
Administrator User
19 Jun 10:10 AM

Processed
19 Jun 10:10 AM

Copyright © 2006, 2017, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions
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Transaction Journey

The screen displays the details of the transaction that is to be approved for review.

Transaction Journey

This section displays the status of transactions that has been initiated by the maker.
Transaction journey displays the status as:

e [Initiation
e  Approval

e  Completion
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Administrator Maker Dashboard

Bank Administrator Maker’s role involves the maintenances which are mainly required for day to
day business in banks. Maintenances like onboarding the users on Digital Platform and providing
them the account and transactions access, etc.

Summary

Dashboards

[~
L4

Bank Administrator

Originati Others (via Other
On-boarding Approvals Account Acc % File Upload ‘ { Reports ‘ i Others. | { Toagle m(anu} Transaction (via
Toggle menu)
User Workflow Party Account File Identifier Report Workflow Request. User Group Dashboard
Management Management Access Maintenance Generation Configuration Processing Management Buider
Print Feedback
Party Rules User Account UserFile My Reports Feedback ‘ 4{ Password | Analytics
Preference Management Access t Wdentiier
Mapping
User Hel Alert
Party to Party UserReport Desk " | Subscription ‘ Oéuth |
Linkage File Upload Mapping
Merchant Service .
Management Uploaded File Request AFI Buider
nquiry Form Builder
Biler
Onboarding

Segments

Maker Dashboard - Overview

The Bank Administrator — Maker dashboard comprises of:
e Quick Links
e Activity Log
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= » 71 Welcome, David Villa
- ZlgBank & Last login 21 Jun 0326 PM 4
Maker
Quick Links
Onboarding Approvals Account Access File Upload Origination Admin Others
A =57 ’ == P
[ 3 1. = 9 (L,
e 7T 'f".")E'{L‘ =1 7T P\] ]
User Management Workflow Management Party Account Access File Identifier Maintenance Workflow Configuration Request Processing
L = A o) [
= =) @ =2 =
Party Preferences Rules Management User Account Access User File Identifier Mapping Feedback
£
L
Lol
User Help Desk
Activity Log (1) a v
1 0 0 a
Corporate Administrative Maintenance Bulk File Administrator Bulk Record Administrator
Date Description Party Name Reference No Status
16 Jun Update UserFl Mapping Berkshire Hathaway 10060C6H19FA4 @) In Progress
12:09 PM

Page 1 of 1 (10of1items,

Copyright @ 2006, 2017, Oracle and/or its affliates. Al rights reserved. | Security Information | Terms and Conditions

Dashboard Overview

Icons
Following icons are present on the maker's dashboard:

o n : Clicking this icon takes you to the dashboard.
o IE' : Clicking this icon takes you to the Mailbox screen.

) : Click this icon and enter the transaction name to search the
transactions.

o EMEECERSEEUIENS - Click this icon to view the user's profile and for logout
option

) E : Click the toggle menu to access the list of all the transactions.
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Toggle Menu Transactions
Following items are present on the Toggle Menu:

e Your Current View is: Select your role as maker. The drop-down to select
the role is available only if the user is mapped with more than one role.

e Select Language: Select your desired language from the drop-down list.

E& Configuration : Click this menu to access the configuration like System

Rules, System Configuration, Transaction aspects etc.

E Authorization and Access . .
. : Click this menu to setup access controls and

authorization related transactions like maintain touch points, Application role
creation and entitlement mapping etc.

T OSEUTY . Gjick this menu to access the security setup related
transactions like setting up second factor authorization, password policy etc.

Cimit o -
o B3 UM i this menu to manage limits.

. % r:mmardmg: Click this menu to onboard and manage Party, users,
merchants and billers.

|E| Account Access . .
. . Click this menu to set up account access rules for a

corporate.

@ Approvals

. : Click this menu to access and setup Approval workflow and
rules for Corporate and Administrator users.

f®] Payments . . .
. ted y . Click here to access maintenances with respect to

payments.

Personal Financial Manage. i i i
. . Click this menu to plan finances and track

expenditures. It consists of sub menu items like Spend Category
Maintenance, Goal Category Maintenance and External Bank Maintenance.

. REPOTS . Click this menu to generate reports and view the generated
reports.

. [ FileUpload . iy this menu to create a file identifier and map it to the
user along with file upload and inquiry.

Communication i ) _ i
. . Click this menu to access User Group Subject Mapping,

Alert Maintenance and Mailers.

flt controls and Monitoring _ _ L
. : Click this menu for controlling and monitoring the

transactions like transaction blackout, working window and Audit log.

@- User Experience . Click this menu to manage and build your customize

dashboards.
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] Templat . . .
FMPIEEEE . Click this menu to manage service request form, feedback
and SMS banking templates.

. E&: l:'Hmh: Click this menu to manage and limit the third party authorization

access to an HTTP service.

@ Others

. : User Group Management, Print Password, Alert Subscription,
Request Processing and User Help Desk.
Mail B
. & Mail Box : Click this menu to view the Mails, Alerts and Notifications.

3 Account Setting . _ _ , ,
. : Click this menu to view the user's profile and login

details like start date and time, end date and time, Channel and IP address of
the last sessions of the logged in user.

. ©  ATM/Branch Locator : Click to view the address and location of the ATMs
and the branches of the Bank.

7] Security Settings . . .
SCUMY SEHNgS . click here to setup security questions and change

password.

. @ Help : Click this menu to launch the online help.

o @ About . Click this menu to view the information about the application like
version number, copyright etc.

Note: The user will be shown the above options only if he has the access to the all
the transactions falling under that group.

Quick Links
On-boarding
(a) User Management

Bank Administrator can search and view users, create users and modify users.
User can reset passwords of the users. Bank Administrator can also change the
user status (lock/unlock) and grant/deny the channel access to a user, through this
option.

(b) Party Preferences

Party Preferences maintenance enables Bank administrator to define certain
parameter values as per the corporate entities requirements. Following
preferences can be set for a corporate party:

= Cumulative Daily/Monthly limits per transaction
= Transaction limits for users
= Approval flow — Parallel or Sequential or none

= To enable Channel access or not
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= To enable Forex Deal creation or not

= To enable a Corporate Administrator or not.

(c) Party To Party Linkage (Through Toggle menu)

Party to Party linkage is required by medium and large corporates if the user(s) of
the parent company needs to access accounts of the subsidiary companies. For
e.g. consider a case wherein ‘ABC Industries’ is the parent company with a
subsidiary company ‘PQR Enterprises’ and the users of ABC Industries needs to
access accounts of PQR Enterprises to carry out transactions and/or inquiries. The
corporate will provide a mandate/ board resolution to the bank for creation of Party
to Party linkage. Bank administrator will setup a Party to Party linkage by selecting
the parent party and the parties to be linked.

(d) Merchant Management (Through Toggle menu)

Merchant Management facilitates System Administrator to set up and maintain
merchants using channel banking platform. This is to enable the customers to
initiate merchant based payments using channel banking facility. This option allows
the administrator to create / onboard new merchants, view existing merchants and
modify their detalils, if required.

(e) Biller Onboarding(Through Toggle menu)

Using Biller Onboarding, Bank Administrators can create billers. The bank
administrator defines payment methods accepted by biller (e.g. Current and
Savings Account, Credit Card, Debit Card etc) while creating a biller, category of
the biller, full address of the biller and location/ area in which the biller operates or
provides his services.

Administrator creates billers, which are then made available to the customers to
register themselves with these billers to receive and pay bills online.

Approvals
(a) Workflow Management

Approval workflows are created to support requirements where multiple levels of
approval are required in a specific sequence for a transaction/maintenance. Each
workflow can be configured to have up to 5 levels of approval with a specific user
or a user group configured at each level.

Bank Administrator Maker can search and view approval workflows maintained
and create new workflows. As a part of creating workflows, user can add various
levels of approvals and map users or user groups to each level. User can also
modify workflows maintained.

(b) Rules Management

The Bank administrator — Maker, can set up rules, for approvals. Applying a rule
makes the requirement for an approval more customized. For instance, through
this screen, the bank administrator can create a rule, so that all administrator
maintenances initiated by a certain user-group, always require approval.
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Account Access

(a) Party Account Access

Bank Administrator can set up account and transaction access rules at the
corporate party level. The administrator can provide access to accounts held by
the party with the bank as available in the core banking system. Bank
Administrator maker can search and view accounts and transactions mapping
done at primary party and linked party. User can create, modify and delete such
mapping.

(b) User Account Access

Using this option Bank Administrator can set up account and transaction access for
user(s) of the corporate party. This maintenance can be done only after the Party
Account Access is setup for the party of the user(s). Bank Administrator maker can
search and view account and transaction mapping of a specific user. User can
create, modify and delete mapping of a user to an account / transaction.

File Upload
(a) File Identifier Maintenance

Bank administrator — Maker, can create file identifiers (FI) for a corporate entity. A
File Identifier is always mapped to a specific single file template. It permits
configuration of corporate preferences like approval type (file level/ record level) for
a particular type of file. This is a pre-requisite for the File Uploads functionality, for
a corporate.

(b) User File Identifier Mapping

Through this option Bank Administrator — Maker, can map a file identifier to a user
to grant access rights to the user, for this specific file type. This maintenance
enables a user to upload a specific file, approve the uploaded file and view its
status. Bank administrator maker can map / un-map file identifiers to a User.
Further, user can enable or disable the sensitive data check. This is a pre-requisite
maintenance, for the File Uploads functionality, for a corporate.

(c) File Upload (Through Toggle menu)

This option allows the Bank administrator user to upload the files containing EBPP
Billers. Billers uploaded will be available for retail users to register and make online
bill payment & pre-paid recharge transactions.

(d) Uploaded File Inquiry (Through Toggle menu)
Through this option the user can view the Billers file uploaded and their status.

= The search can be filtered on various parameters like status and file
reference ID.

= The user can track the status of the file and if there is an error in the
file, he / she can download the error file to arrive at the exact reason
for error.

= For files in the ‘Processed’ status, the user can download Response
file, to set status of processing (in the host) for each record, of the file.
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= The user can track file history and also check Individual record
details.

Origination Administrator

Workflow Configuration

Workflow configuration allows the Bank Administrator to define the sequence of the
sections in application form for each of the products.

There will be a default workflow defined in the product as part of Day0 definition for
each of the product along with identified set of steps; bank administrator will have
an option to view the default workflow for each of the products. If the sequence
defined for a product does not suit the bank requirements, the admin can opt to
create a custom workflow by re-arranging the steps.

Others
(a) Request Processing

Service requests allows the Bank Administrator- maker to search and view all the
service requests that have been initiated by the Bank customers and are available
with various statuses like Open, Completed and Rejected. Bank Administrator can
search the service requests with specific search criteria and can update the status
of open service requests.

(b) Feedback

Using this option, the Administrator can maintain the feedback templates by
defining the feedback question, selecting the rating scale, adding new questions
along with new options, selecting the transactions for which feedback capture
needs to be enabled.

The administrator can also decide whether an additional question is to be asked for
a scale weight and select the applicable options for the question.

(c) User Help Desk

This option enables the Administrator to create business user's session and
perform the transaction requested by business user if he has forgotten his internet
banking password or is unable to perform a transaction using his internet banking.

To authenticate the user, system will send an OTP to the customer and the same
OTP needs to be communicated to the administrator user so that he can enter it on
the screen to create user’s session.

Additional options accessible via Toggle Menu
Limits
(@) Limit Definition

Limits are defined by the bank to set up amount and duration based restrictions on
the transactions that can be carried out by the user.

As part of Limits Definition maintenance, the Bank Administrator can define:

= Transaction Limits: It is the initiation limit with minimum and
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maximum amount, defined typically for a user with role ‘Maker’.

= Cumulative Limits: It is the collective transaction amount limit for all
the transactions that can be performed during a day and maximum
number of transactions in a day.

= Cooling Period Limits: It is the time set by the bank during which
fund transfer is not allowed to a newly added payee.

This Option allows the Bank Administrator to search and view limits, create limits
and edit / delete existing limits.

(b) Limits Package

As part of the Limits Package definition, the created limits can be mapped to
relevant transactions and/or roles.

The Limits Packages once created can be associated at User Level, Party Level
and Role Level at an touch point level.

This Option allows the Bank Administrator to search and view Limit Package,
create a new Limit Package, and edit / delete existing Limit Package.

(c) Transaction Group Maintenance

Transaction group maintenance enables the Administrator user to create and
maintain group of transactions. Administrator can maintain a transaction group for
the purpose of defining consolidated transaction limits. Once limits are assigned at
transaction group, these limits acts as collective limit for selected transactions in a

group.

(d) User Limits

This option allows the System Administrator to view the current available and
utilized limits of specific retail user and also can modify (increase or decrease) the
limits as per the requirement.

The user limits can be set for specific transaction level or at transaction group level
or for a specific channel or for a group of channels.

The different types of limits are as follows:
= Daily Count - Permitted number of transactions in a day
= Daily Amount - Cumulative amount of transactions in a day
= Monthly Count - Permitted number of transactions in a month

=  Monthly Amount - Permitted number of transactions in a month

Reports
(a) Report Generation

Using this option, Bank Administrator — Maker, can generate various adhoc
reports. Application provides an option to generate reports using Oracle
Business Intelligence (Bl) Publisher and / or by using an internal
application.

(b) My Reports

On accessing ‘My Reports’ menu, the Bank Administrator — Maker, can view the
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last 10 reports generated with the respective report status. He can choose to
search a specific report using the search criteria or can opt to view/download
detailed report.

(c) User Report Mapping

The user report mapping maintenance allows the Bank Administrators to map the
report or set of reports to a specific corporate user. The corporate users can
generate and view the reports which they have an access to.

Bank Administrator searches a corporate user based on the party id and view the
reports mapped to him, he can also un-map the reports from specific corporate
user so that access of the specific report/ s can be removed to that corporate user.

The Bank Administrator can also map the accounts of primary and linked parties
for which the reports can be generated by a corporate user, so that corporate user
can generate the report only for the accounts mapped to him.

Controls and Monitoring

(a) Transaction Working Window

A working window is maintained, by the System administrator for each transaction
for which a value date is applicable for processing. In order to enable such
transactions on the channel, it is mandatory to define a working window for all the
days of a week as Day 0 Maintenance. By performing this maintenance, the
System Administrator defines the channel working window for each day of the
week for a specific transaction.

Further, administrator can also define the processing pattern if the transaction is
initiated by customers after the window is closed. Through this maintenance, the
System Administrator can create a working window for a transaction, and also can
create an exception to the normal window. User can search and view existing
maintenances, and modify these if required.

(b) Audit Log

Audit log is set of records that provide information about operations performed in
the application and details of the user who has performed it along with date and
time when it was performed. The Bank Administrator can search and view the
Audit Log.

(c) Feedback Analytics

Feedback Analytics gives the bank a quick analysis of the feedback information
collected. The analytics covers information the average of feedback ratings
transactions have got, trends in how the average ratings have changes, the top
and bottom transactions in terms of ratings etc. The analytics helps banks in
quickly identifying the pain points in customer journeys in the system points out the
specific areas for improvement and action. Using this option, the System
Administrator can analyze the feedback given by users of the system.

User Experience

(a) Dashboard Builder
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Dashboard Builder is an administrative maintenance that allows the Administrator
to create and configure dashboard templates for Retail and Corporate users.

Administrator can configure new dashboards by dragging and dropping the desired
widget at desired location in template. And also can add and edit rows and
columns while configuring new dashboard to add more widgets. Facility is also
provided to search, view, edit and delete the configured dashboards.

These dashboards are responsive and can adapt to any type device that Bank
wants to enable it to the customers’ i.e. desktop, mobile and tablet. System allows
the user to design new template and preview on different types of devices before
enabling it.

The administrator can define multiple dashboards with the various attributes/
widgets. Further these templates can be mapped to the user segment, party or
even to a specific user.

Templates

(a) Service Request Form Builder
Service Request Form Builder transaction allows the system administrator to
define service requests by defining its attributes and by building the form (Request

page that should be available to business user) which are then available for Retall
users for creating a new Service Request.

Others (Through Toggle Menu)

(a) User Group Management

The Bank Administrator — Maker, can create administrator and corporate user
groups with two or more users. User can search and views already maintained
groups, and also modify these. The maintained administrator user groups are used
for further maintenances like — User Group Subject Mapping or while creating
approval rules.

(b) Print Password

When a new user opens an account in the bank and registers for internet banking,
the bank sends the printed password along with some other documents like
Welcome letter, Terms & Conditions document and applicable promotional offers
to the registered user via courier or post. This screen allows the Bank
Administrator to print the password along with these documents for new users as
well as for existing users who have requested for reset password.

(c) Alert Subscription
The Bank administrator — Maker, can subscribe users to mandatory alerts,
through this option. In addition, Retail and Corporate users of the bank, can
subscribe to alerts, and choose whether they want alerts delivered through Email,
SMS or in their secured mailbox. The bank administrator processes the
subscription request, received from customers. (For non-mandatory alerts).

Note:

1) If the setup requires an approval workflow, it will be initiated. Once approved by
the required number of approvers, the maintenance will be effective.

2) If the setup does not require an approval workflow or is self / auto approved, the
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maintenance will come into effect on saving and confirming.

Activity Log

The Bank Administrator — Maker, can view the log of activities here. For ease of
use, user can provide a Date Range and search.

Icons

. - Click this icon to open the section in a new window.

. " Click this icon to search the transactions that are performed on a
particular date. It has two fields From and To, you can select the start
and end date to search the transaction.

(a) Corporate Activity Log

In the Corporate activity log, the bank administrator — Maker, can view the
activities of corporate users. The following fields are displayed.

= Date: Date of the maintenance
= Description: Description of the maintenance
= Party Name: Party Name
= Reference Number: Reference Number of the maintenance.
=  Status: Status of the maintenance
(b) Administrative Activity Log

Through the Admin Activity log, the bank administrator - maker can view the bank
admin activities. The following fields are displayed:

= Date: Date of the maintenance
= Description: Description of the maintenance
= Reference Number: Reference Number of the maintenance.
= Status: Status of the maintenance
(c) Bulk File Administrator Activity Log

In Bulk File Activity Log, the Bank Administrator — maker, can view the bulk file
activities. The following fields are displayed.

= Date: Date of the maintenance
= File Identifier: Unique code assigned to files as required by parties
= File Name: Name assigned to files.
= Initiated by: Initiator of the Party Maintenance.
= Reference No: Reference Number of the maintenance.
=  Status: Status of the maintenance
(d) Bulk Record Administrator Activity Log

In Bulk Record Activity Log, the Bank Administrator — maker, can view the bulk
record activities. The following fields are displayed.

= Date: Date of the maintenance
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= File Identifier: Unique code assigned to files as required by parties
= File Name: Name assigned to files

= |[nitiated by: Initiator of the Party Maintenance.

= Reference No: Reference Number of the maintenance.

=  Status: Status of the maintenance

Transaction Journey
Click the Reference Number link in the Activity Log section to view the Transaction Journey.

This screen displays the transaction details and transaction journey of corporate and
administrator transactions. It displays the current status of transaction whether it is Initiated,
Approved or Completed.
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Dashboards
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M

File Identifier Transaction Type Approval Type Sensitive Check
¢ Domestic01 - Domestic Internal Internal Funds Transfer Record
’ DomesticFT - Domestic File Transfer SDSC Domestic Funds Transfer Record
2 DomesticPayee - Domestic payee Domestic Payee Record
’ InternalFTRec - InternalFTRec Internal Funds Transfer Record
& InternalTransfer - Internal Transfer Internal Funds Transfer Record
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¢ MDMCINTNLABR - MDMC International Record International Funds Transfer Record
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r MDMCMIXEDABR - MDMC Mixed Adhoc Bene Reecord level Mixed Payments Record
Fl MDMCMixedAdhocBeneFT - MDMC Mixed payment Mixed Payments Record
7 MixedPayee - Mixed Payee Mixed Payee File
’ SDMCDomFile - SDMC Domestic AB File Level Domestic Funds Transfer File
’ SDMCDomFT - SDMC Domestic Fund Transfer Domestic Funds Transfer File
’ SDMCINABF - SDMC Internal File Level Internal Funds Transfer File
& SDMCInternalFT - SDMC Internal fund Transfer Internal Funds Transfer File
& SDSCDomFT - SDSC Domestic File Transfer Domestic Funds Transfer Record
¢ SDSCDOMR - SDSC Domestic Record level Domestic Funds Transfer Record
¢ SDSCINABR - SDSC Internal Record level Internal Funds Transfer Record
r SDSCinternalFT - SDSC Internal Fund Transfer Internal Funds Transfer Record

Transaction Journey

Approval Completion

© © ©
David Sanchez Villa
19 Jun 12:09 PM
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Transaction Journey

The screen displays the details of the transaction that is to be approved for review.
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Transaction Journey

This section displays the status of transactions that has been initiated by the maker.
Transaction journey displays the status as:

¢ Initiation
e Approval

e Completion

1. Click Back to navigate to the Dashboard.
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3.3 Administrator Approver Dashboard

This dashboard is available for Bank administrator users whose main responsibility is of
approving the transactions initiated by Bank administrator in maker role. Approver has the
responsibility to ensure correctness of the maintenances as per the bank and corporate mandate,
to ensure speedy and accurate processing.

Summary

[=]
L4

Bank Administrator

Originati Others (via Other
On-boarding Approvals Account Ace + File Upload ‘ ~{ Reports ‘ ”,H‘Q,“m':“ Others | # Tosgle m(w; Transaction (via
Toggle menu)
User Workflow Party Accoutt File Kentifier Report Workflow Request User Group Dashboard
Management Management Access Maintenance Generation Configuration Processing Management Builder
Print Feedback
Party Rules User Account UserFie iy Reports Feedback ‘ —{ Password | Analytics
Preference Management Access | dentifier
Mapping
UserHelp Alert
Efn:g (2 Party User Report Desk | Subscription OAuth
9 File Upload Mapping
Merchant Service
Management Uploaded File Request API Builder
Inquiry Form Builder

Biler
Onboarding

User
Segments

Approver Dashboard - Overview

The Bank Administrator — Approver dashboard comprises of:
e Pending Approvals

e Quick Links

e Other options accessed via menu

e Activity Log
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g 7 s67 Welcome, Administrator User
Zlg Ban k Q = Last login 27 Nov PM
Approver
Pending for Approvals (3) s
Party Maintenance Administrative Maintenance Bulk File Administrator Bulk Record Administrator

Date Description Initiated By Status
13 Nov " (G) In Progress
555 AM Create Biller Jim Kenedy 13111BDCEO6C C*’D g
;555%/' Update Security Question Jim Kenedy 151137C46F94 @) In Progress
24 Nov ©) In Progress
frduely Update Biller Jim Kenedy 2411816CDES7 [®] g
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Quick Links
Onboarding Approvals Account Access File Upload Origination Administrator Others
A L. &
A 7TN (;;1{ i (5
User Management Wworkflow Management Party Account Access File Identifier Maintenance Workflow Configuration Request Processing
U I A
= e
Party Preferences Rules Management User Account Access User File Identifier Mapping Feedback
A
L
[=
User Help Desk
Activity Log (41) Q s
10 31
Corporate Administrative Maintenance Bulk File Administrator Bulk Record Administrator
Date Description Party Name Reference No Status
$7|:|D:VM Update UserFl Mapping GoldenGateSystem 2711E6A28147 © Processed
$7IQ'U,VM Create Fileldentifier Registration GoldenGateSystem 2711FE360879 @ Processed
27 Nov i
Processed
150 At Create User David Warner 2711A50C8D42 ©
27 Nov
A Processed
1148 A Modify User David Wamer 27118BA21D3E ©
27 Nov
& Processed
1147 AM Modify User David Wamer 271159206816 [©)
27 Nov
Processed
1136 AM Modify User JRB 27111E4E232E ©
27 Nov
Processed
10:52 AM Create User James Smith 271128325818 ©
27 Nov Create User James Smith 2711A308715E © Processed
9:29 AM
27 Nov
Processed
S07AM Modify User JAB 271185BCD2CA )
27 Nov Modify User David Warner 27117D84504E © Processed
595 AM
Page 1 of1 (1-100f 10 items)

Copyright ® 2006, 2017, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Dashboard Overview

Icons
Following icons are present on the approver's dashboard:

. - : Clicking this icon takes you to the dashboard.

. IE' : Clicking this icon takes you to the Mailbox screen.
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. . Click this icon and enter the transaction name to search the
transactions.

o EMEELEERSCIEN - Click this icon to view the user's profile and for logout

option

. E : Click the toggle menu to access the list of all the transactions.

Toggle Menu Transactions
Following items are present on the Toggle Menu:

e Your Current View is: Select your role as maker. The drop-down to select the
role is available only if the user is mapped with more than one role.

e Select Language: Select your desired language from the drop-down list.

E’?’ Configuration . Click this menu to access the configuration like System

Rules, System Configuration, Transaction aspects etc.

E% Authorization and Access . .
. . Click this menu to setup access controls and

authorization related transactions like maintain touch points, Application role
creation and entitlement mapping etc.

T SeeUnl . Click this menu to access the security setup related transactions
like setting up second factor authorization, password policy etc.

B Lmits Click this menu to manage limits.

3 % Onbgardmg: Click this menu to onboard and manage Party, users,
merchants and billers.

ﬁ Account Access . .
. . Click this menu to set up account access rules for a

corporate.

@ Approvals

. : Click this menu to access and setup Approval workflow and
rules for Corporate and Administrator users.

f@] P t . . .
ted Payments : Click here to access maintenances with respect to payments.

Personal Financial Manage. i i i
. : Click this menu to plan finances and track

expenditures. It consists of sub menu items like Spend Category
Maintenance, Goal Category Maintenance and External Bank Maintenance.

. REPOTES . Click this menu to generate reports and view the generated
reports.

. Ee File Upload : Click this menu to create a file identifier and map it to the user
along with file upload and inquiry

Communication ) ) ) _
. : Click this menu to access User Group Subject Mapping,
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Alert Maintenance and Mailers.

tlf controls and Monitorin ) ) . o
. o ¢ . Click this menu for controlling and monitoring the

transactions like transaction blackout, working window and Audit log.
@ User Experience ,
dashboards.

Templates

. : Click this menu to manage service request form, feedback
and SMS banking templates.

Click this menu to manage and build your customize

= OAuth . . - . ..
D’ AU Click this menu to manage and limit the third party authorization
access to an HTTP service.

= A i
D’ API Builder : Click this menu to build pass through APIs.

. @ Others . User Group Management, Print Password, Alert Subscription,
Request Processing and User Help Desk.

= MailB . ; . : i At
. 19 Click this menu to view the Mails, Alerts and Notifications.

{3 AccountSetting _ _ _ _
. . Click this menu to view the user's profile and login

details like start date and time, end date and time, Channel and IP address of
the last sessions of the logged in user.

ATM/Branch Locator .. . .
. 0 VUBIEREREOCET0T . ek to view the address and location of the ATMs

and the branches of the Bank.

?]  Security Setti . . .
. COUMY SEHNgS - click here to setup security questions and change

password.

. ® Help : Click this menu to launch the online help.

e D About . ciick this menu to view the information about the application like
version humber, copyright etc.

Note: The user will be shown the above options only if he has the access to the all
the transactions falling under that group.

Pending for Approvals

The Bank Administrator — Approver, can view the items pending for his approval. For ease
of use, he can expand this page.

Party Maintenance

In Party Maintenance, the Bank Administrator — Approver, can view the party maintenances,
pending approval. The following fields are displayed.

. Date: Date of the maintenance
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e  Description: Description of the maintenance
e Party Name: Party Name
e Initiated by: Initiator of the Party Maintenance.
o Reference No: Reference Number of the maintenance.
e  Status: Status of the maintenance
Administrative Maintenance

In Admin Maintenance, the Bank Administrator — Approver, can view the admin
maintenances, pending approval. The following fields are displayed.

e Date: Date of the maintenance
e  Description: Description of the maintenance
e Initiated by: Initiator of the Party Maintenance.
e Reference No: Reference Number of the maintenance.
e  Status: Status of the maintenance
Bulk File Administrator

In Bulk File Maintenance, the Bank Administrator — Approver, can view the bulk file
maintenances, pending approval. The following fields are displayed.

e Date: Date of the maintenance
e File Identifier: Unique code assigned to files as required by parties
e File Name: Name assigned to files
e Initiated by: Initiator of the Party Maintenance.
e Reference No: Reference Number of the maintenance.
e  Status: Status of the maintenance
Bulk Record Administrator

In Bulk Record Maintenance, the Bank Administrator — Approver, can view the admin
maintenances, pending approval. The following fields are displayed.

e Date: Date of the maintenance

o File Identifier: Unique code assigned to files as required by parties
e File Name: Name assigned to files

e Initiated by: Initiator of the Party Maintenance.

e Reference No: Reference Number of the maintenance.

. Status: Status of the maintenance

Quick Links
Onboarding
(a) User Management

The Bank Administrator can search and view users, create users and modify users.
User can reset passwords of the users. Also user can lock / unlock a user, through
this option.
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(b) Party Preferences

Party Preferences maintenance enables Bank Administrator to define certain
parameter values as per the corporate entities requirements. Following preferences
can be set for a corporate party:

e Cumulative Daily/Monthly limits per transaction
e Transaction limits for users

o Approval flow — Parallel or Sequential or none
e To enable Channel access or not

e To enable Forex deal or not

e To enable a Corporate Administrator or not.

(c) Party to Party Linkage (Through Toggle menu)

Party to Party linkage is required by medium and large corporates if the user(s) of
the parent company needs to access accounts of the subsidiary companies. For
e.g. consider a case wherein say ‘ABC Industries’ is the parent company with a
subsidiary company ‘PQR Enterprises’ and the users of ABC Industries needs to
access accounts of PQR Enterprises to carry out transactions and/or inquiries. The
corporate will provide a mandate/ board resolution to the bank for creation of Party
to Party linkage. Bank administrator will setup a Party to Party linkage by selecting
the parent party and the parties to be linked.

(d) Merchant Management (Through Toggle menu)

Merchant Management facilitates System Administrator to set up and maintain
merchants using channel banking platform. This is to enable the customers to
initiate merchant based payments using channel banking facility. This option allows
the administrator to create / onboard new merchants, view existing merchants and
modify their detalils, if required.

(e) Biller Onboarding (Through Toggle menu)

Using Biller Onboarding, Bank Administrators can create billers. The bank
administrator defines payment methods accepted by biller (e.g. Current and
Savings Account, Credit Card, Debit Card etc.) while creating a biller, category of
the biller, full address of the biller and location/ area in which the biller operates or
provides his services.

Administrator creates billers, which are then made available to the customers to
register themselves with these billers to receive and pay bills online.

Approvals

(a) Workflow Management
Approval workflows are created to support requirements where multiple levels of
approval are required in a specific sequence for a transaction/maintenance. Each

workflow can be configured to have up to 5 levels of approval with a specific user or
a user group configured at each level.

Bank Administrator Approver can search and view approval workflows maintained
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and create new workflows. As a part of creating workflows, user can add various
levels of approvals and map users or user groups to each level. User can also
modify workflows maintained.

(b) Rules Management

The Bank Administrator — Approver, can set up rules, for approvals. Applying a rule
makes the requirement for an approval more customized. For instance, through this
screen, the Bank Administrator can create a rule, so that all administrator
maintenances initiated by a certain user-group, always require approval.

Account Access

(a) Party Account Access

Bank Administrator can set up account and transaction access rules at the
corporate party level. The administrator can provide access to accounts held by the
party with the bank as available in the core banking system. Bank Administrator -
Approver can search and view accounts and transactions mapping done at primary
party and linked party. User can create, modify and delete such mapping.

(b) User Account Access

Using this option Bank Administrator can set up account and transaction access for
user(s) of the corporate party. This maintenance can be done only after the Party
Account Access is setup for the party of the user(s). Bank Administrator - Approver
can search and view account and transaction mapping of a specific user. User can
create, modify and delete mapping of a user to an account / transaction.

File Upload
(a) File Identifier Maintenance

Bank Administrator — Approver, can create file identifiers (FI) for a corporate entity.
A File ldentifier is always mapped to a specific single file template. It permits
configuration of corporate preferences like approval type (file level/ record level) for
a particular type of file. This is a pre-requisite for the File Uploads functionality, for a
corporate.

(b) User File Identifier Mapping

Through this option Bank Administrator — Approver, can map a file identifier to a
user to grant access rights to the user, for this specific file type. This maintenance
enables a user to upload a specific file, approve the uploaded file and view its
status. Bank administrator Approver can map / un-map file identifiers to a User.
Further, user can enable or disable the sensitive data check. This is a pre-requisite
maintenance, for the File Uploads functionality, for a corporate.

(c) File Upload (Through Toggle menu)

This option allows the Bank Administrator user to upload the files containing EBPP
Billers. Billers uploaded will be available for retail users to register and make online
bill payment & pre-paid recharge transactions.
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(d) Uploaded File Inquiry (Through Toggle menu)
Through this option the user can view the Billers file uploaded and their status.

= The search can be filtered on various parameters like status and file
reference ID.

= The user can track the status of the file and if there is an error in the
file, he / she can download the error file to arrive at the exact reason
for error.

= For files in the ‘Processed’ status, the user can download Response
file, to vet status of processing (in the host) for each record, of the file.

= The user can track file history and also check Individual record details.

Origination Administrator

Workflow Configuration

Workflow configuration allows the bank administrator to define the sequence of the sections
in application form for each of the products.

There will be a default workflow defined in the product as part of DayO definition for each of
the product along with identified set of steps; bank administrator will have an option to view
the default workflow for each of the products. If the sequence defined for a product does not
suit the bank requirements, the admin can opt to create a custom workflow by re-arranging
the steps.

Others

(a) Request Processing

Service requests allows the bank administrator- approver to search and view all the service
requests that have been initiated by the maker and are pending for approvals. This option
also allows him to approve or reject the service requests.

(b) Feedback

Using this option, the Administrator can maintain the feedback templates by defining the
feedback question, selecting the rating scale, adding new questions along with new options,
selecting the transactions for which feedback capture needs to be enabled.

The administrator can also decide whether an additional question is to be asked for a scale
weight and select the applicable options for the question.

(c) User Help Desk

This option enables the Administrator to create business user's session and perform the
transaction requested by business user on his behalf in case, he has forgotten his internet
banking password or is unable to perform a transaction using his internet banking.

To authenticate the user, system will send an OTP to the customer and the same OTP
needs to be communicated to the administrator user so that he can enter it on the screen to
create user’s session.
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Additional options accessible via Menu
Limits
(a) Limit Definition

Limits are defined by the bank to set up amount and duration based restrictions on
the transactions that can be carried out by the user.

As part of Limits Definition maintenance, the Bank Administrator can define:

» Transaction Limits: It is the initiation limit with minimum and
maximum amount, defined typically for a user with role ‘Approver’.

» Cumulative Limits: It is the collective transaction amount limit for all
the transactions that can be performed during a day and maximum
number of transactions in a day.

= Cooling Period Limits: It is the time set by the bank during which
fund transfer is not allowed to a newly added payee.

This Option allows the Bank Administrator to search and view limits, create limits
and edit / delete existing limits.

(b) Limits Package

As part of the Limits Package definition, the created limits can be mapped to
relevant transactions and/or roles.

The Limits Packages once created can be associated at User Level, Party Level
and Role Level at a touch point level.

This Option allows the Bank Administrator to search and view Limit Package, create
a new Limit Package, and edit / delete existing Limit Package.

(c) Transaction Group Maintenance

Transaction group maintenance enables the Administrator user to create and
maintain group of transactions. Administrator can maintain a transaction group for
the purpose of defining consolidated transaction limits. Once limits are assigned at
transaction group, these limits acts as collective limit for selected transactions in a

group.
(d)User Limits

This option allows the System Administrator to view the current available and
utilized limits of specific retail user and also can modify (increase or decrease) the
limits as per the requirement.

The user limits can be set for specific transaction level or at transaction group level
or for a specific channel or for a group of channels.

The different types of limits are as follows:
» Daily Count- Permitted number of transactions in a day
= Daily Amount- Cumulative amount of transactions in a day
=  Monthly Count- Permitted number of transactions in a month

=  Monthly Amount- Permitted humber of transactions in a month
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Reports
(a) Report Generation

Using this option, Bank Administrator — Approver, can generate various adhoc
reports. Application provides an option to generate reports using Oracle Business
Intelligence (BI) Publisher and / or by using an internal application.

(b) My Reports

On accessing ‘My Reports’ menu, the Bank Administrator — Approver, can view the
last 10 reports generated with the respective report status. He can choose to
search a specific report using the search criteria or can opt to view/download
detailed report.

(c) User Report Mapping

The user report mapping maintenance allows the Bank Administrators to map the
report or set of reports to a specific corporate user. The corporate users can
generate and view the reports which they have an access to.

Bank Administrator searches a corporate user based on the party id and view the
reports mapped to him, he can also un-map the reports from specific corporate user
so that access of the specific report/ s can be removed to that corporate user.

The Bank Administrator can also map the accounts of primary and linked parties for
which the reports can be generated by a corporate user, so that corporate user can
generate the report only for the accounts mapped to him.

Controls and Monitoring

(a) Transaction Working Window

A working window is maintained, by the System administrator for each transaction
for which a value date is applicable for processing. In order to enable such
transactions on the channel, it is mandatory to define a working window for all the
days of a week as Day 0 Maintenance. By performing this maintenance, the System
Administrator defines the channel working window for each day of the week for a
specific transaction.

Further, administrator can also define the processing pattern if the transaction is
initiated by customers after the window is closed. Through this maintenance, the
System Administrator can create a working window for a transaction, and also can
create an exception to the normal window. User can search and view existing
maintenances, and modify these if required.

(b)Audit Log

Audit log is set of records that provide information about operations performed in
the application and details of the user who has performed it along with date and
time when it was performed. The Bank Administrator can search and view the Audit
Log.

(c) Feedback Analytics

Feedback Analytics gives the bank a quick analysis of the feedback information
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collected. The analytics covers information the average of feedback ratings
transactions have got, trends in how the average ratings have changes, the top and
bottom transactions in terms of ratings etc. The analytics helps banks in quickly
identifying the pain points in customer journeys in the system points out the specific
areas for improvement and action. Using this option, the System Administrator can
analyze the feedback given by users of the system.

User Experience

(a) Dashboard Builder

Dashboard Builder is an administrative maintenance that allows the Administrator to
create and configure dashboard templates for Retail and Corporate users.

Administrator can configure new dashboards by dragging and dropping the desired
widget at desired location in template. And also can add and edit rows and columns
while configuring new dashboard to add more widgets. Facility is also provided to
search, view, edit and delete the configured dashboards.

These dashboards are responsive and can adapt to any type device that Bank
wants to enable it to the customers’ i.e. desktop, mobile and tablet. System allows
the user to design new template and preview on different types of devices before
enabling it.

The administrator can define multiple dashboards with the various attributes/
widgets. Further these templates can be mapped to the user segment, party or
even to a specific user.

Templates

(a) Service Request Form Builder
Service Request Form Builder transaction allows the system administrator to define
service requests by defining its attributes and by building the form (Request page

that should be available to business user) which are then available for Retail users
for creating a new Service Request.

Others (Through Toggle menu)

(a) User Group Management
User group is a set of people/users with similar interests and goals.

Using this option bank administrator can maintain the user groups of bank administrator
and of corporate users of same party ID. User groups maintained by administrators for
bank administrator users and corporate users are used while creating approval
workflows and approval rules.

Also the user groups created for bank administrator type of user are used for mapping
secured mail subjects. Each subject category can be linked to a group of bank
administrator users. So that administrators will receive the mails only of the subjects
mapped to the users.

(b) Print Password

When a new user opens an account in the bank and registers for internet banking, the
bank sends the printed password along with some other documents like Welcome letter,
Terms & Conditions document and applicable promotional offers to the registered user
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via courier or post. This screen allows the Bank Administrator to print the password
along with these documents for new users as well as for existing users who have
requested for reset password.

(c) Alert Subscription

The Bank Administrator, can subscribe users to mandatory alerts, through this option. In
addition, Retail and Corporate users of the bank, can subscribe to alerts, and choose
whether they want alerts delivered through Email, SMS or in their secured mailbox. The
bank administrator processes the subscription request, received from customers. (For
non-mandatory alerts).

Note: If the setup requires an approval workflow, it will be initiated. Once approved
by the required number of approvers, the maintenance will be effective.

Activity Log

The Bank Administrator — Approver, can view the log of activities here. For ease of use, he
can provide a Date Range and search.

Icons

] . Click this icon to open the section in a new window.

] " : Click this icon to search the transactions that are performed on a
particular date. It has two fields From and To, you can select the start and
end date to search the transaction.

(a) Corporate Activity Log

In the Corporate activity log, the Bank Administrator — Approver, can view the activities of
corporate users. The following fields are displayed.

o Date: Date of the maintenance

¢ Description: Description of the maintenance

e Party Name: Party Name

¢ Initiated by: Initiator of the Party Maintenance.

¢ Reference No.: Reference Number of the maintenance.

e Status: Status of the maintenance

(b) Administrative Activity Log

Through the Admin Activity log, the Bank administrator — Approver, can view the bank
admin activities. The following fields are displayed:

e Date: Date of the maintenance
e Description: Description of the maintenance
e Initiated by: Initiator of the Party Maintenance.

. Reference No: Reference Number of the maintenance.
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Status: Status of the maintenance

(c) Bulk File Administrator Activity Log

In  Bulk File Activity log, the Bank Administrator — approver, can view the bulk file
activities. The following fields are displayed.

Date: Date of the maintenance

File Identifier: Unique code assigned to files as required by parties
File Name: Name assigned to files

Initiated by: Initiator of the Party Maintenance.

Reference No: Reference Number of the maintenance.

Status: Status of the maintenance

(d) Bulk Record Administrator Activity Log

In Bulk Record Activity Log, the Bank Administrator — approver, can view the bulk record
activities. The following fields are displayed.

Date: Date of the maintenance

File Identifier: Unique code assigned to files as required by parties
File Name: Name assigned to files

Initiated by: Initiator of the Party Maintenance.

Reference No: Reference Number of the maintenance.

Status: Status of the maintenance

3.4 Approve the transaction

The transactions that have been initiated by the maker and are pending for approvals are listed
here. The approver user logins to the application, user views all the transactions that are pending
for approvals.

How to reach here:

Approver Dashboard > Pending for Approvals section

To approve the transaction:

1. Click the Reference Number link of the transaction that is to be approved, in the Pending
for Approval section. The transaction screen appears for review and approval.
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Transaction Journey

== ZlgBank (o~ | £, Welcome, Philippe Coutinho ~»

Last legin 19 Jun 05:55 PM

Update Fileldentifier Registration

Review

Party Id 001930

Party Name

Details

File Identifier SDMCDomFile

Description SDMC Domestic AB File Level
File Template Domestic Funds Transfer Delimited SDMC
Transaction Type Domestic Funds Transfer
Accounting Type Single Debit Multiple Credit

File Type DELIMITED

Format Type CSV.XML,XLS,XLSX

Approval Type
Record Level File Level

Transaction Journey

Initiation Approval Completion
@) (@ 0)
=/ =/ =/

David Sanchez Villa
19 Jun 12:25 PM

Copyright © 2006, 2017, Oracle and/or its affliates. All ights reserved. | Security Information | Terms and Conditions

Transaction to approve

This screen displays the details of the transaction that is to be approved for review.

Transaction Journey

This section displays the status of transactions that has been initiated by the maker.
Transaction journey displays the status as:

¢ [Initiation
e Approval

o Completion

2. Click Approve to approve the initiated transaction. The Transaction Approval screen
appears.
OR
Click Reject to reject the transaction.
OR
Click Back to navigate to the Dashboard.

3. Enter the remarks and click Approve.
OR
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Enter the remarks and click Reject.

OR

Click Cancel to cancel the transaction.

The screen with success message appears.

FAOsS

1. How can | access different dashboards if multiple roles are assigned to me?

An option is available in toggle menu to switch between the different dashboards if
multiple roles are assigned to you.

2.  Will I be able to see the current status of a transaction initiated by me?

Yes, transaction journey section shows the latest status of the transaction along with the
date, time and name of the user last acted on the same.

3.  What are quick links; can | change the transactions appearing under quick link
section?

Quick links gives you easy access to some of the more commonly used
transactions/maintenances in the system. You cannot change the transactions appearing
under quick link section.

4. Can | remove/grant access of atransaction to System/Bank administrator?

Yes, transaction access can be given or removed for a particular application role from role
transaction mapping function.

Home
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4. User Management

User Management function enables System/ Bank Administrator to onboard and manage users
and their login credentials for channel banking access. This module facilitates channel banking
access to the bank’s internal users (administrators) and external users (customers).

This function also lets the System/Bank Administrator to define the various touch points from
which the user can access the channel banking and limit package applicable for the same.

Users can also be mapped to a User Segment, so that the attributes applicable at the segment
level should get applied to the user. Currently user segments are only applicable for user type
Retail.

In a multi entity scenario, this function enables system/ bank administrator to provide access to
multiple entities to users.

Internal Users
e  System Administrator

° Bank Administrator

External Users
¢ Retail User
e  Corporate User
e  Corporate Administrator
Pre-Requisites
e User Segment and Application roles are maintained
e Transactions are associated with each application role
e Transaction (User Management) access is provided to System/Bank Administrator.
e  Approval rule set up for Bank administrator to perform the actions.
e  Party Preference is maintained for corporate user
Workflow

Access User

U Management

Bank Administrator

Edit User Details

%l Search User H View User Details

Reset Password

Features Supported In Application
The User Management module allows the system/bank administrator to
e Create User

. View User
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User Management

. Edit User

. Reset Password

How to reach here:
System/ Bank Administrator Dashboard > Onboarding > User Management
OR

System/ Bank Administrator Dashboard > Toggle menu > Onboarding > User Management

User Management - Create

System/Bank Administrator logs into the system and navigates to the User Management screen.
This function allows the administrator to create internal and external users.

Note: In case of multi entity implementation, if the system/bank administrator has access to
multiple entities, then the administrator can select the entity from the entity switcher on which the
user needs to be on boarded. The selected entity of the user as part of onboarding will be the
default/home entity of the user being created.

To create a new user:

1. Inthe User Management screen, click Create. The User Management - Create New User
screen appears.

2. From the User Type list, select the appropriate type for the user being created.
If the user type selected is Retail and Corporate user, Party ID and Party Name fields are
displayed.
If the user type is selected as Administrator, the Personal Information, Contact Details,
Accessible Entity Details and Roles section is displayed.
OR
Click Back to navigate to previous screen.
OR
Click Cancel to cancel the transaction.

Create User - Select User Type

= ‘ZigBank Q =° £, Welcome, rkadmin v

Last login 30 May 10:29 AM

User Management

Create New User

User Type

Copyright ® 2006, 2017, Oracle and/or its affiliates. All ights reserved. | Security Information | Terms and Conditions
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Field Description
Field Name

User Type

Description

User type for which the new user is to be created.

The user can be:
e  Corporate
. Retail

. Administrator

User Management

Create User — Map Party ID

If the user type to be created is selected as Retail or Corporate User, system displays a screen to
enter the party information (party ID or party name) and search party. User can enter the party ID
(if known) or the party name with a minimum of 5 characters. The matching results are shown on

the screen.

In case of a party search by party ID, it is an exact match and Party ID entered by the user gets
validated from the core banking application. After the core banking application validation is
successful, party name gets displayed on the screen.

In case of a party search by name, system displays the matching party records. The records have
parties listed with both Party ID and Party Name information. User can select the record by
clicking on the Party ID from the list.

= 7= ZigBank

aQ

g & Welcome, superadmin ~

User Management

Create New User

User Type

Party ID

Party Name

m

Party ID
001981
001198
001980
001993
002145
002065
002067
002066
002068

002265

RetailUser ~

will

Party Name

will smith

Will Smith

will Smith

Mark Will

will smith

will smith

Will smith

will smith

Will Smith

will smith

Copyright @ 2006, 2017, Oracle andfor its affiliates. All rights reserved. | Security Information | Terms and Conditions

Last login 23 May 08:33 PM
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Field Description

Field Name Description

Search

Party ID Enter Party ID to search the party for mapping it to the user.
Party Name Enter Party Name to search the party for mapping it to the user.

3. Select the party ID, an option to create a user appears.
glik Search. The mapped details for the party id appears based on the entered search.
8Iik Cancel to cancel the transaction. The Dashboard appears.
8II;\::k Clear to reset the search criteria.

4. Inthe User Management — Create New User screen,
a. If you select Retail User or Corporate User option:
i. From the User Type list, select the appropriate option.

ii. Inthe Party ID field, enter the party id.

E s ZlgBank Q = £, Welcome, superadmin ~

Lastlogin 01 Jun 0316 AM

User Management

Create New User

User Type
User Typ CorporateUser v

000023
Party ID

BANK OF MELBOURNE
Party Name

Copyright @ 2006, 2017, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

iii. Click Create.
The Personal Information, Contact Details, Limit & Roles, and Accessible Entity
Details section appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to go back to previous screen.
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User Management - Create New User

’ ZigBank Welcome, Administrator User « -

[y

User Management

Retail User v

oo1208

Ryan john

Johns Check Availability

Title br
First Name Ryan

sole

Last Name manchester

01 Jan 1930

Contact Details

Email ID dipen.v.shah@oracle.com
8481110033

58501118

312 London monch

cyra street

norman road

Countr, United States

City london
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Limits & Roles

MustuLPOT
i T ) MissLF
Mobile A Mob_App_PK
Mobile (R . Mob._Brow.PK
att L
SMS Banking SmsBanLP
she
we
ormel
fo S
i Ace f MuStuLPAPGO2
Global conte
Retail User Gold @
v
Touch Points
= =
v
Accessible Entity Details
0}
:
607336
AIMAL K
Limit
= = v

Field Description

Field Name Description
Create
User Type Type of user.

The user can be:
e  Corporate User
. Retail User

. Administrator

Party ID Party ID for which the user is to be created is displayed.

This field appears if you select Retail or Corporate User option
from User Type list.
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Field Name Description
Party Name Party Name of the party ID for which the user is to be created is
displayed.

This field appears if you select Retail or Corporate User option
from User Type list.

Organization Organization that the user belongs to.
This field appears if you select Administrator option from User
Type list.

Manager Manager of the user.
This field appears if you select Administrator option from User
Type list.

Employee Number Employee number of the user.
This field appears if you select Administrator option from User
Type list.

Personal Information

User Name Name of the user (login ID) which is to be created.

Title Title of the user.

If User type is Retail, value is fetched from the core banking
application and defaulted.

For the user type corporate user and administrator are:

. Mr

. Mrs

e Miss

. Ms

. Dr

e  Master
First Name First name of the user.

If user type is Retail, value is fetched from the core banking
application and defaulted.

Middle Name Middle name of the user.

If user type is Retail, value is fetched from the core banking
application and defaulted.

Last Name Last name / surname of the user.

If user type is Retail, value is fetched from the core banking
application and defaulted.
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Field Name

Date of Birth

Contact Details

Email ID

Contact Number

(Mobile)

Contact Number
(Land Line)

Address Line 1-4

Country

City

Zip Code

Limits & Roles
Limit

User Management

Description

Date of birth of the user.

If user type is Retail, value is fetched from the core banking
application and defaulted.

Email id of the user.

If user type is Retail, value is fetched from the core banking
application and defaulted.

Mobile number of the user.

If user type is Retail, value is fetched from the core banking
application and defaulted.

Phone number (land line) number of the user.

Address of the user.

If user type is Retail, value is fetched from the host and defaulted
value is fetched from the core banking application and defaulted.

Country of the user.

If user type is Retail, value is fetched from the core banking
application and defaulted.

City in which the user resides.

If user type is Retail, value is fetched from the core banking
application and defaulted.

The postal code of the city in which the user resided.

If user type is Retail, value is fetched from the core banking
application and defaulted.

This field appears if you select Retail or Corporate User option from User Type list. If
limit check is required, assign a limit package. In case of multi entity set up, limit packages
needs to be mapped at each entity level. All the touch points and touch point groups
maintained in the system are listed under each entity. Packages can be mapped for each
touch point and for a group. Also an option is provided to map the limit package at Global
level (a system created group with all internal and external touch points)

Touch Points/ Group Name of touch points/ groups under a specific entity to which the

limit packages are to be mapped.
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Field Name Description

Package List of the packages which can be mapped to touch points/
groups. Only limit packages maintained for the selected touch
point/group will get listed here.

Roles Application roles like maker, checker etc. maintained under
respective user segment are listed.

Multiple child roles can be mapped to the user.

User Segment Segment of the user for which the application role is created. All
the application roles linked to the segment will get assigned to the
user.

Note: User can click on ®icon, which displays the
roles linked to the selected user segment. All the roles
associated to the segment gets assigned to the user.

Roles Name of the application role. All the roles which are not
associated to any User Segment gets displayed here.
Administrator can assign additional roles (over and above to the
roles assigned in segmnet).

Touch Points

Select Touch Points  The touch points (banking channels) allows a user to perform
transactions using the touch points.

The touch points could be:
¢  Mobile Application
e  Mobile (Responsive)
. Internet
¢  Mobile Banking
e Missed Call Banking
e  SMS Banking
e  Wearables
e  Snapshot
e  Siri / Chatbot

Accessible Entity Details
This section will only appear if the Bank has multi entity setup.

Entity Name Select the entity name i.e. accessible entity to be attached to the
new user. This is applicable only if the Bank has a multi entity
setup and the System/Bank administrator has access to more
than one entity.
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Field Name Description

Party ID Enter Party ID to search the party to be associated to the user for
accessible entity selected. This field is only applicable for retail
and corporate type of user.

Party Name Enter the party name to search the party to be associated to the
user for accessible entity selected. This field is only applicable for
retail and corporate type of user.

Limits — Touch Points/Groups

Select the limits package to be associated to the user for the accessible entity for each
touch point. This section is only applicable for retail and corporate type of user.

Touch Points/ Group Name of touch points/ groups under a specific entity to which the
limit packages are to be mapped.

Package List of the packages which can be mapped to touch points/
groups. Only limit packages maintained for the selected touch
point will get listed here.

Roles For the accessible entity selected/added, system will default the
roles same as that of home entity of the user. The administrator
cannot define separate roles for each of the entities.

Select Touch Points  The touch points (banking channels) allows a user to perform
transactions using the touch points.

The touch points could be:
e  Mobile Application
e  Mobile (Responsive)
e Internet
¢  Mobile Banking
¢  Missed Call Banking
e  SMS Banking
e  Wearables
e  Shapshot
e  Siri/ Chatbot

iv. Inthe User Name filed, enter the required details. Click Check Availability to check the
unigueness of the user ID. If the user ID is already used.

V. Inthe Personal Information section, enter the required details.
vi. Inthe Contact Details section, enter the required details.

vii. Inthe Limits section, select the limit packages to be mapped to touch points from the limit
package list.

User Manual Oracle Banking APIs Core 98



User Management

viii. From the User Segment list, select the appropriate segment for the user in Limits and Roles
section.
ix. Select the checkbox (s) against the Roles, to map to the selected User Segment.
X. Select the touch points to be mapped to user.
Xi. Add the Accessible entities for the User and select the party and limits for that entity
(applicable only if Bank has Multi Entity setup).
xii. Click Add Accessible Entity button, to add accessible entity to a user.
xiii. From the Entity Name list, select the name of the entity.
xiv. Inthe Party ID field, enter the party ID.
XV. Inthe Party Name field, enter the party name.
xvi. Click Search. The search result is displayed.
xvii. Select the appropriate party ID.
xviii. In the Limits section, select the appropriate limit package under the Package for each touch
point.
S I .
Click 7 toreset the limit package assigned.
Xix. Click @ to view the details of touch points group. The View Details -Touch Point Group
popup window appears
View Details

View Details

de 001

Internal Touch Point Group for All

Internal

Mobile Application
Mobile (Responsive)
Internet

Missed Call Banking

SMS Banking

Field Description

Field Name Description

Group Code Group code defined for touch point group.
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Field Name Description

Group Group description defined for touch point groups.

Description

Group Type Type of touch point i.e. whether touch point is of type internal or
external.

Touch Points List of the internal or external touch points.

XX. To enable the various touch points (banking channels) to a user, select the Select Touch
Points check box.

a. If you select Administrator option:
i. Inthe Organization field, enter the organization of the employee.
ii. Inthe Manager field, enter the name of the manager of the user being created.
iii. Inthe Employee Number field, enter the six digit employee number of the user.
iv. Inthe Personal Information section, enter the required details.
V. Inthe Contact Details section, enter the required details.
vi. Add the Accessible entities for the User (applicable only if Bank has Multi Entity setup)

5. Click Save to save the user details.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to previous screen.

6. The Review screen appears. Verify the details, and click Confirm.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to previous screen.
The user will be navigated back to the create screen

7. The success message of user creation appears along with the transaction reference number.
Click OK to complete the transaction.

4.2 User Management - Search and View

Using this option, System/ bank administrators can search and view details of the existing users.
Administrator selects the user type of the user to be searched.

System/ bank administrators can also change the user status or the channel access permission
for a user using this screen.

Default search is available with User Name, but the user can also be searched by providing other
details like First Name, Last Name, Party ID. Email ID and Mobile Number.
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To search user:

1. Enter the search criteria, click Search.
The search results appear on the User Management screen based on the search
parameters.
OR
Click Cancel if you want to cancel the transaction.
OR
Click Clear if you want to reset the search parameters.

User Management - Search

— ZigBank Q X" & Welcome, Administrator User «/

Last login 05 Oet 0212 PM

User Management

Retail User v .

Note

This function enables you to onboard and
manage users, their personal information
and their login credentials for channel
banking access.

You can also define the various Touch
Points from which the user can aceess the
application and limit package applicable for
the same.

User Status change (lock/unlock) and
whether the channel access has to be given
to the user can be simply be managed and
updated from the search results

Search Party Name

Less Search Options

17, Oracle andj/or its affiliates. Al rights reserved. | Security Information | Terms and Conditions

User Management - More Search Options

User Management

oe Retail User

Gl

Note

This function enables you 1o onboard and
manage users, their personal information

st Name and their login credentials for channel
banking access.

Er You can also define the various Touch
Points from which the user can access the
application and limit package applicable for
the same.

User Status change (lock/unlock) and
whether the channel access has to be given
to the user can be simply be managed and
updated from the search results,

001235

Search Party Name

Less Search Options />

Search Cancel
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Field Description
Field Name Description

User Type Type of user to be searched.
The user can be:

e  Corporate User
e  Administrator

. Retail User
User Name To search the user with the user name. Partial search is allowed.

More Search Options
Below fields appears if you click the More Search Options link.

First Name Allows to search based on first name or given name of the user.
Last Name Allows to search based on last name/ surname of the user.
Email Allows to search based on email id of the user.

Mobile Number Allows to search based on mobile number of the user.

Party ID Allows to search based on Party id.

This field appears if you select Retail or Corporate User option
from User Type list.

To view the user details:

1. Inthe User Management - Search Results section.
The search results appear on the User Management screen based on the search
parameters.
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User Management - Search Results

= ‘ZigBank Q =" £ Welcome, Administrator User -

Last login 05 Oct 04:28 PM

User Management

User Type Retail User v .
Note

More Search Options ™ This function enables you to onboard and
manage users, their personal information

and their login credentials for channel
banking access

You can also define the various Touch
Points from which the user can access the
Search Results application and limit package applicable for
the same.
Full Name User Name Status Channel Access User Status change (lock/unlock) and
whether the channel access has to be given
1o the user can be simply be managed and
updated from the search results.

Ashok Jain MikeDBohr Unlocked & Granted & -

Ashok Jain MikeRBohr Unlocked ¢ Granted &

Ashok Jain MikeNBohr Unlocked & Granted &
Ashok Jain NielABohr Unlocked & Granted &
Ashok Jain MikeTMBohr Unlocked & Granted &
Ashok Jain MikeMBohr Unlocked & Granted &
Sagar Patange sagar140 Unlocked & Granted &

Page 1 of 12 (1-10 of 116 items) 2 3 4 5 .12 ? A

Copyright ® 2006, 2017, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Field Description
Field Name Description

Search Results

Full Name First name and last name of the user.
User Name User Name of the user.
Status Status of the user. Locked or Unlocked.

Channel Access 2
Indicates whether channel access is granted. Click to grant /
revoke access rights.

Note: Channel access feature will only be available with DB
authenticator as ldentity Management System.

2. Click the User_Name link of the record for which you want to view the user details.
The User Management - View screen appears.
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qQ

User Management

B='%2 B Welcome, Administrator User «
05 PM

Lastlogin1

Contact Details

Email ID

Contact Nu

Contact Nu

Country

Device Registration

Android Devices

i0S Devices

Push Notification

Android Devices

i0S Devices

Accessible Entity Details

Retail User
001208
Ryan john

JohnSa

Dr

Ryan

sole
manchester

01 Jan 1990

dipen.v.shah@oracle.com
8481110033

59501118

312 London monch

cyra street

norman road

United Kingdom

london

No Limit attached to the user

Retail User Gold

FCR 11.7 EOD Branch

607336
AJMALK

No Limit attached to the user

Copyright © 2006, 2017, Oracle and/or its affiliates. Al
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Field Description
Field Name
View

User Type

Party 1D

Party Name

Organization

Manager

Employee Number

Personal Information
User Name

Title

User Management

Description

Type of user.

The user can be:
e  Corporate User
e Retails User

e Administrator

Party ID mapped to the user is displayed.

This field appears if you select Retail or Corporate User option
from User Type list.

Party Name of the party ID mapped to the user.

This field appears if you select Retail or Corporate User option
from User Type list.

Organization that the user belongs to.

This field appears if you select Administrator option from User
Type list.

Manager of the user.

This field appears if you select Administrator option from User
Type list.

Employee number of the user.

This field appears if you select Administrator option from User
Type list.

Name of the user (login ID) of the user.

Title of the user.
The options are:

. Mr

e Mrs

e Miss

. Ms

. Dr

e  Master
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Field Name Description

First Name First name of the user.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Middle Name Middle name of the user.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Last Name Last name/ surname of the user.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Date of Birth Date of birth of the user.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Contact Details

Email ID Email id of the user.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Contact Number (Mobile) Mobile number of the user.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Contact Number (Land Line) Phone number (land line) number of the user.

Address Line 1-4 Address of the user.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Country Country of the user.
If user type is Retail, value is fetched from the core banking
application and defaulted.

City City in which the user resides.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Zip Code The postal code of the city in which the user resided.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Limits & Roles
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Field Name

Limits

User Management

Description

This field appears if you select Retail or Corporate User option from User Type list.

In case of multi entity setup, if the user has access to multiple entities, the limits package
displayed will be the one associated to the default/home entity of the user.

Touch Points/ Group

Package

Selected Segment

Roles

Touch Points

Selected Touch Points

Device Registration

Android Devices

Name of touch points/ groups maintained under a specific entity
for whom the limit packages are mapped.

Name of the limit package mapped against specific touch points
/touch point groups

Segment of the user for which the application role is created.

Application roles mapped to the user.

In case of multi entity setup, these roles will be for the
default/home entity of the user.

The touch points (banking channels) selected for a user to
perform transactions.

The touch points could be:
e  Mobile Application
e  Mobile (Responsive)
e Internet
e  Mobile Banking
¢  Missed Call Banking
e  SMS Banking
e  Wearables
e  Shnapshot
e  Siri/ Chatbot

This option shows if the user has registered Zig Bank application
on any android devices/s. Enabling of the device happens when
the user installs and registers on the app on the android device.
Administrator cannot manually enable the device.

If the Administrator deregisters the device, the user gets logged
out from all the android devices and his alternate login gets
disabled from all the android devices on which the user has
installed the application.
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Field Name

iOS Devices

Push Notifications

Android Devices

iOS Devices

Accessible Entity Details
Entity Name

Party ID

Party Name

Limits - Touch Point/Groups

User Management

Description

This option shows if the user has registered Zig Bank application
on any iOS devices/s. Enabling of the device happens when the
user installs and registers on the app on the iOS device.
Administrator cannot manually enable the device.

If the Administrator deregisters the device, the user gets logged
out from all the iOS devices and his alternate login gets disabled
from all the iOS devices on which the user has installed the
application.

This option shows if the user has registered for push
notifications for android devices. Enabling of the push
notification is done by user himself and administrator cannot do
the same.

If the administrator disables this, the user will stop getting
notifications as a pop-up message (push notification) on the
user's registered mobile number.

This option shows if the user has registered for push
notifications for iOS devices. Enabling of the push notification is
done by user himself and administrator cannot do the same.

If the administrator disables this, the user will stop getting
notifications as a pop-up message (push notification) on the
user's registered mobile number.

Note: To receive push notification user will have to allow
the same on the device settings.

Accessible Entity name associated to the user.

Party ID associated to the user for accessible entity. This field is
only applicable for retail and corporate type of users.

Party name of the party associated to the user for accessible
entity. This field is only applicable for retail and corporate type of
user.

Limits package associated to the user for the accessible entity. This field is only applicable for

retail and corporate.

Touch Points/ Group

Package

Name of touch points/ groups maintained under a specific entity
for which the limit packages are mapped.

Name of the limit package mapped against specific touch points
[/touch point groups.
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Field Name Description

Roles For the accessible entity selected/ added, system will default the
roles same as that of home entity of the user. The administrator
cannot define separate roles for each of the entities.

3. Click Edit to edit the user details.
OR
Click Reset Password to reset user’s password. A warning message ‘Do you want to reset
the password?’ appears on the screen.
If user clicks ‘Yes’, a reset password confirmation screen is displayed. New password gets
communicated to the user on registered email address (if the alert for the same is
maintained) and the record for that user gets available in the Print password screen, from
where it can be printed.
If user clicks ‘No’, the action gets cancelled.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.
OR

K |_~L=-| Download profile

Clic to download the user details.

User Management - Change user status

This section allows you to lock and unlock a user.

To lock or unlock a user:

1. Enter the search criteria, click Search.
The search results appear on the User Management screen based on the search
parameters.

Lock / Unlock User

= "= ZigBank superadmin -

May 118 PA
User Management

RetailUser @I

james Note

Mare Search Options

= = e

o be given
hanaged and
its.

Search Results

Full Name User Name status

James Smith jamesmith Unlocked &

Page 1 of1 (10f1item [7]
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A .
2. Click in the Status column to lock / unlock a user. The User Status Maintenance screen
appears.

= = ZigBank

User Status Maintenance

Losk Status [ @R

Reason Invalid User

m Cancel

In the Lock Status field move the slider to lock / unlock a user.
In the Reason field enter the appropriate description.

Click Submit to save.
OR
Click Cancel to close.

User Management - Channel Access Permission

This section allows the administrator to grant / revoke channel access for a user. In case Bank
administrator changes the channel access from grant to revoke, user will not be able to access
his channel banking.

Note: Channel Access feature is only available and displayed if the Application is configured on
DB Authenticator as Identity Management system.

To grant or revoke channel access:

1. Enter the search criteria, click Search.
The search results appear on the User Management screen based on the search
parameters.
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Channel Access

ZigBank

User Management

User Type Retail User v L
User Name ss @I

Note
More Search Options ™ This function enables you to onboard and

manage users, their personal information

and their login credentials for channel

You can also define the various Touch
Points from which the user can access the

Search Results application and limit package applicable for
the same.
Full Name User Name Status Channel Access User Status change (lock/unlock) and
whether the channel access has to be given
Jack Johnson russel Unlocked & Granted & to the user can be simply be managed and

updated from the search results.

Ashok Jain jessica Unlocked & Granted &
David Stevens ssretail Locked & Granted &
Saravana Kumar aassdd123 Unlocked & Granted &

Page 1 of 1 (1-4of 4items)
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N
2. Click in the Channel Access column to grant / revoke channel access to a user. The
User Channel Access screen appears.

User Channel Access

Channel Access
€ creoke

Reason

System lock due to invalid password

attempts

3. Inthe Channel Access field move the slider to grant / revoke channel access rights for a
user.

In the Reason field enter the appropriate description.

Click Submit to save.
OR
Click Cancel to close.
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User Management

User Management - Edit

This function enables the Administrator to edit the existing user details.

To edit or update a user details:

1.

Enter the search criteria, click Search.

The search results appear on the User Management screen based on the search
parameters.

OR

Click Clear if you want to reset the search parameters.

OR

Click Cancel if you want to cancel the transaction.

In the User Management - Search Results section, click the User_Name link of the record
for which you want to edit the user details.
The User Management - View screen appears.

Click Edit to update the user information.

OR

Click Reset Password to reset user’s password. A warning message ‘Do you want to
reset the password?’ appears on the screen.

If user clicks Yes, a reset password confirmation screen is displayed. New password gets
communicated to the user on registered email address (if the alert for the same is
maintained) and the record for that user gets available in the Print password screen, from
where it can be printed.

If user clicks No, the action gets cancelled.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

User Management - Edit User

7 [ = Welcome, Administrator User
ZigBank R & Jdministrator User

User Management

Retail User
001208

Ryan john

Personal Information

Contact Details
dipen.v.shah@oracle. com
8481110033
59501118
312 London monch
cyra street

norman road

United Kingdom

londan
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Limit

Teueh

ki 7 Graup

AP Aseass

Internat

d Call Banking

Mohile Application

Mokbils (Responsive)

Siri/Chatbet

SM3 Banking

Snapahot

Wearables

Tauch Paint internal

internal Access Point Group for AlID

Device Registration

Android Devices

105 Devices

Push Notification

Androld Davices

105 Davicas

Touch Paints

Accessible Entity Details

Limits

Fackage

APz

LimitreckGroup

w o
- » Aplica
FCR11.7 EOD Braneh
607336
AJMAL K
- Application v ) :

@

e, | Securliy Infor

User Management

Field Description
Field Name

Edit

Description
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Field Name

User Type

Party ID

Party Name

Organization

Manager

Employee Number

Personal Information
User Name

Title

User Management

Description

Type of user.
The user can be:

e  Corporate User
e Retails User

e  Administrator

Party ID for which the user is to be created is displayed.

This field appears if you select Retail or Corporate User option
from User Type list.

Party Name of the party ID for which the user is to be created is
displayed.

This field appears if you select Retail or Corporate User option
from User Type list.

Organization that the user belongs to.

This field appears if you select Administrator option from User
Type list.

Manager of the user.

This field appears if you select Administrator option from User
Type list.

Employee number of the user.

This field appears if you select Administrator option from User
Type list.

Name of the user (login ID) which is to be created.

Title of the user.

If User type is Retail, value is fetched from the core banking
application and non editable.

Value can be edited only if the user type is Administrator or
Corporate User, options are:

. Mr

. Mrs

e Miss

. Ms

. Dr

e  Master
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Field Name Description

First Name First name of the user.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Middle Name Middle name of the user.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Last Name Last name/ surname of the user.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Date of Birth Date of birth of the user.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Contact Details

Email ID Email id of the user.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Contact Number (Mobile)  Mobile number of the user.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Contact Number (Land Phone number (land line) number of the user.

Line)

Address Line 1-4 Address of the user.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Country Country of the user.
If user type is Retail, value is fetched from the core banking
application and defaulted.

City City in which the user resides.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Zip Code The postal code of the city in which the user resided.
If user type is Retail, value is fetched from the core banking
application and defaulted.

Limits & Roles
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Field Name Description

Limit

This field appears if you select Retail or Corporate User option from User Type list. If limit check
is required, assign a limit package. In case of multi entity set up, limit packages needs to be
mapped at each entity level. All the touch points and touch point groups maintained in the system
are listed under each entity. Packages can be mapped for each touch point and for a group. Also
an option is provided to map the limit package at Global level (a group created with all internal
and external touch points).

Touch Points/ Group Name of touch points/ groups under a specific entity to which the
limit packages are to be mapped.

Package List of the packages which is to be mapped to touch points/
groups. Only limit packages maintained for the selected touch
point will get here.

Actions £
Click *~ to reset the limit package assigned.

User Segment Segment of the user for which the application role is created. This
field is only displayed for Retail type of user.

Roles Application roles like maker, checker etc. maintained under
respective user types are listed.

Multiple Application roles can be mapped to the user.
Touch Points

Select Touch Points The touch points (banking channels) allows a user to perform
transactions using the touch points.

The touch points could be:
e  Mobile Application
e  Mobile (Responsive)
. Internet
e  Mobile Banking
¢  Missed Call Banking
e  SMS Banking
e  Wearables
e  Snapshot
e  Siri/ Chatbot

Device Registration

This section does not appear if you select Administrator option from User Type list.
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Field Name

Android Devices

iOS Devices

Push Notifications

Android Devices

iOS Devices

Accessible Entity Details

User Management

Description

This option lets the administrator to deregister the android
devices/s. Enabling of the device happens when the user installs
and registers on the app on the android device. Administrator
cannot manually enable the device.

If the Administrator deregisters the device, the user gets logged
out from all the android devices and his alternate login gets
disabled from all the android devices on which the user has
installed the application.

This option lets the administrator to deregister the iOS devices/s.
Enabling of the device happens when the user installs and
registers on the app on the iOS device. Administrator cannot
manually enable the device.

If the Administrator deregisters the device, the user gets logged
out from all the iOS devices and his alternate login gets disabled
from all the iOS devices on which the user has installed the
application.

This option lets the administrator disable push notifications for
android devices. Enabling of the push notification is done by user
himself and administrator cannot do the same.

If the administrator disables this, the user will stop getting
notifications as a pop-up message (push notification) on the user's
registered mobile number.

This option lets the administrator disable push notifications for iOS
devices. Enabling of the push natification is done by user himself
and administrator cannot do the same.

If the administrator disables this, the user will stop getting
notifications as a pop-up message (push natification) on the user's
registered mobile number.

Note: To receive push notifications (for both iOS and
android) user will have to allow the same on the device
settings

This section will only appear if the Bank has multi entity setup.

Entity Name

Party 1D

Select the entity name i.e accessible entity to be attached to the
new user. This is applicable only if the Bank has a multi entity
setup and the system administrator/bank administrator has
access to more than one entity.

Enter Party ID to search the party to be associated to the user for
accessible entity selected. This field is only applicable for retail
and corporate type of user.
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Field Name Description

Party Name Enter the party name to search the party to be associated to the
user for accessible entity selected. This field is only applicable for
retail and corporate type of user.

Limit - Touch Points/ Group

Select the limits package to be associated to the user for the accessible entity. This field is only
applicable for retail and corporate type of user.

Select Touch Points The touch points (banking channels) allows a user to perform
transactions using the touch points.

The touch points could be:
e  Mobile Application
e  Mobile (Responsive)
. Internet
e  Mobile Banking
e  Missed Call Banking
e  SMS Banking
e  Wearables
e  Snapshot
e  Siri/ Chatbot

Roles For the accessible entity selected/added, system will default the

roles same as that of home entity of the user. The administrator
cannot define separate roles for each of the entities.

4. Inthe User Name filed, enter the required details. Click Check Availability to check the
uniqueness of the user ID. If the user ID is already used.

5. Inthe Personal Information section, enter the required details.
In the Contact Details section, enter the required details.

From the User Segment list, select the appropriate segment for the user in Limits and
Roles section.

Select the checkbox (s) against the Roles, to map to the selected User Segment.

9. Inthe Limits section, select the limit packages to be mapped to touch points from the limit
package list.

10. Select the User Segment if applicable.
11. Select the roles to be mapped from the Roles check box.
12. Select the touch points to be mapped to user.

13. Addthe Accessible entities for the User and select the party and limits for that entity
(applicable only if Bank has Multi Entity setup).

14. Click Add Accessible Entity button, to add accessible entity to a user.
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15.
16.
17.
18.
19.
20.

User Management

From the Entity Name list, select the name of the entity.
In the Party ID field, enter the party ID.

In the Party Name field, enter the party name.

Click Search. The search result is displayed.

Select the appropriate party ID.

In the Limits section, select the appropriate limit package under the Package for each touch
point column.

G
Note: Click to reset the limit package assigned.

21.

Click @ to view the details of touch points group. The View Details -Touch Point Group
popup window appears.

View Details

View Details

= 001

Internal Touch Point Group for All

Internal

Mobile Application
Mobile (Responsive)
Internet

Missed Call Banking

SMS Banking

Field Description

Field Name Description

Group Code Group code defined for touch point group.

Group Group description defined for touch point groups.

Description

Group Type Type of touch point i.e. whether touch point is of type internal or
external.

Touch Points List of the internal or external touch points.

22. Click Save to update the changes.

OR

Click Cancel to cancel the transaction.
OR

Click Back to navigate to previous screen.
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23. The Review User Details screen appears. Verify the details, and click Confirm.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

24. The success message of updates appears.
Click OK to complete the transaction.

FAOsS

1. Who can create / update the user?

System administrator, bank administrator and corporate administrator can create or edit the
users. Corporate Administrator can create user for the part ID he belongs to.

2. Can | edit the party id mapped to the user?

No, party ID mapped to the user cannot be edited.

3. When does the system update a user status as ‘locked’?

User status can get locked if he has exceeded the maximum number of attempts allowed for
entering a wrong password.

4. When will the System/ Bank Administrator use Revoke Channel Access feature?

Incase if the customer does not want to use his channel banking and requests bank to disable
his internet banking, bank user can do the same by revoking the channel access for his user.
Similarly if a corporate user leaves a corporate house, his channel access should be revoked
using this feature, so that he should not be able to access the company accounts.

5. Can | set the user name which is already used in the application?

No, uniqueness of a user name/user ID is checked while creating or modifying a user.

6. Can | edit personal and contact details of Retail user?

No, personal and contact details of Retail user are fetched from the core banking application and
cannot be edited using User Management functionality.

7. Can one assign multiple Application roles to a user?

Yes, multiple Application roles can be assigned to the user. e.g. Corporate user is acting as
maker of few transactions and approver of few other transactions.
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8. What are the different child roles available out of box?

Following are the Application role associated with each application role out of box.

Application Role Application Roles
Retail User Customer
Corporate User e  Maker
e  Checker
o  Viewer

e  Corporate Admin Maker

e  Corporate Admin Checker

Administrator . Admin Maker

e  Admin Checker

9. If lupdate the limit package associated with a user, what will happen to the in-flight
transactions?

Yes, new limit package can be mapped to a user. Limits get applied from an immediate effect if
the effective date is less than or equal to current date. And if the effective date is future date, the
limit package will be applied from the date available in the package.

10. If l update the Application role associated to a user, what will happen to the in-flight
transactions?

In case of any update of Application roles mapped to the user as edit user functionality, the
privileges associated with new child roles get applied to the user with an immediate effect.
So if any transaction is pending with approver for approval, user can view and approve those
transactions only if checker role is mapped to him. As soon as checker role is unmapped, then
user will not be able to view and approve the transactions which were pending for his approval.

11. Can administrator with one entity have right to create users in different entity?

No, administrator can only create users in his own entity only.

12. Can |l assign a user Segment to a Corporate User?

No, User Segment can only be attached to a Retail user.

13. Can | assign additional roles to a Retail user associated to a Segment?

Yes, system displays all the application roles which are not linked to a segment against the roles
field, these roles can be attached to a user in addition to the roles attached to a segment.

14. If a user’s User ID is locked and he/she has requested for a reset password, does the
admin needs to unlock it separately ?

No, the user ID will automatically get unlocked at the time of resetting the password by Admin.

Home
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5. Party Preferences

Party Preference setup allows the administrator to onboard the party on OBAPI along with
definition of attributes like limits, Approval flow, grace period etc. This maintenance is done only
for corporate type of parties and is not applicable for retail type of parties. Parameter values
maintained against a corporate party defines the system behavior for the following:

e  Cumulative daily limits per transaction for the corporate party

e  Transaction limits for the users

e  Type of approval flow applicable

e Channel access preferences

e Availability of corporate administrator facility
Pre-Requisites

e Transaction access is provided to Bank Administrator.

e Approval rule set up for Bank Administrator to perform the actions.

e  Party for which preference needs to be set up is created in core banking application.
Workflow

If preference is not maintained

Create Party
{3’ Preference
\ Em— Access Party Search Party
U Preference
View Party Edit Party
. Preference Preference
Bank Administrator

If preference is already maintained

Features Supported In Application

Party Preference maintenance available for bank administrator in the application includes:
e  Create Party Preferences
e View Party Preferences

e  Edit Party Preferences

How to reach here:

System/ Bank Administrator Dashboard > Toggle Menu> OnBoarding > Party Preferences
OR
Bank Administrator Dashboard > Onboarding > Party Preferences
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5.1 Party Preferences- Search
Bank Administrator logs into the system and navigates to the Party Preferences screen.

System displays a screen to enter the party information (party ID or party name) and search party
for which the preferences are to be maintained or viewed.

User can enter the party ID (if known) or the party name with a minimum of 5 characters. System
matches the input provided by the user with the party name records and displays the matching
party records.

In case of a party search by party ID, it is an exact match and system displays the party
preference maintained if any, else displays an option to create party preference.

To search party preferences of party:

1. Inthe Party ID field, enter the party ID whose party preferences you want to view.
OR
In the Party Name field, enter the name of the party whose party preferences you want to
view.

2. Click Search.
If party preference is already maintained, user is directed to Party Preference — View
screen.
If party preference is not maintained, user is directed to Party Preference — Create screen.
In case of invalid party, error message is shown on the screen.
OR
Click Clear to reset the details.
OR
Click Cancel to cancel the transaction and navigate the user back to Dashboard.

Party Preferences- Search (Party Id)

X = ZigBank Q="  Welcome, Administrator User -

Last login 05 Oct 0212 PM

Party Preferences

el

Note

Clear

preferences are to be viewed or edited
Parties can have different accesses, daily
and cumulative limits and approval

Party ID Party Name patterns. The limit packages mapped can
also be accessed.

001105 VINAY OBDX 14 BANK

001125 Mustufa Yusuf Gari

001145 ODBX_TEST1

001146 FDLBANK1

001166 ABXNBANKLTD

001167 ABXDBANK123

001194 Richard Parker

001195 Lion Messi

001197 Alleppey Inn Ltd

001198 will Smith

001199 Merlin Entertainments Ltd

001201 Bechtel Corporation

001207 Roger Federer

001208 Ryan john

Copyright © 2006, 2017, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions
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In case of a party search by name, system displays the matching party records. The records have
parties listed with both Party ID and Party Name information. User can select the record by
clicking on the Party ID from the list.

Party Preferences- Search (Party Name)

X <= ZigBank Q =" & Welcome, Administrator User

Last login 05 Oct 02:12 PM

Party Preferences

a @I
Note

Search Cle:
User can search a party for which user

preferences are to be viewed or edited
Parties can have different accesses, daily
and cumulative limits and approval

Party ID Party Name patterns. The limit packages mapped can
also be accessed.

000070 VINAY R LEAD BANK

000086 Vodafone Telecommunication

000182 AKSHAY

000287 MAVALI

001413 Ashok Jainh

001679 fname Iname
001708 Ashok Jain
002538 Will SmithCASA
002540 Will SmithLOAN
002542 auto d loan

002905 DAVID WEBSTER

003107 Asus Industries

Cancel

Copyright © 2006, 2017, Oracle and/or its affiliates. All ights reserved. | Security Information | Terms and Conditions.

Field Description

Field Name Description

Search

Party ID Party ID for which the party preference to be maintained/ viewed.

Party Name Party Name of a party for which the party preference to be maintained
or viewed.

3. Click Edit to edit the party preferences.

OR

Click Cancel to cancel the transaction.
OR

Click Back to navigate to previous screen.

Party Preferences - Create

Using this option, Bank Administrator can configure party preferences for a specific party.

To create the party preferences:

1. Inthe Party ID field, enter the party ID you want to view the party preferences you want to
view. Party ID entered by the user gets validated from the core banking application. After the
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core banking application validation is successful, a check is performed in application to verify
if preferences are already maintained for a party.

If the preferences are already maintained then user is directed to Party Preference — View
screen.

2. Click Search.
The party preference maintained for the party ID appears based on the entered search
parameters.
OR
Click Clear to reset the details.
OR
Click Cancel to cancel the transaction and navigate the user back to Dashboard.

3. Click the desired party ID link under the Party ID column.
The Party Preferences screen appears.

Party Preferences

= "= ZigBank =" 8 Welcome, Administra

Party Preferences

Ashok Jain @I

Note

Create cancel
User can search a party for which user

prefer ces are to be viewed ol ited.
an have different accesses, da
its and approval
packages mapped can

Copyright @ 2006, 2017, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description

Search

Party 1D Party ID for which the party preference to be maintained or viewed

Party Name P_arty é\lame of a party for which the party preference to be maintained/
viewed.

4. Click Create to create party preference.
The Create screen appears.
OR
Click Back to navigate to previous screen.
OR
Click Cancel to cancel the transaction.
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Party Preferences Maintenance - Create

= ZigBank

Party Preferences

Details

Party ID 001235 @I

Party Name Ashok Jain
Note

Sl Porallel | NoApproval Parties can have different acce: daily

and cumulative limits and approval patterns
which can be set and modified here

R Days Various limit packages are available which

od 15 are mapped to a party. These preferences

are set at party level and applicable for all

users of the party. Various limit packages

are available which are mapped to a party

Maximum Allowed

m peabie
fnble

Disable

strator

Cumulative Limits

(D) Please ensure to map limit package for Touch Points applicable for this party.

Touch Points / Group Package Actions
Internet LimitPackage6 C
Missed Call Banking MissLP v G
Mobile Application LPTest002 ~ C
Mobile (Responsive) Mob_Brow_PKG <
Siri/Chatbot SiriLP v o

SMS Banking v k&)
Snapshot SnapLP v G
Wearables ect v S
Internal Touch Point Group for Al Please select Li.. ~ o
Global Please v &)
User Limits

Touch Points / Group Package Actions
Internet LimitPackages k&)
Missed Call Banking MissLP ~ Pl
Mobile Application LPTest002 v G
Mobile (Responsive) Mob_Brow_PKG 3
Siri/Chatbot SirlLP ~

SMS Banking SMSBanLP ~ [e)
Snapshot SnapLP v o
Wearables Wearl P ~ G
Internal Touch Point Group for AlID v o
Global ~ sl
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Field Description
Field Name
Create

Party ID

Party Name

Approval Flow

File Encryption Key

Grace Period

Channel Access

Forex Deal Creation

Party Preferences

Description

Party ID for which the party preference to be maintained.

Party Name of a party for which the party preference to be
maintained.

The approval type for the party.
The options are:

e  Sequential

e Parallel

e No Approval

File Encryption key is the unique key provided to the corporate
for encrypting/decrypting the bulk files that he is uploading.

Provision of time period is made to allow user to approve the
transaction after the actual due date.

This field is displayed only if Sequential or Parallel option is
selected in Approval Flow field.

Note: The tooltip with information will appear on
dashboard in the Pending for Approvals section only
when the user hovers on grace period.

Whether users associated with a party can start transacting
through the channel.

The options are:

° Enable : Allows bank administrator to enable the
party for channel access

. Disable: Allows bank administrator to disable the
party for channel access

Whether users associated with a party can create forex deals.
The options are:

e Enable: If this option is enabled, corporate user
associated with this party can create forex deals.

e Disable: If this option is disabled, corporate user
associated with this party cannot create forex
deals.
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Field Name

Corporate Administrator
Facility

Accessible roles

Cumulative Limit

Party Preferences

Description

This is to enable a corporate to have r corporate administrator
facility. Only if this facility is enabled, a corporate administrator
user can be created for that party.

The options are:
e Enable

. Disable

This field lists the type of roles that will be available to the
corporate administrator while on-boarding a user for the
corporate party.

The options are:

e Corporate Admin Maker — If this is selected,
corporate administrator will be able to onboard a
user in corporate admin maker role.

e  Corporate Admin Checker — If this is selected,
corporate administrator will be able to onboard a
user in corporate admin checker role.

e  Maker — If this is selected, corporate administrator
will be able to onboard a user in corporate maker
role.

e Checker — If this is selected, corporate
administrator will be able to onboard a user in
corporate maker role.

e Viewer — If this is selected, corporate administrator
will be able to onboard a user in corporate viewer
role.

It allows Bank Administrator to map customer cumulative daily limits to the party. All the touch
points and touch point groups maintained the system are listed on the screen. Administrator
needs to ensure that the relevant packages are mapped to all the touch points/groups accessible
by the party users. Also an option is provided to map the limit package at Global level (a group
created with all internal and external touch points)

All the touch points and touch point groups maintained in the system are listed under each entity.
Packages can be mapped for each touch point and for a group.

Touch Points/ Group

Package

Name of touch points/ groups maintained under a specific entity
for which the limit packages are to be mapped.

List of the packages available for mapping to touch points/ group
are listed here. Limit packages maintained for the selected touch
point will get here.
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Field Name Description

User Limits

This field allows the Bank Administrator to map customer user level limits (CUL) to the party. All
the touch points and touch point groups maintained the system are listed on the screen.
Administrator needs to ensure that the relevant packages are mapped to all the touch
points/groups accessible by the selected party users. Also an option is provided to map the limit
package at Global level (a group created with all internal and external touch points)

Touch Points/ Group Name of touch points/group maintained under a specific entity
for which the user limit packages are to be mapped.

Package List of the packages available for mapping to touch points/ group
are listed

In the Approval Flow field, select the appropriate option.

In the File Encryption Key field, enter the unique File Encryption key provided to the
corporate for encrypting/decrypting the bulk files that he is uploading.

In the Grace Period field, enter the number of grace period.
In the Channel Access field, select the appropriate option.

In the Forex Deal Creation field, select the appropriate option.

© o N o

In the Corporate Administrator Facility field, select the appropriate option.
10. From the Accessible Roles list, select the appropriate option.
11. From the Cumulative Daily Limits list, select the appropriate option.

12. From the User Limit list, select the appropriate option.

G
Note: Click to refresh the option.

13. click @ to view the details of touch points group. The View Details popup window appears.

View Details- Touch Point Group

View Details

de 001

Internal Touch Point Group for All

Internal

Mobile Application

Mobile (Responsive)

Internet
Missed Call Banking

SMS Banking
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5.3

Party Preferences

Field Description

Field Name Description
Group Code Group code defined for touch point group.
Group Description Group description defined for touch point groups.

Touch Point / Group Type of touch point i.e. whether touch point is of type internal or

Type external.
Touch Points List of the internal or external touch points.
14. Click Save to save party preferences.

15.

16.

OR

Click Cancel to cancel the transaction.
OR

Click Back to navigate to previous screen.

The Review screen appears. Verify the details, and click Confirm.
OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

The success message of party preference creation appears.
Click OK to complete the transaction.

Party Preferences- View

Administrator user is directed to Party Preference — View screen if preference for the party is
already maintained. Preferences set for the party will be displayed on the screen.

To view party preferences of party:

1.

In the Party Id field, enter the party ID whose party preferences you want to view.

OR

In the Party Name field, enter the name of the party whose party preferences you want to
view.

Click Search.

The party preference maintained for the party ID appears based on the entered search
parameters.

OR

Click Clear to reset the details.

OR

Click Cancel to cancel the transaction and navigate the user back to Dashboard.

Click the link under the Party ID column.
The search result according to the search criteria appears.
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Party Preferences

Party Preferences- View

==z ZIgBank = 3, Welcome, Administrator User ~

Lastlogin 05 Oct 0212 PM

Party Preferences

Details

Party 1D 001267 @I

Party Narme MICROSOFT TECH
Note

Approval Flo i el -
ESWCUE  emlel | NoApproval User can search a party for which user

preferences are to be viewed or edited
i Parties can have different accesses, daily
Grace Period 10 Days and cumulative limits and approval

patterns. The limit packages mapped can
Channel Access m Dissble
en
2

Forex Deal Creation

also be accessed
-
:

Package

LimitPekGroup

APINTERNET CorpLP
GLOBAL CONSPACK
User Limits

Touch Points / Group Package
APINTERNET CorpLP
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Field Description

Field Name Description

Create

Party ID Party ID for which the party preference to be maintained.

Party Name Party Name of a party for which the party preference to be
maintained.

Approval Flow The approval type for the party.
The options are:

e  Sequential
e Parallel

e No Approval

User Manual Oracle Banking APIs Core 131



Field Name

Grace Period

Channel Access

Forex Deal Creation

Corporate Administrator
Facility

Party Preferences

Description

Provision of time period is made to allow user to approve the
transaction after the actual due date.

This field is displayed only if Sequential or Parallel option is
selected in Approval Flow field.

Note: The tooltip with information will appear on
dashboard in the Pending for Approvals section only
when the user hovers on grace period.

Whether users associated with a party can start transacting
through the channel.

The options are:

° Enable : Allows bank administrator to enable the
party for channel access

e Disable: Allows bank administrator to disable the
party for channel access

Whether users associated with a party can create forex deals.
The options are:

e Enable: If this option is enabled, corporate user
associated with this party can create forex deals.

e Disable: If this option is disabled, corporate user
associated with this party cannot create forex
deals.

This is to enable a corporate to have r corporate administrator
facility. Only if this facility is enabled, a corporate administrator
user can be created for that party.

The options are:
e Enable

. Disable
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Field Name Description

Accessible roles This field lists the type of roles that will be available to the
corporate administrator while on-boarding a user for the
corporate party.

The options are:

e Corporate Admin Maker — If this is selected,
corporate administrator will be able to onboard a
user in corporate admin maker role.

e Corporate Admin Checker — If this is selected,
corporate administrator will be able to onboard a
user in corporate admin checker role.

e  Maker — If this is selected, corporate administrator
will be able to onboard a user in corporate maker
role.

e Checker — If this is selected, corporate
administrator will be able to onboard a user in
corporate maker role.

o Viewer — If this is selected, corporate administrator
will be able to onboard a user in corporate viewer
role.

Cumulative Limits

It allows Bank Administrator to map customer cumulative daily limits (CCL) to the party. All the
touch points and touch point groups maintained the system are listed on the screen.
Administrator needs to ensure that the relevant packages are mapped to all the touch
points/groups accessible by the party users. Also an option is provided to map the limit package
at Global level (a group created with all internal and external touch points).

All the touch points and touch point groups maintained in the system are listed under each entity.
Packages can be mapped for each touch point and for a group.

Touch Points/ Group Name of touch points/ groups maintained under a specific entity
for which the limit packages are to be mapped.

Package List of the packages available for mapping to touch points/ group
are listed here. Limit packages maintained for the selected touch
point will get here.

User Limits

This field allows the Bank Administrator to map customer user level limits (CUL) to the party. All
the touch points and touch point groups maintained the system are listed on the screen.
Administrator needs to ensure that the relevant packages are mapped to all the touch
points/groups accessible by the selected party users. Also an option is provided to map the limit
package at Global level (a group created with all internal and external touch points).

Touch Points/ Group Name of touch points/group maintained under a specific entity
for which the user limit packages are to be mapped.
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Field Name Description
Package List of the packages available for mapping to touch points/ group
are listed

4. Click Edit to edit the party preferences.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to previous screen.

5.4 Party Preferences - Edit

Administrator can edit the party preferences maintained for a party.

To edit the customer preferences:

1. Inthe Party Id field, enter the party ID whose party preferences you want to view.
OR
In the Party Name field, enter the name of the party whose party preferences you want to
view.

2. Click Search.
The party preference maintained for the party ID appears based on the entered search
parameters.
OR
Click Clear to reset the details.

OR
Click Cancel to cancel the transaction and navigate the user back to Dashboard.

3. Click Edit to edit the party preferences.
The Details screen appears along with the party ID.
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Party Preferences Maintenance — Modify

aQ = & Welcome, Administrator User

Lastlogin 05 Oct (Y]

Party Preferences

Details

Party ID 001125 @I

Party Name Mustufa Yusuf Gari
Note

Sequential EEEISIE] No Approval Parties can have different accesses, daily

and cumulative limits and approval patterns
which can be set and modified here.
Various limit packages are available which
are mapped to a party. These preferences
Days are set at party level and applicable for all
users of the party. Various limit packages
are available which are mapped to a party

30

Maximum Allowed

m piae
ﬁ pisae

Snapshot v S
Wearables v S
Internal Touch Point Group for AI® ALLINTACCESS... Vv S
Global CONSPACK v @
User Limits
Touch Points / Group Package Actions
Internet CorpLimPck v o
Missed Call Banking MissLP v ©
Mobile Application Please s ~ S
Mobile (Responsive) Please v S
Siri/Chatbot SiriLP v e
SMS Banking v G
Snapshot Please s v C
Wearables ~ S
Internal Touch Point Group for AlID ALLINTACCESS... \/ o
Global CONSPACK v 8
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Field Description
Field Name Description
Edit

Party ID Party ID for which the party preference to be edited will be
displayed.
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Field Name

Party Name

Details

Approval Flow

File Encryption Key

Grace Period

Channel Access

Forex Deal Creation

Party Preferences

Description

Party Name of a party for which the party preference to be edited
will be displayed.

The approval type for the party.
The options are:

e  Sequential

e Parallel

e  No Approval

File Encryption key is the unique key provided to the corporate for
encrypting/decrypting the bulk files that he is uploading.

Provision of certain period of time is made to allow user to approve
the transaction after the actual due date.

This field is displayed only if Sequential or Parallel option is
selected in Approval Flow field.

Note: The tooltip with information will appear on dashboard
in the Pending for Approvals section only when the user
hovers on grace period.

Whether users associated with a party can start transacting through
internet and mobile banking.

The options are:

e Enable : Allows bank administrator to enable the party
for application channel access

e Disable: Allows bank administrator to disable the party
for application channel access

Whether users associated with a party can create forex deals.
The options are:

e Enable : Allows bank administrator to enable the party
for forex deals

o Disable: Allows bank administrator to disable the party
for forex deals

User Manual Oracle Banking APIs Core

136



Field Name

Corporate Administrator
Facility

Accessible roles

Cumulative Daily Limit

Party Preferences

Description

This is to enable a corporate to have their corporate administrator
facility. Only if this facility is enabled, a corporate administrator type
of user can be created under a party in editable form.

The options are:
e Enable

. Disable

Field lists the type of roles that are available to the corporate
administrator while on-boarding a user for the corporate party.

The options are:

e  Corporate Admin Maker — If this is selected, corporate
administrator will be able to onboard a user in
corporate admin maker role.

e Corporate Admin Checker — If this is selected,
corporate administrator will be able to onboard a user
in corporate admin checker role.

e  Maker — If this is selected, corporate administrator will
be able to onboard a user in corporate maker role.

e Checker — If this is selected, corporate administrator
will be able to onboard a user in corporate maker role.

e Viewer — If this is selected, corporate administrator will
be able to onboard a user in corporate viewer role.

Name of the limit package defined. It allows Bank Administrator to map cumulative level limits to
the party. All the limit packages maintained are listed. The cumulative limit set for the touch point
/ group. In case of multi entity set up, limit packages needs to be mapped at each entity level.

Touch Points/ Group

Package

User Limits

Name of touch points/ groups under a specific entity to whom
the limit packages are to be mapped.

List of the packages which are to be mapped to touch points/
groups. Only limit packages maintained for the selected touch
point will get here.

Name of the limit package. It allows mapping user level limits to the party. All the limit packages
maintained are listed. The user limit set for the touch point / group. In case of multi entity set up,
limit packages needs to be mapped at each entity level.

Touch Points/ Group

Name of touch points/ groups under a specific entity to whom
the user limit packages are to be mapped.
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Field Name Description

Package List of the packages which are to be mapped to touch points/
groups. Only user limit packages maintained for the selected
touch point will get here.

In the Approval Flow field, select the appropriate option.

In the File Encryption Key field, enter the unique File Encryption key provided to the
corporate for encrypting/decrypting the bulk files that he is uploading.

In the Grace Period field, enter the number of grace period.
In the Channel Access field, select the appropriate option.

In the Forex Deal Creation field, select the appropriate option.

© ©® N o

From the Enable for Corporate Administrator list, select the appropriate option.
10. From the Cumulative Daily Limits list, select the appropriate option.

11. From the User Limit list, select the appropriate option.

G
Note: Click to refresh the option.

12. click @ to view the details of touch points group. The View Details popup window
appears.

View Details - Touch Point Group

View Details

001

roup Internal Touch Point Group for All

escription

ouch Point

Group Type

Internal

Mobile Application
Mobile (Responsive)
Internet

Missed Call Banking

SMS Banking

Field Description
Field Name Description

Group Code Group code defined for touch point group.
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Field Name Description

Group Description Group description defined for touch point groups.

Touch Point / Group Type of touch point i.e. whether touch point is of type internal or
Type external.

Touch Points List of the internal or external touch points.

13. Click Save to save Party Preference. User is directed to the Party Preference - Review
page post necessary validations.
OR
Click Back to navigate to previous screen.
OR
Click Cancel to cancel the transaction and navigate back to Dashboard.

14. The Review screen appears. Verify the details, and click Confirm.
OR
Click Edit to make the changes if any.
OR
Click Cancel to cancel the transaction and navigate back to Dashboard.

15. The success message of updation appears.
Click OK to complete the transaction.

FAQsS

1. What is sequential type of approval flow?

Under Sequential approval flow, the approval can be done only in the sequence as
mentioned in approval workflow. So, at the 1st level of approval, users/user groups who are
assigned to authorize only can view and approve the transaction. After the transaction is
approved by level 1 user, users/user groups having rights for 2nd level of approval will be
able to view and authorize the transaction. The transaction is marked as approved only after
the user at the last level approves/authorizes it.

2. What is Parallel type of approval flow?

It is “Non-Sequential’ type of approval flow which doesn’t follow any specific sequence. Any
user (who is part of the approval flow) from any approval level can pick up the
transaction/maintenance and approve it. The transaction/maintenance is marked as approved
if one user from each approval level (as configured) has approved/authorized the transaction.

3. What is cumulative daily limit package?

This limit package acts as a cumulative limit for all users of a party and is utilized as and
when any user authorizes the transaction as a final approver. The daily limit per transaction
and number of transactions allowed limit is checked and updated against the cumulative limit
set.

4. What is User limit package?

This limit package is applicable for all users of the party (Users to whom this party ID is
mapped as primary Party ID). This package will be overridden by User level limits package, if
defined, at User level in User Management screen.
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5. Can administrator delete Party Preference?
No, party preference cannot be deleted but can be disabled.

6. If I change the approval type from sequential to parallel or vice versa, what happens to
the in-flight transactions/maintenances?

Edited approval type is applicable for new transactions initiated post modification. Previously
initiated transactions (in flight transactions/maintenances) which are pending approval will
follow an approval type which was applied at the time of transaction initiation.

7. If | edit the ‘Allowed Roles field’ and remove one of the options supported earlier, what
impact will it have to the existing users on-boarded on that role?

If the Bank administrator edits and removes the roles mapped as ‘Allowed Roles’., the
removed role will not be available to corporate administrator while creating new user and
editing existing user. Old users whom the role is already mapped will continue to get the
privileges.
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8. Can | edit the limit packages? How does it impact the transactions?

Yes, new limit package can be mapped for party. Limits get applied from an immediate effect
if the effective date is less than or equal to current date. And if the effective date is future
date, the limit package will be applied from the date available in the package.

9. Is it mandatory to map packages for all the touch points and groups available under
each entity?

Mapping the limit packages (CCL) for each touch point and for all groups is not mandatory.
Whereas, administrator needs to operationally ensure that packages are mapped to the
relevant touch point/groups which are accessible by the party users.

In case of customer user limit packages (CUL), if the package will be overridden by User
level limits package, if defined, at User Maintenance. Or packages maintained for a user
segment at system rules will be applicable if not package mapping is not defined at user or
party level.

10. Can I manually define Global touch point group?

No, Touch Point — Global is nothing but a group of all internal and external touch points
available in the application. This group cannot be maintained manually.

Home
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6. Party to Party Linkage

Party to Party linkage is required by medium and large corporates if the user(s) of the parent
company needs to access accounts of the subsidiary companies. For e.g. consider a case
wherein say ‘ABC Industries’ is the parent company with a subsidiary company ‘PQR Enterprises’
and the users of ABC Industries needs to access accounts of PQR Enterprises to carry out
transactions and/or inquiries. The corporate will provide a mandate/ board resolution to the bank
for creation of Party to Party linkage. Bank Administrator will setup a Party to Party linkage by
selecting the parent party and the parties to be linked.

Pre-Requisites
e Transaction access is provided to Bank Administrator.
e  Approval rule set up for Bank Administrator to perform the action.
e  Party preferences should be maintained for the parent as well as the party to be linked
e  Channel Access should be enabled for both the parent as well as the party to be linked
Workflow

—>| Create |—>| 3earch and select party to be linked |

" . ! Party ta Party Zearch Parent Party for which

-]
U T Linksge linkage is to be maintzined

Bank Administrator

View }—>| Edit |

Search and Add New Delink Existing
Party for linkage Linked Party

Features Supported In Application

The following options are available as part of Party to Party linkage maintenance
e  Search a party for Party to Party linkage
e Create Party to Party linkage
e View an existing Party to Party Linkage

e  Edit and Delink Party to Party Linkage

How to reach here:

System/ Bank Administrator Dashboard > Toggle menu> OnBoarding> Party To Party Linkage
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6.1 Party to Party Linkage- Search

Once the logged in user navigates to Party to Party Linkage screen, user will have an option to
enter the party information (party ID or party name) and search party.

User can enter the party ID (if known) or the party name with a minimum of 5 characters. In case
of search by party name, system matches the input provided by the user with the party name
records and displays the matching party records.

In case of a party search by party ID, it will be an exact match and system will display the party
details with appropriate options of linkage creation (if no linkage maintained) and created
linkage(s) (if maintained) for the input parent party ID.

Party to party Linkage - search by party ID

= 7= ZigBank Q&' & Welcome superadmin \

Lastlogin 18 Jun 0551 PM

Party To Party Linkage

Parent Party ID 001734
Parent Party Name Tony Corporation 2 ’7
[ el

Create and Maintain Party to Party
inkage

This function enables you to link parties o
a parent party. Once you have created a
party linkage, you will be able to
subsequently provide access of the linked
party accounts to that of the parent
company and it's users through the
Account Access feature.

You can create new party linkages to a
parent party or can search for existing
party linkages to view and edit the same.

Capyright © 2006, 2017, Oracle and/or ita affilates. Allrights reserved. | Security Information | Terms and Conditiona

In case of a party search by name, system will display the matching party records. The records
will have parties listed with both Party ID and Party Name information. User will select the record
by clicking on the Party ID from the list.
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Party to Party Linkage - search by party name

= 7= ZigBank Q = &V\ie\cume‘supevadmmv

astlogin 19 Jun 1221 AM

Party To Party Linkage

Party ID

Party Name as @I

Linkage

This function enables you to link parties to
a parent party. Gnee you have created a

Party ID Party Name party linkage, you will be able to
subsequently provide access of the linked
001102 Fast Enterprises party accounts to that of the parent

company and it's users through the
001141 DnyaneshRaskar Account Access feature.
You can create new party linkages to a
001158 DipenAntoine Gasper parent party o can search for existing
party linkages to view and edit the same

001157 roger Antoine Casper
000961 Niklaus Antoine Casper
001263 shruti Vasani

002922 RON WEASLEY

002918 ashok s

001197 ASUS INDUSTRIES
001777 Shruti Vasani

001625 Fred Astaire

Copyright 2006, 2017, Oracle and/or fts affiliates. Allights reserved. | Security information | Terma and Conditions

Field Description
Field Name Description
Party ID Parent party ID of the corporate user to which you want to link other party.

Party Name Name of the parent party.

To search the party to party linkage:

1. Inthe Party ID field, enter the parent party id of the user.
OR
In the Party Name field, enter the parent party name of the user.

2. Click Search.
OR
Click Clear to clear the search parameters.
OR
Click Cancel to cancel the transaction and navigate the user back to ‘Dashboard’.
The Party to Party Linkage screen with search results with parent party identified and list of
linked parties.
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6.2 Party To Party Linkage - Create

The Bank Administrator gets a request to create a Party to Party Linkage in the system with
details of the parent party and the party to be linked. As part of linkage creation, more than one
party can be linked to the parent party selected.

To create a new party to party linkage:

1. Search the parent party by party ID or party name as specified in Party to Party Linkage -
Search section.

2. Click Create. The Party To Party Linkage - Create screen with parent party details will
appears.
OR
Click Cancel to cancel the transaction and navigate back to ‘Dashboard’.
OR
Click Back to navigate to the previous screen.

Party To Party Linkage - Create

= 7= ZigBank Q5= & Welcome, supersdmin \ s

Last login 18 Jun 05:51 PM

Party To Party Linkage

Parent Party ID 001734

Parent Party Name Tony Corporation

el

Create and Maintain Party to Party
Linkage

This function enables you to link parties to
a parent party. Once you have created a
party linkage, you will be able to
subsequently provide access of the linked
party accounts to that of the parent
company and it's users through the
Account Access feature.

You can create new party linkages to a
parent party or can search for existing
party linkages to view and edit the same

Copyright ® 2006, 2017, Oracle and/or ita affiliatea. Al rights reserved. | Security Information | Terma and Conditiona

There is a linked party section with an option to search a party to be linked.

4. Search a party to be linked by party ID or party name as specified in ‘Party Search’ section.
Once the party appears in the linked party section, there is an option to remove the linkage if

there is an erroneous selection. This can be done by clicking the B jcon.

5. Click Add to if the user wishes to Add more than one linked party to the selected parent
party.
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Party To Party Linkage - to link party

= 7~ ZigBank Q= & Welcome superadmin v/

Last login 18 Jun 0551 PM

Party To Party Linkage

Parent Parly ID 001734

Parent Party Name Tony Corporation —
Link Parties @I

Party ID Party Name Action Create and Maintain Party to Party

002046 Bechtel Corporation Tir
This function enables you to link parties to

a parent party. Once you have created a
party linkage, you will be able to
subsequently provide access of the linked
party accounts to that of the parent
company and it’s users through the
Account Access feature.

You can create new party linkages to a
parent party or can search for existing

Copyright ©2006, 2017, Oracle and/r ts affiates. All rights reserved. | Security Infarmation | Terms and Conditions

Field Description
Field Name Description

Create

Parent Party ID Parent party ID of the corporate user to which you want to link other

party.
Parent Party Name of the parent party.
Name
Link Parties
Party ID A party ID which you want to link to parent party ID
Party Name Name of the parent party which is to be linked to parent party 1D
Action To delete the party linkage.

a. Inthe Party ID field, enter the party to be linked by party ID or party name as specified in
‘Party Search’ section.

b. Click Search. The party details appear.
Once the party is selected, it will appear in the linked party section i.e. there will be a row

displayed for each party with an [ icon.
OR
Click Clear to clear the search parameters.

6. Click Save to save the linkage of the linked parties with the parent party.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.
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The Party To Party Linkage - Review screen appears. Verify the details, and click
Confirm.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

The screen with success message and reference number appears. Click OK to complete the
transaction.

Party to Party Linkage- View

The Bank Administrator would want to view the Party to Party Linkage by entering the details of
the parent party.

To view party to party linkage:

1.
2.

Search the parent party by party ID or party name as specified in ‘Party Search’ section.

Click Search.

Parent party details will appear. There will be a linked party section with details of the parties
linked to the parent party. It will have party ID and party name of the linked party.

OR

Click Clear to clear the search parameters.

OR

Click Cancel to cancel the transaction and navigate the user back to ‘Dashboard’.

The Party to Party Linkage screen with search results with parent party identified and list of
linked parties appears.

Party To party Linkage - View

= 7~ ZigBank QB & Vekome superadmin s

st login 18 Jun 0551 PM

Party To Party Linkage

Parent Party ID 001734
Parent Party Name Tony Corporation

Linked Parties @I

Party ID Party Name Create and Maintain Party to Party

002046 Bechtel Corporation

This function enables you to link parties to
a parent party. Onee you have created a
party linkage, you wil be able to
subsequently provide access of the linked

Edit Back party accounts to that of the parent
company and its users thraugh the
Account Access feature.

You can create new party linkages to a
parent party or can search for existing
party linkages to view and edit the same.
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Click Edit to update the Party to Party Linkage.
OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

User Manual Oracle Banking APIs Core 147



6.4

Party to Party Linkage

Party To Party Linkage - Edit and De-link

The Bank Administrator gets a request to edit Party to Party Linkage in the system with details of
the parent party and the party to be linked and/or de-linked. As part of linkage creation, more than
one party can be linked to the parent party selected.

To edit or de link a party to party linkage:

1.

Search the parent party by party ID or party name as specified in Party To Party - Search
section.

Click Search, Party to Party Linkage - View screen appears. Linkages displayed (if already
exists) or click Add (if new linkage to be added) or click delete against the party (if existing
to be delinked).

Click Edit. The Party To Party Linkage - Edit screen appears.
OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

Party To Party Linkage - Edit

= 72 ZigBank Q5" & Wekome superscmin

st login 18 Jun 0551 PM
Party To Party Linkage

Parent Party ID 001734

Parent Party Name Tony Corporation

Linked Parties @I

Party ID Party Name Action Create and Maintain Party to Party

002046 Bechtel Corporation m
This function enables you to ink parties 1o
a parent party. Gnee you have created a
party linkage, you will be able fo
Subsequently provide access of the linked
T AR e o
company and its users through the
Account Access feature.
You can create new party linkages to a
parent party or can search for existing
m m party linkages to view and edit the same.
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Parent party details will appear. There will be a linked party section with linked party details.
As part of edit, existing linked party can be de-linked or new parties can be linked.

Click Add will open up party search panel. Search a party to be linked by party ID or party
name as specified in ‘Party Search’ section. Once the party is selected, it will appear in the
linked party section i.e. there will be a row displayed for each party with an @ jcon.

Once the party appears in the linked party section, there will be an option to remove the

linkage. Click & o remove the linkage if there is an erroneous selection. User can remove
the existing linked party for the parent party.

Click Save to save the changes made as part of edit i.e. added/removed linkages.
OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.
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8. The Party To Party Linkage - Review screen appears. Verify the details, and click
Confirm.
OR
Click Cancel to cancel the transaction and navigate back to ‘Dashboard’.
OR
Click Back to navigate to the previous screen.

9. The screen with success message with reference number appears. Click OK to complete the
transaction.

FAOsS

5. lam unable to maintain Party to Party linkage with an error of Channel Access not
maintained?

Party to Party linkage cannot be maintained if Channel Access is disabled either for the
parent party and/or selected linked party. You can maintain channel access by visiting party
preferences screen and selecting parent party and/or linked party.

Navigation: (i) Dashboard > OnBoarding > Party Preferences (ii) Dashboard > Party
Preferences

6. |lam unable to maintain Party to Party linkage with an error of Party Preference not
maintained?

Party to Party linkage cannot be maintained if party preference is not maintained either for
the parent party and/or selected linked party. You can maintain party preference by visiting
party preferences screen and selecting parent party and/or linked party.

Navigation: (i) Dashboard > OnBoarding > Party Preferences (ii) Dashboard > Party
Preferences

7. lam unable to delink a party (linked party)?

Linkage with the parent party cannot be removed/deleted if there is an active Party Account
Access linkage or User Account Access maintained. User will need to delete the party
account and user account access linkage for the linked party and then proceed with deletion
of party to party linkage.

8. Can alinked party have more than one parent party?

No. A party cannot be linked to more than one parent party i.e. if a party has been linked to a
parent party then that party cannot be linked to another party.

9. Can there be multiple associations between the parent and the linked party?

No. The parent party cannot be linked to the linked party with linked party as the parent. For
e.g. if there is a linkage already maintained with P1 (parent party) to P2 (child party) then
system will not allow another linkage of P1 and P2 with P2 as parent and P1 as child party.

10. Can the parent party be a linked party to another party?

Yes, the parent party to a linked party can exist as a linked party to another parent party.
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11. Have created a linkage between the parent party and linked party but it is not reflecting
in the system even after a successful maintenance save message?

There is a possibility that the maintenance is saved but the status is ‘Pending Approval’. For
the maintenance, if there is an approval required then the changes will reflect only once the
approver(s) approve the submitted request. If the setup does not require an approval
workflow or is self / auto approved, then the linkage will be effected for the party immediately.

Home
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7. Merchant Onboarding

Merchant Onboarding facilitates the system administrator to set up and maintain merchants using
the channel banking platform. This, in turn, enables the users to initiate merchant based
payments using the channel banking facility.

7.1 Merchant Management

Using this option, the system administrator can create and maintain merchant details in the
application. Administrators can map the CASA account of the merchant, to enable the merchant
payments.

Pre-requisites
e Transaction access is provided to the System Administrator
e Approval rule set up for System Administrator to perform the actions
e Checksum type and checksum algorithm is maintained
e Enterprise roles are maintained in the application

e Merchant’s account is maintained in the host system

Workflow

Create Merchant I

fg’ Access Merchant
U Onboarding Edit Merchant
Details

Search Merchant H Vlew.Merchant
Details

Systermn Administrator

Delete
Merchant

Features Supported In Application

The following features are available for merchant management:
e Create Merchant
¢ View Merchant Details
e Edit Merchant Details

e Delete Merchant

How to reach here:

System Administrator Dashboard > Onboarding > Merchant Onboarding > Merchant
Management

OR

System/ Bank Administrator Dashboard > Toggle Menu > Onboarding > Merchant Management
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Merchant Onboarding

7.1.1 Merchant Management — Search

From this screen, the administrator is able to search existing merchant maintenances based on
the search parameters provided. On being displayed the search results based on the search
criteria defined, the administrator is able to view the details of any merchant maintenance by
selecting a record.

To search merchant:

1. Navigate to the Merchant Management screen.

Search Merchant

= <= ZigBank Q' & welome superadmin v,

Lastlogin 06 Jun 11:34 PM

Merchant Management

Merchant Id .

Merchant Description @) I

Through this function you can set up and
maintain merchant accounts, which will
enable users to initiate merchant based
payments online. You can also search for an
existing merchant maintenance to view
details of the merchant and to edit or delete
the maintenance. Click on the Create option
provided to create a new merchant
maintenance.

Copyright © 2006, 2017, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description

Merchant Id Enter the unique ID of the merchant whose details you want to view.
Merchant Enter the description of the merchant whose details you want to
Description view.

2. Inthe Merchant Id field, enter the unique id of the merchant.
OR
In the Merchant Description field, enter the description of the merchant.

Click Search. The Merchant Management screen with search results appears based on the
search parameters.

OR

Click Clear, if you want to reset the search parameters.

OR

Click Cancel, if you want to cancel the transaction.

OR

Click Create to create another merchant maintenance.
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Merchant Management - Search Results

== ZlgBank Q =’ £, Welcome, superadmin

Last login 06 Jun 11:3¢ PM

Merchant Management

Merchant Id . ..
Merchant Description a @I
=
Through this function you can set up and
Merchant 1d Merchant Description maintain merchant accounts, which will

enable users to initiate merchant based
payments online. You can also search for an

flip Flipkart - Retail Merchant N
existing merchant maintenance to view
details of the merchant and to edit or delete

Page 1 of 1 (10f1items the maintenance. Click on the Create option
provided to create a new merchant
maintenance.
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Field Description
Field Name Description

Merchant Id The facility to search for a specific merchant maintenance record on the
basis of the unique ID/key assigned to the merchant by the bank.

Merchant The facility to search for a specific merchant maintenance based on the
Description description of the merchant.
Search Results

The following details are displayed per merchant record which are retrieved based on the
search criteria identified in the fields defined above.

Merchant Id The unique ID/key assigned to the specific merchant by the bank.
Merchant The description of the merchant corresponding to the merchant Id.
Description

3. To view the details of a specific merchant, click the record. The Merchant Management -
View screen appears.
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7.1.2 Merchant Management — View

On selecting a specific merchant record by clicking on the link provided on the merchant
description, the screen displaying the details of the selected merchant is displayed.

Merchant Management — View

= ‘ZigBank Qb= Welcome, Administrator User

Last login 17 Nov 07:12 PM
Merchant Management
ferchant Id me! thew .
Merchant Description merchantiew '. .
35 OR Code

Accounts Merchant Onboarding

Credit Account Details Through this function you can set up and

maintain merchant accounts, which will
CASA enable users to initiate merchant based
payments online. You can also search for an
existing merchant maintenance to view
details of the merchant and to edit or delete
Service Charge Account Details the maintenance.

Response Redirections

2 e B3 3

‘Copyright © 2006, 2017, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description

Merchant Id The unique ID/key assigned to the merchant by the
bank.

Merchant Description The description of the merchant.

QR Code Click the QR code link to view the QR code assigned

to the merchant.
Accounts
Credit Account Details

Account Type The type of account associated with the merchant,
e.g. CASA.
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Account Number

Service Charge Account Details

Define another account for service

charge

Account Type

Account Number

Default customer’s debit account
number as request parameter

Response Redirections

Success URL

Failure URL

Checksum Details
Checksum Type
Checksum Algorithm

Security Key

Merchant Onboarding

Description

The merchant’s credit account number.

This checkbox is selected if the merchant has
another account defined for service charge.

The service charge account type associated with
the merchant e.g. CASA account.

This field appears if Define Account number for
service charge check box is selected.

The merchant’s credit account number.

This field appears if Define Account number for
service charge check box is selected.

This check box is selected if the customer’s debit
account number is defaulted as request parameter.

The URL for sending the response of the transaction
for a successful transaction.

The URL for sending the dynamic response of the
transaction for a failed transaction.

The checksum type.
The checksum algorithm.

Input the security key.

Field will be displayed if a value is selected in
checksum algorithm.

1. Click the QR Code link to view the QR Code of the merchant. A pop-up screen with QR code
appears. You can also download the QR Code so as to send it to the merchant through offline
mode.

2. Click Edit to edit merchant details. The user is directed to the Merchant Management - Edit
screen.
OR
Click Back to navigate to the previous screen.
OR
Click Cancel to cancel the transaction.

OR

Click Delete to delete the merchant maintenance.
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QR code

The QR code is displayed if the system administrator clicks on the QR code link on the Merchant
Maintenance details screen. The administrator is provided with the facility to download the QR
code so as to send it to the merchant through any offline mode.

= 2 ZigBank

QR Code

3. Click & to download the QR Code image of the merchant.
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7.1.3 Merchant Management — Create Merchant

The system administrator can create a new merchant so that the bank’s customers can make
payments to the merchant using channel banking or by scanning the QR code of the Merchant
without entering merchant account details. The QR code is generated once the merchant is
created by the bank administrator.

To create a merchant:

1. Inthe Merchant Maintenance screen, click Create. The Merchant Management — Create
screen appears.

Create Merchant

= i 1468 o
— ZlgBank Q = Welcome, Administrator User

Lastlogin 17 Nov 07:12 PM

Merchant Management

Moot

Jerchant Id C N -
]
Merchant Description Merchant 001

Merchant Onboarding

Accounts Through this function you can set up and
maintain merchant accounts, which will
Credit Account Details enable users to initiate merchant based
payments online. You can also search for an
coount Type Current and Savings hd existing merchant maintenance to view

details of the merchant and to edit or delete
the maintenance.
AT300012100012

Service Charge Account Details

' Define another account for service charge

A e Current and Savings ~

Account Number FCUBS000012

~ Default customer's debit account number as reguest parameter

Response Redirections

Success URL https://abc.example.com/retailpublic/epi-success.html

Eailure URI https://abc.example.com/retailpublic/epi-failure. html

acksum Type None v

- None ~
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Field Description

Field Name Description

Merchant Id Specify a unique ID by which the merchant will be
identified.

Merchant Description Enter a description of the merchant.

Accounts

Credit Account Details

Account Type Specify the type of account i.e. GL or CASA account,
associated with the merchant.

Account Number Specify the merchant’s credit account number.
Service Charge Account Details

Define another account for service The option to define another account of the
charge merchant.

Account Type Select the type of service charge account being
added e.g. CASA account.

This field appears only if you select the Define
another Account for service charge check box.

Account Number Enter the merchant's service charge account
number to be added.

This field appears if only if you select the Define
another Account for service charge check box.

Default customer’s debit account  Select this box to enable defaulting of the customers
number as request parameter debit account number from request parameter.

Response Redirections

Success URL Specify the URL for sending the response of the
transaction for a successful transaction.

Failure URL Specify the URL for sending the response of the
transaction for a failed transaction.

Checksum Details
Checksum Type Specify the checksum type.

Checksum Algorithm Specify the checksum algorithm.
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Field Name Description

Security Key Input the security key.

Field will be displayed if a value is selected in
checksum algorithm.

In the Merchant Id field, enter the ID of the merchant.
In the Merchant Description field, enter the description of the merchant.

From the Account Type list under the section Credit Account Details, select the
appropriate account type.

5. Inthe Account Number field, enter the account number of the merchant corresponding to
the account type selected.

In the Response Redirections section, enter the valid URL in the Success URL field.
In the Response Redirections section, enter the valid URL in the Failure URL field.

8. Click Save to save the Merchant details.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

9. The Review screen appears. Verify the details and click Confirm to confirm the details.
OR
Click Edit to make changes if any.
The administrator is directed to Merchant Management — Create screen with values in
editable form.
OR
Click Cancel to cancel the operation and to navigate back to ‘Dashboard’.

10. The success message appears along with the status of the transaction. Click Done to
complete the transaction.

7.1.4 Merchant Management — Edit

The system administrator can edit the details of any merchant maintained in the application. In
order to edit the details of any merchant, the user must select the Edit option provided on
Merchant Maintenance — View (details) page of the specific merchant.

To edit a merchant:

1. Navigate to the Merchant Management screen and in the Merchant Id field, enter the unique
id of the merchant whose details you want to edit.
OR
In the Merchant Description field, enter the description of the merchant whose details you
want to edit.

2. Click Search. The search results appear based on the search parameters defined.
OR
Click Clear, if you want to reset the search parameters.
OR
Click Cancel, if you want to cancel the transaction.

OR
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Click Create to create a new merchant maintenance.

3. Select the merchant record of which details you want to edit, by selecting the link provided on
the merchant description. The Merchant Management — View screen appears.

4. Click the Edit option available on the Merchant Management — View screen to edit merchant
details. The administrator is directed to the Merchant Management - Edit screen.

Merchant Management - Edit

= ‘ZigBank Q  Bx"®' Welcome, Administrator User

Lastlogin 19 Nov 11:12 PM

Merchant Management

merchantNew

merchantNew Q

Merchant Onboarding

Accounts Through this function you can set up and
maintain merchant accounts, which will

Credit Account Details enable users to initiate merchant based
payments online. You can also search for an

Account Type Current and Savings v existing merchant maintenance to view

details of the merchant and to edit or delete
the maintenance.

Account Nurmbet AT30012200031
Service Charge Account Details

Defi accoul service charge

Default customer's debit accou mber 33 reg a £
Response Redirections
Success URL https://j.k.ntml

Eailure UR https://j.k.html

Checksum Type None ~

hm None ~

sack
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Field Description
Field Name Description

Merchant Id The unique ID assigned to the merchant by the bank.
This field cannot be edited.

Merchant Description The description of the merchant. This field is editable.
Accounts

Credit Account Details
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Field Name Description

Account Type The type of account associated with the merchant, e.g.
CASA. This field is editable.

Account Number The merchant’s credit account number.
This field is editable.

Service Charge Account Details

Define another account for This check box is checked if the merchant has

service charge another account defined for service charge. This field
is editable.

Account Type The service charge account type associated with the

merchant e.g. CASA account. This field is editable.

This field appears if Define Account number for
service charge check box is selected.

Account Number The merchant’s credit account number. This field is
editable.

This field appears if Define Account number for
service charge check box is selected.

Default customer’s debit account This checkbox is checked if the customer's debit
number as request parameter account number is defaulted as request parameter.

This field is editable.
Response Redirections

Success URL The URL for sending the response of the transaction
for a successful transaction.

Failure URL The URL for sending the response of the transaction
for a failed transaction.

Checksum Details

Checksum Type The checksum type. This field is editable.
Checksum Algorithm The checksum algorithm. This field is editable.
Security Key Input the security key. This field is editable.

This field appears only if a value is selected in
checksum algorithm.

5. Update the required fields; click Save to save the changes.
OR
Click Cancel to cancel edit of the merchant maintenance.
OR
Click Back to navigate to the previous screen.
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The Review screen appears, verify the details and click Confirm to confirm the details.

OR

Click Edit to make the changes if any.

The administrator is directed to Merchant Management — Edit screen with all values (other
than Merchant Id) in editable form.

OR

Click Cancel to cancel the operation and navigate back to ‘Dashboard’.

The success message appears along with the status of the transaction. Click Done.

Merchant Management - Delete

The System administrator can delete any merchant maintained in the application.

To delete a merchant:

1.

Navigate to the Merchant Management screen and in the Merchant Id field, enter the unique
ID of the merchant whose maintenance you want to delete

OR

In the Merchant Description field, enter the description of the merchant whose maintenance
you want to delete.

Click Search. The search results appear based on the search parameters defined.
OR

Click Clear, if you want to reset the search parameters.

OR

Click Cancel, if you want to cancel the transaction.

OR
Click Create to create a new merchant maintenance.

Select the merchant record whose maintenance you want to delete, by selecting the link
provided on the merchant description. The Merchant Management — View screen appears.

Click the Delete option available on the Merchant Management- View screen.

The application displays a message asking the applicant to confirm deletion.
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Merchant Management - Delete

ZigBank

Delete

Are you sure you want to delete merchant merchantNew?

5. Click Yes to delete the merchant. A confirmation page appears with a success message and
the status of deletion.
OR
Click No if you do not wish to delete the Merchant Maintenance.

6. Click OKk.
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FAQsS

1. Who can create or edit merchants?

The System administrator can create and edit the merchants.

2. Can | specify the account number which is not held within this Bank?

No, Merchant account number/GL should be of the same bank.

3. When will the newly added merchants be available to customers?

Newly added merchants will be made available to the customers with immediate effect.

4. What is the significance of defining separate account numbers for service charge
account?

Service charges, if applicable, for an online transaction initiated by a customer will be
accounted separately in the merchant’'s account number maintained for service charge
credits.

Home
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8. Electronic Bill Presentment and Payment

Electronic bill presentment and payment (EBPP) is a process that enables the billers to create,
and present the bills / invoices online to their customers. This feature also enables the customers/
users to pay the bills online. The EBPP services are widely used in many areas like utility bill
payment, fund transfer through net banking against various purchases of utility products and
services by the users, payment to service providers, mobile/ DTH bill payment etc.

The main advantage of electronic bill presentment and payment is that users/ customers can pay
their bills anytime quickly and conveniently, which saves lots of time and paper work.

Note: Currently the new Electronic bill presentment and payment (EBPP) module will work only
with third party and not yet qualified with UBS. The existing Bill Payments module under
'Payments' will continue to work with UBS. For more details, refer ‘Bill Payments’ section in the
User Manual Oracle Banking Digital Experience Retail Payments.

Home
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9. Biller Onboarding

Bank customers initiate bill (utility) payments from their accounts using channel banking facility by
selecting billers maintained by the Bank. Using Biller Onboarding, System Administrators can
create billers. The system administrator also defines payment methods accepted by biller (e.qg.
Current and Savings Account, Credit Card, Debit Card etc) while creating a biller, category of the
biller, full address of the biller and location/ area in which the biller operates or provides his
services.

System Administrator creates billers, which are then made available to the customers to register
themselves with these billers to receive and pay bills online.

This option allows the System Administrator to search and view the list of existing billers in the
system.

Pre-Requisites
e Transaction access is provided to System Administrator.
e  Approval rule set up for System Administrator to perform the actions.
o Billers are maintained in core banking application.

Workflow

Add Biller Category

AccessBiller
—
U Onboarding

System Administrator

Search Bilers H View Biller }—g‘ Edit Biller |—>| Delete Biller

Features Supported In Application

This option allows the System Administrator to:
e  Search Biller

e Create Biller

e View Biller

e Edit Biller

How to reach here:

System/ Bank Administrator Dashboard > Toggle Menu > Onboarding > Biller Onboarding
OR
System Administrator Dashboard > Onboarding > Biller Onboarding
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Biller Onboarding

9.1 Biller Onboarding - Search

Using this option, System Administrators search the existing billers based on parameters like
Biller ID, Biller Name, Biller Category and Biller Location. The search result displays a list of all
biller types, that is Presentment only, Payment only and Presentment + Payment & Recharge
type of billers.

Biller Onboarding - Search Biller

= = ZigBank Q. E™ () Logount

Biller Onboarding

Create and Maintain
=
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Field Description
Field Name Description
Biller Name The name of the biller.
Biller Category The name of the biller category to which the biller belongs.

Biller Location Location of the biller

To search billers:

1. In Biller Name field, enter the name of the biller that is to be searched.
OR
In Biller Category field, enter the category to which the biller belongs.
OR
In Biller Location field, enter the location of the biller.

2. Click Search, to search the billers.
OR
Click Clear if you want to reset the search parameters.
OR
Click Cancel if you want to cancel the transaction.
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Biller Onboarding - Search Result

= = ZigBank Q= () Logout
Biller Onboarding

Biller Name

Biller Category Seleat

Biller Location Mumbai

Create and Maintain

Accept online bill payment
and recharge view

Biller Name and Id Biller Category Biller Location

ande

AirtelPresentment Internet Mumbai existi

353 searching for t
one of the four search

parameters is

h & find the ex

Big v DTHN Mumbai

187

Paylndia Electricity2 Mumbai

03 an also create a new
Icking on create

\I/j‘.\ahﬂe DTHN Mumba ture the full details of

Page 1 of 1 (1-40f4items) m
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Field Description

Field Name Description

Search Result

Biller Name and Id The name of the biller.

Biller Category The name of the biller category to which the biller belongs.

Biller Location Location of the biller

3. Click Create to create a new biller.

9.2 Biller Onboarding - Create

Using this option, the System Administrator can create a biller with specific labels. System
Administrator defines whether the biller accepts:

Quick Bill Payment( bill payment without customer registration) - for Payment type billers
only

Quick Recharge(pre-paid recharge without customer registration) - for Recharge type billers
only

Bill payments past due date- for presentment only type biller
Part bill payment - for presentment only type biller

Excess bill payment - for presentment only type biller

The administrator also defines the various payment methods accepted by the biller like Current
and Savings Account, Credit Card, Debit Card etc. System administrator can also upload image
of biller's logo and sample bill, if available.
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To create a biller:

1. Inthe Biller Onboarding screen, click Create. The Biller Onboarding - Create screen
appears.

Create Biller

2 ZigBank

Biller Onboarding

Biller Details
Biller Name B
Jason Smith
Biler Tipe Presentment and Payment N
Biller Category Intemet o () Manage Category
Create and Maintain
Biller Curr GBP v Biller
Biller Details
Biller Status Active v

This section details key
attributes of a biller like
whether customer gets bills
Dragfileshere  Or Choose Files | No file chosen presented or not, the type of
service biller provides etc
This section also ca
sample billimage th

Sample Bill Image

Image size should not exceed 1000 KB. Upload jpg, jpeg, .png files only. displayed to customer while
adding the biller to pay bills
online.

giller Logo Biller Address
Drag files here  Or Choose Files | No file chosen This section has the full

address of the Biller and
Location. Location indicates
business geography of the

Image size should not exceed 1000 KB. Upload jpg, jpeg, png files only. biller and is a key atribute of
dentification, especially if
the biller operates in multiple
geographies

Biller Specifications
Biller Address

When adding a biller,
k

ddress Line customer has to
Address Line | 401 Island Parkway unique IDs that he h
biller ( Ex: Account ID,
Address Line 2 Customer No. etc). The
Redwood Shores, abels of these IDs are
maintained in this section
Address Line 3 along with their data type
and whether they are
mandatory for customer
City
CA Payment Terms
State This section captures
CA validations & checks that get
done when customer is
Country paying a bill. Whethe
United States customer can pay bill after
due date and from where he
Pin/Zir can pay the bills

94065 Credit or Debit card:
decided by the flags

Biller Location maintained here.

CAUnited States

Billers Specifications
Note: Biller |abels added here will be visible to customer when he is adding the biller and will be appearing the same order as they are
mentioned here.
Biller Label 1

Relationship Ne.1 Alphanumeric 10

Add Row

Payment Terms and Validations

Account Number

HEXXXXXXXX3490
Allow

v Part Payment w Excess Payment v LateF ' Quick Bill Pay
*ayment Method:

w Curent and Savings Account v CreditCard |[v DebitCard

Auto Payment Buffer Day:

Validation Type
@ Autc Offine Online

=1

Copyright @ 2006, 2017, Oracle and/or fa, 5. All ights reservad
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Field Description
Field Name Description

Biller Name The name of the biller.

Biller Type  The option to select biller type.
The biller type can be:

e  Presentment: Biller is of Presentment type
e Payment: Biller is of Payment type

e  Presentment and Payment: Biller is of Presentment+Payment
type
e Recharge: Biller is of Recharge type

Biller Category to which biller belongs, ex: Telecom, Internet etc.
Category

Biller Currency of the biller.

Currency

Biller Status The status of the biller.
The options are:
e  Active

° Inactive

Sample Bill  The image of the physical bill presented by the biller, which is to be
Image uploaded by the user.

This helps the user to compare and identify Relationship number fields.

This field appears only for biller types Presentment and Presentment and
Payment.

Biller Logo  The biller logo which is to be uploaded by the user. This logo appear as an
icon on the screen after uploading.

Both for biller sample bill and logo JPG & PNG file formats only are
supported.

Biller Address

Address Line aqdress of the biller.

1to3

City City of the biller.
State State of the biller.
Country Country of the biller.
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Field Name Description

PIN/ Zip Pin/ Zip code of the biller.

Code

Biller Location of the biller. Location could be City or Country or State or
Location combination of these values.

Biller Specifications

Biller Label 1 Relationship # 1 that the user has with the biller. This label will be displayed
in customer screens ( ex: Add Biller) to capture customer's unique id with
biller.

The user can select data type, maximum length of the field and whether the
field is mandatory of optional. The Biller Label 1 field is mandatory.

Click the Add Row link to add more relationships of the user with the biller.
The user can add up to 10 rows to define the different biller labels.

Payment Terms and Validations

Account Account number of the biller.
Number
Allow Select whether Part Payment, Excess Payment, Late Payment, Quick Bill

Payment and Quick Recharge is allowed by the biller.
The options are:

e Part Payment: The option identifies whether the biller allows
bill payment for an amount less than bill amount.
This option appears for ‘Presentment’ and ‘Presentment and
Payment’ type of biller.

e Excess Payment: The option identifies whether the biller
allows bill payment for amount more than bill amount.
This option appears for ‘Presentment’ and ‘Presentment and
Payment’ type of biller.

e Late Payment: The option identifies whether the biller allows
late bill payment i.e. Payment after due date. This option
appears for ‘Presentment’ and ‘Presentment and Payment’
type of biller.

e Quick Bill Payment: The option identifies whether the biller
allows ‘Quick bill payment’ i.e. paying the bills without
registering the biller. This option appears for ‘Payment’ and
‘Presentment and Payment’ type of biller.

e Quick Recharge: The option identifies whether the biller allows
“Quick recharge” i.e. doing recharge transactions without
registering the biller. This option appears for ‘Recharge’ type of
biller.
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Field Name Description

Payment Select the payment method accepted by the biller.
Methods The options are:

e CASA

e  Debit Card

. Credit Card

Auto The number of days before bill due date, when the auto payment will be
Payment triggered by the system.

Buffer Days This field appears for Presentment and Presentment and Payment type of

billers.

Validation The option to select the validation type.

Type The options are:
e  Auto
e Offline
e Online

Validation Redirection URL for customer validation.

URL This field appears if you select Online option from the Validation Type field.

Note: Out of the box OBAPI does not provide
a. Fileupload/download for offline validation and
b. Any adapters for online validations

In Biller Name field, enter the name of the biller that is to be searched.
From the Biller Type list, select the appropriate biller type.

From the Biller Category list, select the appropriate option.

From the Biller Currency list, select the appropriate option.

From the Biller Status list, select the appropriate option.

N o o~ 0N

Drag image or Click Choose Files to select and upload the Sample Bill Image and Biller
Logo if required.

8. Inthe Biller Address section, enter the relevant address details of the biller.

9. In the Biller Specifications section, enter the Relationship # 1 in the Biller Label 1 field.
10.Click the Add Row link to add more relationship numbers of the user with the biller.

11. In Account Number field, enter the account number of the biller.

12.To enable the Part Payment, Excess Payment, Late Payment, Quick Bill Payment and Quick
Recharge facilities, select the appropriate check boxes depending on the Biller Type.

13.To enable the payments from current and savings account, debit card or credit card, select
CASA, Debit Card or Credit Card check box.

14.In the Validation Type field, select the appropriate option.
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15.1f you select Online as Validation Type, enter the redirection URL in the Validation URL
field.

16.Click Save.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous page.

17.The Review screen appears. Verify the details, and click Confirm.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous page.

18. The success message along with the transaction reference number and status appears.
Click OK to complete the transaction.

Note: Bank can upload the created Billers using ‘Bulk file Upload’ feature.

Biller Onboarding - View

System Administrator can view the list of all the current registered billers. The billers type can be
of Presentment, Payment, Presentment & Payment and Recharge type.

To view the biller:

1. Inthe Biller Onboarding screen, enter the search criteria and click Search. The Biller
Onboarding screen with search results appears.
OR
Click Clear to reset the search parameters.
OR
Click Cancel to cancel the search process.

2. Click the Biller Name link of the record for which you want to view the details. The Biller
Onboarding - Biller Details screen appears.
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Biller Onboarding - Biller Details

= = ZigBank
Biller Onboarding

Biller Details

Biller Address

Billers Specifications

Paylndia
Presentment
Electricity2
INR

Active

Adde
Add7
Adds
mumbai
maha
India
999876

Mumbai

consumer no
relationship no

billing unit

Payment Terms and Validations

65656565777

Alphanumeric 20
Numeric 22

Numeric

Mandatory
Optional

Mandatory

Q =™ () Logouwt

Biller Onboarding

Copyright © 2006, 2017, Oracle and/or ita afiliates. All rights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description

Biller Details

Biller Name The name of the biller.

Biller Type The biller type.

The biller type can be:
e  Presentment: Biller is of Presentment type
e  Payment: Biller is of Payment type

e  Presentment and Payment: Biller is of
Presentment+Payment type

e Recharge: Biller is of Recharge type

Biller Category The biller category.
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Field Name Description

Biller Currency Currency of the biller.

Biller Status The status of the biller.
The options are:

e Active
e Inactive
Sample Bill The image of the physical bill presented by the biller, and uploaded by

Image the user.
This helps the user to compare and identify Relationship number fields.

This field appears only for biller types Presentment and Presentment
and Payment.

Biller Logo The biller logo uploaded by the user. This logo appear as an icon.

Biller Address

Address Line 1 Address of the biller.

to 3

City City of the biller.
State State of the biller.
Country Country of the biller.

PIN/ Zip Code  Pin/ Zip code of the biller.

Biller Location Location of the biller. Location could be City, Country, State, or
combination of these values.

Biller Specifications

Biller Label 1 Relationship # 1 that the user has with the biller.

The data type, field length and whether the field is mandatory or optional
are also displayed.

Payment Terms and Validations

Account Account number of the biller.
Number
Allow Field displaying whether Part Payment, Excess Payment, Late Payment,

Quick Bill Payment and Quick Recharge is allowed by the biller.
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Field Name Description
Payment Payment method accepted by the biller.
Methods The options are:

e CASA

e  Debit Card

. Credit Card

Auto Payment  The number of days before bill due date, when the auto payment will be
Buffer Days triggered by the system.

This field will appear for Presentment and Presentment and Payment
type of billers.

Validation Type The validation type.
The options are:

. Auto
° Offline
° Online

Validation URL Redirection URL for customer validation.

This field appears if the user has selected Online option in the
Validation Type field.

3. Click Edit to edit the biller details.
OR
Click Delete to delete the biller details.
OR
Click Back to navigate to the previous page.
OR
Click Cancel to cancel the transaction.
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9.4 Biller Onboarding - Edit

Using this option, system administrator can edit the biller details. All the fields are editable except
‘Biller 1d’, ‘Biller Type’, ‘Biller Category’ and ‘Biller Currency’.

To edit the biller details:

1. Inthe Biller Onboarding screen, enter the search criteria and click Search. The Biller
Onboarding screen with search results appears.
OR
Click Clear to reset the search parameters.
OR
Click Cancel to cancel the search process.

2. Click the Biller Name and Id link of the record for which you want to modify the details. The
Biller Onboarding - Biller Details screen appears.

3. Click Edit to edit the biller details. The Biller Onboarding - Edit screen appears.
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# ZigBank

Biller Onboarding

Biller Details
403
Payindia

Presentment
Electricity2
INR

Active

Remove

S

Remove

Biller Address

Adde

Add7

Adds

mumbal

maha

India

999876

scation Mumbai

Billers Specifications

Note: Biller lab
mentioned h

ble to customer when he is adding the biller and will be appearing the same order as they are

Alphanumeric 20
Biller Label 2 Numeric 22
relationship no
Biller Label 3 Numeric 7
billing unit
Payment Terms and Validations
1t Numt
65656565777
! Part i v E Payment it "
ayment
w Cument and Savings Account v Credit  DebitCa

Mandatory

Optional

Mandatory

Biller Onboarding

Create and Ma
Biller

Biller Details

This section detai
attributes of a b

Copyrigi ® 2008,

Field Description
Field Name Description

Biller Name The name of the biller.
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Field Name

Biller Type

Biller Category
Biller Currency

Biller Status

Sample Bill
Image

Biller Logo

Biller Address

Address Line 1
to 3

City

State

Country

PIN/ Zip Code

Biller Location

Biller Onboarding

Description

The option to select hiller type.
The biller type can be:

e Presentment: Biller is of Presentment type
e Payment: Biller is of Payment type

e  Presentment and Payment: Biller is of
Presentment+Payment type

e Recharge: Biller is of Recharge type
The biller category.
Currency of the biller.

The status of the biller.
The options are:

e Active

. Inactive

The image of the physical bill presented by the biller, which is to be
uploaded by the user.

This helps the user to compare and identify Relationship number fields.

This field appears only for biller types Presentment and Presentment
and Payment.

The biller logo which is to be uploaded by the user. This logo appear as
an icon on the screen after uploading.

Address of the biller.

City of the biller.

State of the biller.
Country of the biller.

Pin/ Zip code of the biller.

Location of the biller. Location could be City, Country, State, or
combination of these values.

Biller Specifications
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Field Name Description

Biller Label 1 Relationship # 1 that the user has with the biller.
This label will be displayed in customer screens (ex: Add Biller) to
capture customer's unique id with biller.

The data type, field length and whether the field is mandatory or optional
are also displayed against the field and are not editable.

Payment Terms and Validations

Account Account number of the biller.
Number
Allow Select whether Part Payment, Excess Payment, Late Payment, Quick

Bill Payment and Quick Recharge is allowed by the biller.
This field appears only for Presentment type of biller.

Payment Select the payment method accepted by the biller.
Methods The options are:

e CASA

e  Debit Card

. Credit Card

Auto Payment  The number of days before bill due date, when the auto payment will be
Buffer Days triggered by the system.

This field will appear for Presentment and Presentment and Payment
type of billers.

Validation Type The option to select the validation type.
The options are:

. Auto
° Offline
° Online

Validation URL Redirection URL for customer validation.

»

In Biller Name field, enter the name of the biller that is to be searched, if required.
5. From the Biller Status list, select the appropriate option, if required.

6. Click the Remove link to remove the uploaded image, and click Choose Files to select and
upload a new Sample Bill Image and Biller Logo if required.

7. In the Biller Address section, enter the relevant address details of the biller.

8. In the Biller Specifications section, edit the Relationship # 1 in the Biller Label 1 field, if
required.

9. In Account Number field, enter the account number of the biller.
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10.To enable the Part Payment, Excess Payment, Late Payment, Quick Bill Payment and Quick

Recharge facilities, select the appropriate check boxes depending on the Biller Type.

11.To enable the payments from current and savings account, debit card or credit card, select

CASA, Debit Card or Credit Card check box.

12.In the Validation Type field, select the appropriate option.

13.1f you select Online as Validation Type, enter the redirection URL in the Validation URL

field.

14.Click Save.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous page.

15.The Review screen appears. Verify the details, and click Confirm.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous page.

16. The success message along with the transaction reference number and status appears.
Click OK to complete the transaction.

Biller Onboarding - Delete

Using this option the system administrator can delete an existing biller.

To delete a biller:

1.

In the Biller Onboarding screen, enter the search criteria and click Search. The Biller
Onboarding screen with search results appears.

OR

Click Clear to reset the search parameters.

OR

Click Cancel to cancel the search process.

Click the Biller Name and 1d link of the record for which you want to modify the details. The
Biller Onboarding - Biller Details screen appears.

Click Delete. The application prompt the administrator with a message 'Are you sure you want
to delete the biller' with an option of Yes / No.
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Biller Onboarding - Delete

ZigBank Q &= () Logout

Delete Biller

Are you sure you want to delete the Biller Payindia?

4. Click Yes to proceed with the deletion request.
It will navigate to confirmation page with a success message along with the status and
reference number.
OR
Click No if you do not wish to proceed with deletion.

5. Click OK to complete the transaction.

Home
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10.

Limits Definition

Limits Definition

Limits are defined by the bank to set up amount and duration based restrictions on the
transactions that can be carried out by the user.

As part of limits definition maintenance, following types of limits can be defined:

Create
. — Limit Definition
{__’y — Mali?;?glrgance . Eﬁ?ﬂﬁacttii?; View
System Administrator + Cooling Period Delete

Transaction: It is the initiation limit with minimum and maximum amount defined typically
for a user with role ‘Maker’

Cumulative: It is the collective transaction amount limit for all the transactions that can be
performed during a day/month and maximum number of transaction in a day/month

Cooling Period: Payee cooling period limit is a time and the amount limit set by the bank
during which fund transfer is not allowed or allowed till the specified limit, to a newly added
payee.

Limit package maintenance allows the administrator to map these definitions to every
transaction.

Pre-Requisites

Transaction access is provided to System Administrator.

Approval rule set up for System Administrator to perform the actions.

Workflow

Features supported in application

Using this option system administrator can perform the following actions:

Search/ View Limits
Create Limit

Delete Limits

How to reach here:

System Administrator Dashboard > Limits > Limits Definition
OR

System/ Bank Administrator Dashboard > Toggle menu > Limits > Limits Definition
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10.1 Limits Definition - View

Using this option, administrator can search for particular limit based on different search
parameters. The search results displays a limit list based on different search filters selected.

If the search parameters are not specified, records of all the limits maintained in the application
for selected limit type are displayed.

To search and view limits:

1. In the Limits Definition screen, enter the search parameters and click Search. The Limits
Definition screen with search results appears based on the searched criteria.
OR
Click Clear to reset the search parameters.
OR
Click Cancel to cancel the search process.

Limits Definition - Search

= = ZigBank Q ' & Welcome,superadmin

Last login 28 Jun 0313 &M

Limit Definition

Limit Code

Limit Deseription @ ’I
Limit Type Transaction o Cumulative Cooling Period

Limit Definition

- J
Transaction limits can be defined to set up

amount and duration based restrictions on
transactions that can be carried out by the
Limit Code Limit Description Limit Type customers.This maintenance allows you to
search and view limit definitions. Also you
can create new and delete existing limit

CLM1 Cumulative Monthly Count 500 Amount 500000 Cumulative e AR T e
nehcumet1a neheumretis Cumuiative e vt e o the

CLD1 Cumulative Limit Daily Count 200 Amount 200000 Cumulative
MustuCumbDailyLO" Max Trans 3 Cum Trans Amt 40000 Cumulative

MustuCumMonthlyLO1 Cum Trans Amt 150000 Max Trans 17 Cumulative

FUCORPCUM FUCORP Cumulative Limit Cumulative

LD_Cum_D_All_OBPM LD_Cum_D_All_OBPM Cumulative

LD_Cum_M_All_OBPM LD_Cum_M_All_OBPM Cumulative

cumumM Cumulative Limit Monthly Cumulative

Page 1 of 1 (19 of @ items) [1]
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Field Description

Field Name Description

Limit Code Name of the limit with unique identifier.
Limit Description of the limit.

Description
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Field Name Description

Limit Type The limit type of limit.
The limit types are:

° Transaction — It is the initiation limit with minimum and
maximum amount

e  Cumulative — It is a duration based limit with maximum
amount and number of transactions for a day/month

e Cooling Period — Payee cooling period limit is a time and
the amount limit set by the bank during which fund transfer
is not allowed or allowed till the specified limit, to a newly
added payee.

Search Results

Limit Code Name of the limit with unique identifier.
Limit Description of the limit.

Description

Limit Type The limit type of limit.

The limit type are:

° Transaction — It is the initiation limit with minimum and
maximum amount

e  Cumulative — It is a duration based limit with max amount
and number of transactions for a day/month

e Cooling Period — Payee cooling period limit is a time and
the amount limit set by the bank during which fund transfer
is not allowed or allowed till the specified limit, to a newly
added payee.

2. Click the Limit Code of the record to view the details. The Limits Definition - View screen
appears.

Limits Definition - View

= = ZigBank

Limit Definition

LD_Cum_M_all_OBFM

Gumulative =
Monthly

EUR

Limit Details

ve Transaction Amourt €999,099.00 Per Month

Aaximumn Transaction 999999 Per Month
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3. Click Delete to delete the limit.
OR
Click Back to navigate to the previous screen.
OR
Click Cancel to cancel the transaction and navigate back to dashboard.

10.2 Limits Definition - Create

Using this option, System Administrator can create a limit as required.

To create a transaction limit:

1. Inthe Limits Definition screen, click Create. The Limits Definition - Create screen with
Transaction tab appears.

Limits Definition - Transaction - Create

= = ZigBank Q R & Welome superadmin \,

Lastlogin 28 Jun 0313 AM

Limit Definition
Limit Type Cumulative | Cooling Period

Limit Code TXNIimit-11 @I

Limit Description TXNIimit-11

Currency GEP v Create Limit Definition

You can define following types of limits on
£100,000.00 the transactions
~Transaction - Minimum and maximum
transaction initiation imit.
- Cumulative - Collective amount of a
Maximum Amount £1,000.00 transaction and total number of transaction
limit,
- Cooling Period — Limits for newly added
payees
Map these limit definitions to a transaction

[(soe [ coce [ e | oG s e

Minimum Amount

Copyright 8 2006, 2017. Oracle and/ar ita affiiates. Al rights reserved. | Security Information | Terma and Gonditions

Field Description
Field Name Description

Limit Type The type of limit.
The limit type for selection are:

. Transaction — It is the initiation limit with minimum and
maximum amount

e Cumulative — It is a duration based limit with maximum
amount and number of transactions for a day/month

e Cooling Period — Payee cooling period limit is a time and
the amount limit set by the bank during which fund transfer
is not allowed or allowed till the specified limit, to a newly
added payee.

Limit Code The name of the limit with unique identifier.
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Field Name Description

Limit Description of the limit.

Description

Currency The currency to be set for the limit.

Minimum The minimum amount for a transaction in selected currency.
Amount

Maximum The maximum amount for a transaction in selected currency.
Amount

2. Inthe Transaction tab screen, enter the code in the Limit Code field.
3 In the Limit Description field, enter the description of the limit.

4. From the Currency field, select the appropriate currency for the limits.
5

In the Minimum Amount and Minimum Amount field, enter the minimum and maximum
amount for a transaction in local currency.

6. Click Save to save the created limit.
OR
Click Back to navigate to previous screen.
OR
Click Cancel to cancel the transaction and navigate back to dashboard.

7. The Review screen appears. Verify the details, and click Confirm.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to previous screen.

8. The success message of transaction submission appears.
Click OK to complete the transaction.

Limits Definition - Cumulative - Create

= 7= ZigBank Q &' & Welome superadmin «

Last login 28 Jun 03:13 AM

Limit Definition

LmitType Transaction Coaling Period

e
Limit Coce LIM11_CUM @I
Liit Dessription cumlimit1 12

- - ’ " " Create Limit Definition
Frequency ® Dally Monthly

You can define following types of limits on
Currency GBP the transactions

- Transaction - Minimum and maximum

transaction initiation limit.

- Cumulative - Collective amount of a

Cumuative Transaction Amount £100,000.00 transaction and total number of transaction
limit
Per Day - Caoling Period - Limits for newly added
payees
Map these limit definitions to a transaction
Maximum Transactions 1000 as a part of limit package.
Per Day
[ =n o I

Copyright © 2006, 2017, Oracle and/or its afiiates. All rights reserved. | Security Information | Terms and Conditions.
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Field Description

Field Name

Limit Type

Limit Code

Limit
Description

Frequency

Currency

Cumulative
Transaction
Amount

Maximum

Transactions

Limits Definition

Description

The type of limit.
The limit type for selection are:

e Transaction — It is the initiation limit with minimum and
maximum amount

e  Cumulative — It is a duration based limit with maximum
amount and number of transactions for a day/month

e  Cooling Period — Payee cooling period limit is a time and
the amount limit set by the bank during which fund transfer
is not allowed or allowed till the specified limit, to a newly
added payee.

The name of the limit with unique identifier.

Description of the limit.

The specific duration for which the limits can be utilized and available.
The options are:

e Dalily

e  Monthly

The currency to be set for the limit.

The collective amount in selected currency for transactions that can be
performed in a day.

The maximum number of transactions that can be performed per day.

To create a cumulative limit:

1. Click the Cumulative tab. The Limits Definition - Create screen with Cumulative tab

appears.

a M w DN

Enter the relevant information in Limit Code and Limit Description field.
From the Frequency field, select the appropriate duration for the limits.
From the Currency field, select the appropriate currency for the limits.

In the Cumulative Transaction Amount field, enter the collective amount of transaction in
local currency.

6. Inthe Maximum Transactions field, enter the value for maximum number of transactions.
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7. Click Save to save the created limit.
OR
Click Back to navigate to previous screen.

OR
Click Cancel to cancel the transaction and navigate back to dashboard.

8. The Review screen appears. Verify the details, and click Confirm.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to previous screen.

9. The success message of transaction submission appears.
Click OK to complete the transaction.

Limits Definition - Cooling Period - Create

= <= ZigBank QB A vekome perndnn v

Limit Definition

Limit Type Transaction | Cumulative [ESSSITRRe
Limit Code LIMITSCOOL112 @"‘I
Limit Description LIMIt112
Create Limit Definition
Currency GBP
You can define following types of limits on
From Time ToTime Cumulative Transaction Amount the transactions
- Transaction = Minimum and maximum
transaction initiation limit
0dd : Ohh : 0mm Vo9 Voo v £100,0000 - Cumulative - Collective amount of a
transaction and total number of transaction
limit.
1dd: ohh 2 v 9 v 3 v £100,0000 - Cooling Period - Limits for newly added
payees.
Map these limit definitions to a transaction
24 ohih: 3mm d v v 000 as a part of limit package
E3 3

Copyright & 2006, 2017, Oracle and/or ita aflarea. Al

Field Description
Field Name Description

Limit Type The type of limit.
The limit type for selection are:

. Transaction — It is the initiation limit with minimum and
maximum amount

e Cumulative — It is a duration based limit with maximum
amount and number of transactions for a day/month

e Cooling Period — Payee cooling period limit is a time and
the amount limit set by the bank during which fund transfer
is not allowed or allowed till the specified limit, to a newly
added payee.

Limit Code The name of the limit with unique identifier.
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Field Name Description

Limit Description of the limit.

Description

Currency The currency to be set for the limit.

From Time The cooling period start time. It can be in days and/or hours and/or
minutes

For example a new payee will be 'active' after a cooling period of 0 days
& 0 hours & 30 minutes

To Time The cooling period end time. It can be in days and/or hours and/or

minutes.

For example a new payee will be 'active' after a cooling period of 0 days
& 0 hours & 30 minutes.

Cumulative The collective transaction amount in selected currency for a defined
Transaction cooling period.
Amount

To set up multiple amount and time limit slabs:

1.

a M w N

IS

Click the Cooling Period tab. The Limits Definition - Create screen with Cooling Period
tab appears.

Enter the relevant information in Limit Code and Limit Description field.
From the Currency field, select the appropriate currency for the limits.
From the From Time and To Time field, select the appropriate day, hours and minutes.

In the Cumulative Transaction Amount field, enter the collective amount that is applicable
for the defined cooling period.

Click Add Time Period if you want to create more than one amount and time limit slabs.

Click Save to save the created limit.

OR

Click Back to navigate to previous screen.

OR

Click Cancel to cancel the transaction and navigate back to dashboard.

The Review screen appears. Verify the details, and click Confirm.
OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to previous screen.

The success message of transaction submission appears.
Click OK to complete the transaction.

Note: You can click ] to delete a record.
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10.3 Limits Definition - Delete Limit

Using this option, System Administrator can delete a limit definition created earlier. Limit definition
can be deleted only if it is not in use (available as a part of any limit package).

To delete a limit:

1. Inthe Limits Definition screen, enter the search parameters and click Search. The Limits
Definition screen with search results appears based on the searched criteria.
OR
Click Clear to reset the search parameters.
OR
Click Cancel to cancel the search process.

Limits Definition - Search

= 7= ZigBank Q Bm' & Welkome superadmin s

Lastlogin 28 Jun 0313 AM

Limit Definition

Limit Code

Limit Description @I
Limit Type Transaction o Cumuitive Cooiing Period

Limit Definition

o
Transaction limits can be defined to set up

amount and duration based restrictions on

transactions that can be carried out by the
Limit Code Limit Description Limit Type customers.This maintenance allows you to

search and view limit definitions. Also you
can create new and delete existing limit

o Cumulative Monthly Count 500 Amount 500000 Cumulative definitions.Search limit definitions based on
different search parameters and the

nehcumret14 nehcunret14 Cumulative matching result wil be lsted.

CLD1 Cumulative Limit Daily Count 200 Amount 200000 Cumulative
MustuCumDailyLO Max Trans 3 Cum Trans Amt 40000 Cumulative

MustuCumMonthlyL01 Cum Trans Amt 150000 Max Trans 17 Cumulative

FUCORPCUM FUCORP Cumulative Limit Cumulative

LD_Cum_D_All_OBPM LD_Cum_D_All_OBPM Cumulative

LD_Cum_M_AII_OBPM LD_Cum_M_AIl_OBPM Cumulative

CumuM Cumulative Limit Monthly Cumulative

Page 1 of 1 (1-90f9 items) m
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2. Click the Limit Code of the record for which you want to view the details. The Limits
Definition -View screen appears.
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Limits Definition - View

= ZigBank

Limit Definition

Limit Code LD_Gum_M_ll_0BPM

Limit Type Cumulative —="

Limit Description LD_Gum_M_All_OBPM @I

Frequency Monthly

Currency EUR

Cumuiative Transaction Amount £999,999.00 Per Month B

Maximum Transactions 999999 Per Month You may delete the definitions, by clicking

on Delete button. Ensure this definition is
not in user before you proceed.You can
choose to go back to the previous screen or
cancel the operations.

Oracle and/or fta affliates. Al rights reserved. | Sacurity Information | Terms and Conditions

3. Click Delete. The Delete Warning message appears.
OR
Click Back to navigate to the previous screen.
OR
Click Cancel to cancel the transaction and navigate back to dashboard.

Delete Limit

Limit Deletion ®

Are you sure you want to delete this Limit?
o

4. Click Yes to confirm the deletion.
OR
Click No to cancel the deletion process.

5. The success message of transaction submission appears.
Click OK to complete the transaction.
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FAQsS

1. Can | delete transaction and/ or cumulative/ cooling period limit definitions against a
transaction in limit package?

No, existing limits against a transaction cannot be deleted; it can only be edited if effective
date is starting from a future date.

2. Can | maintain multiple definitions for each limit type?

Yes, you can maintain multiple limit definitions under each limit type.

3. What is a significance of defining different slab limits in case of cooling period
limit type?

Payee cooling period limit is a time and the amount limit set by the bank during which fund
transfer is not allowed or allowed till the specified limit, to a newly added payee. Administrator
can set up 2 or more time slabs to define the payee limits. E.g.

- 0 mins to 30 Mins — Amount limit —$ 0
- 31Min to 60 Mins — Amount limit is $ 5000.

Customer cannot transfer any amount till first 30 mins from the time payee is added. From 31
to 60 mins, customer can maximum transfer upto $ 5000 subject to sufficient transaction and
cumulative limits available.

Home
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11. Limit Package Management

Limit package is a group of transaction limits. As part of the limit package management, defined
limits (created through ‘Limit Definition’) can be mapped to each transaction or to a transaction
group (Created using Transaction Group Maintenance). Each package is associated with a
specific channel/Touch point or with a group of Touch points.

The limits packages once created can be mapped to
e User Segment — using System Rules maintenance

e Party — using Party Preferences (Cumulative User Limits and Cumulative Customer
limits)

e  User —using User Management
Prerequisites:
e  Transaction access is provided to System Administrator.
e  Approval rule set up for System Administrator to perform the actions.
e Transaction aspects - limit parameter is enabled for required transactions,
e Transactions groups are maintained as required.
e  Touch Point and touch point groups are maintained as required.

° Limit definitions are maintained.

Workflow
Create
Mapping to channel/ touch point or
3 Limits Packa )
NS ge with a group of touch points View
{) | Maintenance > group P —=
o *  Mapping limits to transaction or
System Administrator Transaction group Edit

Clone

Delete

Features supported in application

Following functions can be performed by the bank administrator as part of the limit package
maintenance

e  Search/ View Limit Package
e Create Limit Package
e  Edit Limit Package
e Clone Limit Package

e Delete Limit Package

How to reach here:

System Administrator Dashboard > Limits > Limit Package Management
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OR

System/ Bank Administrator Dashboard > Toggle menu > Limits > Limits Package

Limit Package Management - View

Using this option, Administrator can search for specific limit package based on different search
parameters like package code, user segments to for which the package is enabled, touch
point/touch point groups to which a package can be mapped etc. The search results displays a
list or particular limit package/s based on different search filters selected.

If the search parameters are not specified, records of all the packages maintained in the
application are displayed.

To search and view limit package:

1. In the Limit Package Management screen, click Search. The Limit Package
Management screen with search results appears based on the searched criteria.
OR
Click Clear to reset the search parameters.
OR
Click Cancel to cancel the search process.

Limit Package Management - Search

= <= ZigBank 52220 8 Welcome, Administrator User x

Last login 04 Oct 11:55 AM

Limit Package Management

©

Limit Package

o~ |
Package Code Package Description Touch Point Currency Updated On Roles
Package 6 for all txns APINTERNET GBP 13 Jul 2018
Package 1 for all txns APINTERNET GBP 13 Jul 2018
WP LimitPackageNew9 APINTERNET GBP 19 Jul 2018 corporateuser
imitPackage8 Package 8 for all txns APINTERNET GBP 13 Jul 2018 corporateuser
LPTast0( PTo 001 GBP
test_Ip1C APINTERNET GBP
TLPGroup2 1 001 GBP
P26 1 001 GBP
PGrouf 001 GBP
TLF oup2 184, 001 GBP corporateuser
1 1 4

Copyright © 2006, 2017, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions
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Field Name

Package Code

Package
Description

Role

Touch Point/
Group

Currency
Updated On
Search Results
Package Code

Package
Description

Touch Point

Currency
Updated On

Roles

Limit Package Management

Description
The unique code assigned to the limit package.

Description of the limit package.

The limit is applicable to specific party or role (s).

Name of the touch point or group mapped to a limit package.

e Touch Point — To search the limit packages created with
specific touch point

e  Touch Point Group — To search the limit packages created
with specific touch point groups which are manually created
by an administrator

e Global — To search the limit packages created for global
group (A group created automatically with all internal and
external touch points) of touch points.

Currency in which the limit package is created.

Date range in which limit packages were updated.

The unique code assigned to the limit package.

Description of the limit package.

Name of the touch point mapped to a limit package.

If package is assigned to specific Touch Point - Touch Point Name is
displayed

If package is assigned to specific Touch Point Group - Touch Point
Group description is displayed

If package is assigned to Global Touch Point Group — value ‘Global’ is
displayed on screen.

Currency in which the limit package is created.
Date on which limit package was updated.

The limit is applicable to specific party or role (s).

2. Click the Limit Package Code of the record for which you want to view the details. The

Limits Package Management - View screen appears.
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Limit Package Management - View

= "= ZigBank s Q. Welcome, Administrator User \/
Last lagin 04 Oct 1205 PM

Limit Package Management

@

Limit Package Details

rporateuser
\e parametors set
GBP able in a packag

de

Transactions/Transaction Groups - Limits b

be

Bill Payment th

13 Jul 2018

CDallylimité - Cumulative Daily imit 6
CMonthlylimité - Cumulative Manthly limit 6

TransactionLimité - Transaction Limit 6

Transactions/Transaction Groups - Limits
Self Transfer

13 Jul 2018

CDailylimité - Cumulative Daily limit 6

ponthlylimite - Cumulative

TrangactionLimite - Transaction Limit 6

Transactions/Transaction Groups - Limits

International Draft
13.Jul 2018

CDallylimite - Cumulative Dally limit 6
CMonthlylimité - Cumulative Monthly limit 6

TransactionLimité - Transaction Limit 6

Internal Transter
13 Jul 2018

CDailylimité - Cumulative Daily limit 6

tive Monthly limit 6

3 3

Copyright © 2006, 2017, Oracle and/or Its affillates. All rights reaerved. | Security Information | Terms and Conditions

Field Description
Field Name Description

Limit Package The unique code assigned to the limit package.
Code

Limit Package Description of the limit package.
Description

Touch Point/ Name of the touch point or group mapped to a limit package.
Touch Point
Group

Roles The party or role (s) to which limit is applicable.
Currency Currency in which the limit package is created.

Transactions / Transaction Groups - Limits
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Field Name Description

Transaction / Name of the transaction group that is mapped to the limit package.
Transaction
Group Name

Effective Date The date from which the limit package is effective for the
transaction/transaction group.

Expiry Date Expiry date of a specific limit linked to a transaction.

This field will be displayed only if expiry date is maintained for each
transaction.

Cumulative Limit The daily cumulative limit set for the specific transaction.

Daily It displays the limit name and description along with the cumulative

transaction amount and transaction count.

Cumulative Limit The cumulative limit set for the specific transaction on basis on month.

Monthly It displays the limit name and description along with the cumulative
transaction amount and transaction count.

Transaction The transaction limit set for the specific transaction.

Limit

It displays the limit name and description along with the minimum and
maximum transaction amount set for the specific transaction.

Cooling Limit The cooling limit set for the specific transaction.

It displays the limit name and description along with the amount and
time limit.

3. Click Clone to make another limit package with similar details.

OR

Click Edit to edit the limit package.

OR

Click Delete to delete the limit.

OR

Click Cancel to cancel the transaction and go back to Dashboard.
OR

Click Back to navigate to the previous screen.

11.2 Limit Package Management - Create

An administrator can create a new limit package using this maintenance. User has to define
touch point or a touch point group and a currency in which a package is to be created. The touch
points and groups defined are listed for selection. An administrator can also create a limit
package for Global Touch point group (a group which is created automatically with all available
internal and external touch points) A package can also be enabled for mapping at multiple user
segments.

An administrator can add multiple transactions and transaction groups in a package and can
assign limit definitions created for each transaction and for a group.
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Further, these packages can be assigned at each touch point/group level while defining user
segment parameters, party preferences and while creating business users.

To create a limit package:

1. In the Limit Package Management screen, click Create. The Limit Package
Management - Create screen appears.

Limit Package Management - Create

= 72 ZigBank

52126 8 Welcome, Administrator User
Lastlogin 04 Cct 0218 PM

Limit Package Management

LM100PRC
De: LIMIT-Retail

T TouchPoint @ Touch Peint Group G
T Internal Acces..
A ToRole Retail User X

usp v
Transactiens/Transaction Groups - Limits

ALLTXNSGRP1 \ View Details

Transaction Group Name:

Effective Date

Cumulative Limit Daily

Cumulative Limit Monthly

Transaction Limit

Cooling Limit

23 Jun 2018 B

LD_Cum_D_AIl_OBPM - LD_Cum_.

LD_Cum_M_AIl_OBPM - LD_Cum_.

LDTxn_All_OBPM - LDTxn_All_OB.

FUCORPCP143 - FUCORP Cooling

Add Transaction ~ Add Transaction Group

Create Limit Package

You can now create a limit package for
specific transaction and for group of
transactions. Also you can define applicable
Touch Paint for a package. To speed up the
process you can clone an existing limit
package If you want to create fresh
package, ensure to maintain necessary
transaction groups, Touch Point groups and
required limit definitions before you
proceed.

Copyright © 2006, 2017, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Field Description
Field Name

Limit Package
Code

Limit Package
Description

Description

The unique code of the limit package.

Description of the limit package.
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Field Name

Touch Point

Touch Point

Touch Point
Group

Available To
Role

Currency

Limit Package Management

Description

Touch point or a group of touch point for which a package is to be
created.
The options are:

e  Touch Point
e  Touch Point Group

e Global: This a group of touch points created automatically
(default touch point group has all internal and external
touch points).

Internal and external touch points defined using touch point
maintenance is available for selection.

This field is displayed and enabled if you select Touch Point option in
the Touch Point field.

Internal and external touch points groups defined using touch point
group maintenance are available for selection.

This field is displayed and enabled if you select Touch Point Group
option in the Touch Point field.

User segment/s for which a package is to be enabled for mapping.

The currency to be set for the limit package.

Transactions/ Transaction Group - Limits

Transactions/
Transaction
Group Name

Effective Date

Cumulative Limit
Daily

Cumulative Limit
Monthly

Transaction
Limit

The transaction or transaction group name, to assign the limits to it.

A date from which the limits should be applied for a selected transaction
or transaction group.

Cumulative transaction limits which are applicable for each day.

All the limit definitions maintained with cumulative — daily limit type and
with the same currency as defined at package level are listed for
selection.

Cumulative transaction limits which are applicable for each month.

All the limit definitions maintained with cumulative — monthly limit type
and with the same currency as defined at package level are listed for
selection.

Transaction minimum and maximum initiation limits.

All the limit definitions maintained with transaction — limit type and with
the same currency as defined at package level are listed for selection.
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Field Name Description

Cooling Limit All the limit definitions maintained with cooling period — limit type and
with the same currency as defined at package level are listed for

selection.
2. In the Limit Package Code field, enter the code for the limit package.
3. In the Limit Package Description field, enter the description of the limit package.
4, In the Touch Point field, select the appropriate option.

a. If you select Touch Point;
i. From the Touch Point list, select the appropriate option.
b. If you select Touch Point Group;
i. From the Touch Point Group list, select the appropriate option.
c. Select Global, to create a limit package for a group of all touch points.
From Available To Role list, select the appropriate role.

From Currency list, select the appropriate currency to be associated with the Limit
Package. It enables the Transactions / Transaction Group - Limits section.

7. From the Transaction / Transaction Group Name from the list, select the appropriate
option for the limit package in the Transactions / Transaction Group - Limits section.

Note: Click View Details link to view transaction group details.

View Details -Transaction Group Details

View Details

TxnGrp
Transactions
QR Payment
Domestic Payment - IMPS
PeerToPeer Transfer

Self Transfer

Bill Payment

International Transfer

International Draft

Dormestic Draft
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Field Description

Field Name Description

Group Code Search the transaction groups with group code.

Group Search the transaction groups with group description.
Description

No. of Number of transactions associated with the transaction groups.

Transactions

8. Select the Effective Date from the calendar for the limit package in the Transactions /
Transaction Group - Limits section.

9. From the Cumulative Limit Daily, Cumulative Limit Monthly, Transaction Limit and
Cooling Limit lists, select the appropriate limits.

10. Click Add Transaction and repeat the steps 4 to 6, if you want to assign limits for more
transactions.
OR
Click Add Transaction Group and repeat the steps 4 to 6, if you want to assign limits for
more transactions groups.

11. Click Save to save the limit package.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate back to previous screen.

12. The Review screen appears. Verify the details, and click Confirm.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate back to previous screen.

13. The success message of transaction submission appears.
Click OK to complete the transaction.

Note: You can click ] to delete a transaction or cooling limit of a transaction.

11.3 Limit Package Management - Edit

Using this option, System Administrator can update or edit a limit package created for a specific
channel/touch point. User is not allowed to edit the code, currency and touch point detalils,
whereas can add or remove the transactions/transaction groups available as a part of package.
And also can edit the limit definitions mapped against each type of limit.

To edit a limit package:

1. In the Limit Package Management screen, click Search. The Limits Package
Management screen with search results appears based on the searched criteria.
OR
Click Clear to reset the search parameters.
OR
Click Cancel to cancel the search process.
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Limit Package Management - Search

= ZigBank

Limit Package Management

2.

Limit Package Management

Less Search Options ~

Package Code
LimitPackages
LimitPackage1
LimitPackageNewd
LimitPackages
LPTeston3

test_ip10
STLPGreup26Sep141004
STLPGroup26Sep141349
STLPGroup26Sep141718

STLPGroup26Sep141843

Page 1 of41 (1-10 of 407 items)

Click the Limit Package Code of the record for which you want to modify the

Package Deseription
Package 6 for all txns
Package 1 for all txns
LimitPackageNewd
Package 8 for all txns
LPTest003

testIp10

STLPGroup
STLRGroup
STLPGroup

STLRGroup

Touch Point

APINTERNET

APINTERNET

APINTERNET

APINTERNET

001

APINTERNET

Currency

GBP

GBR

liates. All rights res

Updated On
13 Jul2018
13 Jul2018
19 00l 2018
13 Jul 2018
18 Jul 2018
24 5ep 2018
26 Sep 2018
26 Sep 2018
26 Sep 2018

26 Sep 2018

Limits Management-View screen appears.
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corporateuser

corporateuser

corporateuser

corporateuser

corporateuser

retailuser

corporateuser

corporateuser

corporateuser

corporateuser

ation | Terms an

@

Limit Package

it package for
for group of

for a package. To speed up the
process you can clone an existing limit
f you want te create

ure to mainta

on groups, Touch Point grot
required limit definitions before you
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Limit Package Management - View

= ZigBank

Limit Packag

e Management

Limit Package Management

g UimitPackage6
» Package 6 for all txnz
Internet

corporateuser

GBP
Transactions/Transaction Groups - Limits
t Bill Payment
13 Jul 2018
CDailylimité - Cumulative Daily limit 6
CMonthlylimite

Cumulative Manthly limit 6

ansact v TransactionLimité - Transaction Limit &

Transactions/Transaction Groups - Limits

13 Jul 2018

Da CDailylimité - Cumulative Daily limit 6
CMonthlylimité - Cumulative Monthly limit 6
TransactionLimite

Transaction Limit 6

Transactions/Transaction Groups - Limits

International Draft

13 Jul 2018
CDailylimité - Cumulative Daily limit 6
CMonthlylimité - Cumulative Monthly limit 6

TransactionLimit6 - Transaction Limit 6

ansact Internal Transfer
Effective Dat 13.Jul 2018
CDailylimité - Cumulative Daily limit 6

CMonthlylimité - Cumulative Monthly limit 6

TransactionLimité - Tra

action Limit 6
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Limit Package Details

an edit the parameters set for each
saction available in a packag,

kage by clicking on D
ackage 15 not
before you proceed to delete.To speed up

55 you can clone an existing limit
to go back
ol the

can

r

10 the prev
operation.

Click Edit. The Limit Package Management - Edit screen appears.
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Limit Package Management - Edit

= <= ZigBank CSL e B sttt

Limit Package Management

©h

APINTERNET Edit Package Details

Gep

Transactions/Transaction Groups - Limits
F

26 Oct 2010

Transactions/Transaction Groups - Limits

Transactions/Transaction Groups - Limits

20 Oct 2018

3 3

Field Description
Field Name Description

Limit Package The unique code of the limit package. This information cannot be edited.
Code

Limit Package Description of the limit package.

Description Details provided previously will be shown in an editable form.

Touch Point Touch point or a group of touch point/Global touch point group for which
a package is created. Touch point name or a group package name will
be shown in non-editable form.
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Field Name Description
Available To User segment/s for which a package is enabled for mapping.
Role

Details provided previously will be shown in an editable form.

Currency The currency which is set for the limit package.
This information cannot be edited.

Transactions/ Transaction Group - Limits

Transactions/ The transaction or transaction group name, to assign the limits to it.
Transaction
Group Name

Effective Date A date from which the limits should be applied for a selected transaction
or transaction group.

Expiry Date A date from which the limits will be deactivated.

Cumulative Limit Cumulative transaction limits which are applicable for each day.

Daily Already assigned package if any is shown in an editable form. All the

limit definitions maintained with cumulative — daily limit type and with the
same currency as defined at package level are listed for selection.

Cumulative Limit Cumulative transaction limits which are applicable for each month.

Monthly Already assigned limit definition if any is shown in an editable form. All
the limit definitions maintained with cumulative — monthly limit type and
with the same currency as defined at package level are listed for
selection.

Transaction Transaction minimum and maximum initiation limits.

Limit

Already assigned definition if any is shown in an editable form. All the
limit definitions maintained with transaction — limit type and with the
same currency as defined at package level are listed for selection.

Cooling Limit Already assigned definition if any is shown in an editable form. All the
limit definitions maintained with cooling period — limit type and with the
same currency as defined at package level are listed for selection.

4. Edit the required details, e.g. Touch point, Touch point group, roles, cumulative and/ or
transaction, Transaction Group and/ or cooling limit.

Note: Click View Details link to view transaction group details.
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View Details -Transaction Group Details

Details

001
TxnGrp

Transactions
QR Payment

Domestic Payment - IMPS
PeerToPeer Transfer

Self Transfer

Bill Payment

International Transfer

International Draft

Domestic Draft

Field Description

Field Name Description

Group Code Search the transaction groups with group code.

Group Search the transaction groups with group description.
Description

No. of Number of transactions associated with the transaction groups.

Transactions

5. Click Add Transaction, if you want to add a new transaction.
OR
Click Add Transaction Group, if you want to add a new transaction group.
OR

. | i .. . .
Click I e 40 delete an existing transaction/ transaction group.

6. Click Save to save the changes made to the limit package.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate back to previous screen.

7. The Review screen appears. Verify the details, and click Confirm.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate back to previous screen.

8. The success message of transaction submission appears.
Click OK to complete the transaction.
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11.4 Limit Package Management - Clone

To speed up the process of creating new limit package, System Administrator can clone an
existing limit package. All the values available in an existing package are shown in an editable
format, administrator is allowed to make changes in it and save the package with different name.

To clone a limit package:

1. In the Limit Package Management screen, click Search. The Limits Package
Management screen with search results appears based on the searched criteria.
OR
Click Clear to reset the search parameters.
OR
Click Cancel to cancel the search process.

Limit Package Management - Search

= <= ZigBank Q =i &Welconﬁe,lfx-(‘llmhlr:::rs;o'('E:ss:\/

Limit Package Management

©

Limit Package

Touch Point Currency Jpdated On Role

APINTERNET GBP

APINTERNET Gep

APINTERNET GBp

APINTERNET GeP

LPTest003 LPTes1003 001 Gep

LIpicC test_ip1( APINTERNET GBP

cancel
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2. Click the Limit Package Code of the record for which you want to clone the details. The
Limits Package Management-View screen appears.
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Limit Package Management

Limit Package Management

LimitPackageé
Package 6 for all txns
Internet

corparateuser

GBP

Transactions/Transaction Groups - Limits
Bill Payment

13 Jul 2018
CDallylimité - Cumulative Daily limit 6
CMonthlylimité - Cumulative Manthly limit 6

TransactionLimité - Transaction Limit 6

Transactions/Transaction Groups - Limits
t Self Transfer

13 Jul 2018
CDailylimité - Cumulative Dally limit &
CMonthlylimite - Cumulative Monthly limit 6

TransactionLimité - Transaction Limit 6

Transactions/Transaction Groups - Limits
International Draft

13 Jul 2018
CDallylimite - Cumulative Daily imit 6
CMonthiylimité - Cumulative Monthly limit 6

TransactionLimité - Transaction Limit 6

Internal Transfer
13 Jul 2018

CDailylimité - Cumulative Daily limit 6
CMonthlylimité - Cumulative Manthly limit 6

Trar lonLimité - Transaction Limit 6

& 3 B3 e

Copyright © 2006, 2017, Oracle and/or

filates. All ights reserved. | Security Information | Ten

Limit Package Details

You can edit the parameters set for each
tral ion avallable in a age or ¢
delete the package by clicking on O
button, En
before you

the process
package. You may al
to the previous sc
operation

3. Click Clone. The Limits Package Management - Create screen appears with existing limit

package details.
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= < ZigBank Q

Limit Package Management

=128 8 Welcome, Administrator User ~

Lastlogin 04 Oct 0218 PM

Limit Package Management

LM100PRC

LIMIT-Retail

Touch Point TouchPoint @ Touch Point Group

Touch Point Grou Internal Acces...

Available To Role Retail User X

usp v

Transactions/Transaction Groups - Limits

Transaction Group Name ALLTXNSGRP1 v View Details
Effective Date 23 Jun 2018 B

Cumulative Limit Dally LD_Cum_D_AIl_OBPM - LD_Cum._..
Cumulative Limit Monthly LD_Cum_M_AIl_OBPM - LD_Cum_
Transaction Limit LOTxn_All_OBPM - LOTxn_AIl_OB...

Cooling Limit FUCORPCP143 - FUCORP Cooling

Add Transaction ~ Add Transaction Group

Copyright © 2006, 2017, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Create Limit Package

You can now create a limit package for
specific transaction and for group of
transactions. Also you can define applicable
Touch Point for a package. To speed up the
process you can clone an existing limit
package.If you want to create fresh
package, ensure to maintain necessary
transaction groups, Touch Point groups and
required limit definitions before you
proceed.

4, Update limit package with required changes.

Click Save to save the limit package.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate back to previous screen.

6. The Review screen appears. Verify the details, and click Confirm.

OR

Click Edit to modify the detalils.

The user will be navigated back to the create screen.
OR

Click Cancel to cancel the transaction.

7. The success message of transaction submission appears.
Click OK to complete the transaction.

11.5 Limit Package Management - Delete

Using this option, System Administrator can delete a limit package created for a specific channel/
touch point. Deletion of limit package is allowed only if not in use (not mapped at any level)

To delete a limit package:

1. In the Limit Package Management screen, click Search. The Limits Package

Management screen with search results appears based on the searched criteria.
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OR
Click Clear to reset the search parameters.
OR

Click Cancel to cancel the search process.

Limit Package Management - Search

= ZigBank Q g Welcome A

La

Limit Package Management

Limit Package

You can now create a limit package for

Touch Point for a package. To speed up the
process you can clone an ¢ 1g limit

package.If you want to create fr
package, ensure to maintain
transaction groups, Touch Point groups and
initions before you

required lim
proceed
s Search Options

Package Code Package Description Touch Point Currency Updated On Roles
LimitPackage6 Package 6 for all txns APINTERNET GBP 13 Jul 2018 corporateuser
LimitPackage1 Package 1 for all txns APINTERNET GBP 13 Jul 2018 corporateuser
LimitPackageNewd LimitPackageNe APINTERNET GBP 19 Jul 2018 corpe er
LimitPackage8 Package 8 for all txns APINTERNET GBP 13 Jul 2018 corporateuser
LPTost003 LPTest003 001 GBP 18 Jul 2018 corporateuser
test_Ip10 test.Ip10 APINTERNET GBP 24 Sep 2018 retalluser
STLPGroup26Sep141004 STLPGroup 001 GBP 26 Sep 2018 corporateuser
STLPGroup26Sep141349 STLPGroup 001 GBP 26 Sop 2018 corporateuser
STLPGroup26Sep141718 STLPGroup 001 GBP 26 Sep 2018 corporateuser

STLPGroup26

1843 STLPGroup 001 GBP 26 Sep 2018 corporateuser

1 of41 (1-100f 4 1) 1|2 3 4 5 41 X

Cancel
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2. Click the Limit Package Code of the record for which you want to view the details. The
Limits Package Management-View screen appears.
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Limit Package Management

Code LimitPackage6

Tou Imernet
Role corporateuser
Curren GBP

Transactions/Transaction Groups - Limits

Package 6 for all txns

Transaction Name Bill Paymant
Effective Oate 13 Jul 2018

ative Limit Dal CDailylimité - Cumulative Daily limit 6

ative Limit Monthly CMonthlylimité - Cumulative Monthly limit 6
Transaction Limat TransactionLimité - Transaction Limit 6

Transactions/Transaction Groups - Limits
n Name Self Transfer

13 Jul 2018

Transactions/Transaction Groups - Limits

CDailylimité - Cumulative Daily limit &
A A thiy CMonthlylimité - Cumulative Monthly limit &

Umit TransactionLimité - Transaction Limit 6

Tea on Name International Draft
Effective Date 13.Jul 2018
smulative Limit Dal CDallylimite - Cumulative Dally limit 6
tive Limit Monthly CMonthiylimité - Cumulative Monthly limit 6
Transaction Limit TransactionLimité - Transaction Limit 6

13 Jul 2018

Copyright

Internal Transfer

CDailylimité - Cumulative Daily limit 6
CMonthlylimité - Cumulative Manthly limit 6

tion Limit TransactionLimité - Transaction Limit 6

ty Inform

Limit Package Details

You can edit the parameters set for each
transaction avallable in a package or can
delete the package by clicking on Delete
button. Ensure this package is not in user
before you proceed 1o delete To speed up
the process you ean clone an exiating limit
package. You may also choose to go back
to the previous screen or cancel the
operation

3. Click Delete. The Delete Warning message appears.

Delete Limit Package
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4, Click Confirm to confirm the deletion.
OR
Click Cancel to cancel the deletion process.

5. The success message of limit package deletion appears.
Click OK to complete the transaction.

1. Can I delete transaction and/ or cumulative limits against a transaction in limit
package?

No, existing limits against a transaction cannot be deleted; it can only be edited if effective
date is starting from a future date.

2. Amunable to delete a limit through limit maintenance?

There is a possibility that the limit that you are trying to delete is associated in the limit
package against a transaction(s).

3. Am unable to delete limits package through limit maintenance?

There is a possibility that the limit package that you are trying to delete is associated at
any of the entities i.e. User / Party / Role level.

4.  As part of edit, what can | update in the limits package maintenance?

You can edit the transaction and/ or cumulative limits against the transaction.
You can delete the transaction(s) from the limits package and/or you can also add new
transaction(s) as part of the limits package

5.  What is the significance of ‘Available to Roles’ in Limits package?

The roles defined in Limits package will make the package available to the users of that
role only.

6. Have created/ edited/ deleted Limits and/ or Limits package but it is not reflecting in
the system even after a successful maintenance save message?

There is a possibility that the maintenance is saved but the status is ‘Pending Approval’.
For the maintenance, if there is an approval required then the changes will reflect only
once the approver(s) approve the submitted request.
If the setup does not require an approval workflow or is self / auto approved, then the
same will reflect immediately.

7. How can | define the touch point groups?

A separate menu option ‘Touch Point Group Maintenance’ is available using which you
can maintain internal and external touch point groups.

8. How can | define the transaction groups?

A separate menu option ‘Transaction Group Maintenance’ is available using which you
can maintain group of transactions.
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9. Can | manually define Global touch point group?

No, Touch Point — Global is nothing but a group of all internal and external touch points
available in the application. This group cannot be maintained manually,

10. Will the limits be applicable for newly added touch point or transactions in a
respective groups?

Yes, limits will also be applicable for transaction or touch points added at a later stage in
respective groups which are mapped as a part of limit package.

11. How the limit will be utilized, if you add a new transaction to the group for which
customers have already initiated transactions during the day but before group
formation?

Limits assigned at individual transaction level will be utilized for the transaction Initiated
before the transaction group formation. These limits will not be considered for group limit
utilization.

12. Can | delete a transaction group which is a part of any limit package?
No, a transaction group cannot be deleted if a group is already associated with the limit
package.

13. How the limits will be applied if the limit definitions are mapped for a specific
transaction and to a group in which the same transaction is available?

Limits mapped for a transaction and group will be checked. Only if the sufficient limits are
available at both the level, then user will be allowed to perform the transaction.

Example:
User level daily transaction limit of Domestic Transfer internet banking channel = 100000
User level daily transaction limit of Domestic Transfer for mobile banking channel = 50000

User level daily consolidated touch points transaction limit for Domestic Transfer = 120000

Touch Point
Internet — )
. . Mobile - Touch Group -
Days User action Touch Point R
. Point limit User level
Limit .
limits
Day1l | For internet as a touch point,
Domestic Transfer transaction limit
assigned by the Bank is 100000. 100000 120000
Day1l | For Mobile as a touch point, 50000

Domestic Transfer transaction limit
assigned by the Bank is 50000

Dayl | This means, user can perform
maximum transaction worth 100000
from internet and maximum of
50000 from mobile daily. And touch
point group limit maintained is
120000 for a day
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Days

User action

Internet —
Touch Point
Limit

Mobile — Touch
Point limit

Touch Point
Group —
User level
limits

User level will override the limits
defined at user segment/type level

Day 1

1.

User preforms Domestic
Transfer transaction worth
20000 from mobile touch
point.

Now, user will be allowed
Domestic transfer
transaction of 100000 from
internet and 30000 from
mobile for that day

As per touch point group
limits, user will be allowed
to perform domestic
transfer  transaction  of
100000 from either internet
banking OR mobile
banking.

100000

30000

100000

Day 1

User preforms Domestic
transfer  transaction  of
50000 from internet \ on the
same day.

Now, user will be allowed
maximum of 50000
Domestic transfer
transaction from internet
banking and 30000 from
mobile banking for that day.
Whereas, as per
consolidated touch point
limit, user will be allowed to
perform Domestic Transfer
transaction worth 50000
from either internet or from
mobile.

50000

30000

50000

Day 1

Now preforms
Domestic transfer
transaction of 20000 from
mobile.

Then user will be allowed
to perform the transaction
of 50000 from internet and
10000 from mobile for that
day.

As per consolidated touch
point limit, user will be
allowed Domestic Transfer
transaction of 30000 from
either internet or mobile.
Now, user will be allowed
transaction of 30000 only
from internet as
consolidated channel limit
is reduced to 30000.

user

50000

10000

30000

Day 1

After above transaction, if
user utilizes 30000 from

20000

10000

0.00
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Days

User action

Internet —
Touch Point
Limit

Mobile — Touch
Point limit

Touch Point
Group —
User level
limits

internet then internet limit
will be 20000

Now, if user performs
Domestic transfer
transaction of any amount
from mobile or internet then
user will be displayed an
error message. As touch
point group limits are
exhausted.

Similarly, the limits mapped for a transaction and group of transaction as a part of ‘Global Access
Point Group Limit Package ’ will be checked. Only if the sufficient limits are available at all the
levels, then the user will be allowed to perform the transaction from the specific access point.
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12. User Limits

Using this option the System Administrator can view the current available and utilized limits of
specific retail user and also can modify (increase or decrease) the limits as per the requirement.

The user limits can be set for specific transaction level or at transaction group level or for a
specific channel or for a group of channels.

The different types of limits are as follows:

e Daily Count- Permitted number of transactions in a day

e  Daily Amount- Cumulative amount of transactions in a day

e  Monthly Count- Permitted number of transactions in a month

e Monthly Amount- Permitted number of transactions in a month
Prerequisites:

e  Transaction access is provided to System Administrator.

e Limit package are assigned.

e  Approval rule set up for System Administrator to perform the actions.

Workflow

System Administrator Edit

f,\’ — User Limits =
b

Features supported in application
Following functions can be performed by the System administrator as part of the maintenance:
e  Search/ View User Limits

) Edit User Limits

How to reach here:

System Administrator Dashboard > Limits > User Limits

OR

System/ Bank Administrator Dashboard > Toggle menu > Limits > User Limits

12.1 User Limits - View
Using this option, System Administrator can search and view the current available and utilized
limits of specific retail user.
To search and view user limits:

1. Enter the search criteria, click Search.
The search results appear on the User Limits screen based on the search parameters.
OR
Click Cancel if you want to cancel the transaction.
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OR
Click Clear if you want to reset the search parameters.

User Limits - Search

= ZigBank Q=R 9 Welcome, Administrator User <

Last login 14 Nov 1203 AM

User Limits

Retail User .

User Limits

You can now enquire the limits assigned
to a user for performing various
transactions. You can also check a user's
Emai utilized and available limits and customer
defined limits if any.

Further you can modify the user's limits
for specific transaction

Search Party Name

Less Search Options

Cancel Clear

pyright ® 2006, 2017, Oracle and/or

affiliates. All rights reserved. | Security Infor ion | Terms and Conditions

User Limits - Search Result

nistrator User «_~
Lastlogin 14 No M

Retail User .

More Search Options User Limits

10 a user for performing various
transactions. You can also check a user's

Search Results utilized and available limits and customer
defined limits if any.

Full Name Party ID / Name User Name Further you can modify the user's limits
for specific transaction.

Ashok Jain 001233 NielsABohr

Ashok Jain oozss2 NielABohr

Ashok Jain 001252 alanwhite140

Sagar Patange 002084 sagar140

william Smith ooresn nehretail

Richard Stanford o028 richard

Ashok Jain 002786 MikeAPBohr

David Stevens oonees vinitaretails

David Jones 002766 davidjn

Sunil Chetri 01253 sridharm1

1 of 14 (1-10 of 136 items)

Cancel

Copyright © 2006, 2017, Oracle and/or its affiliates. All ights reserved. | Security Information | Terms and Conditions
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Field Description
Field Name Description

User Type Type of user to be searched.
This will be defaulted to ‘Retail User’.

User Name To search the retail user with the user name. Partial search is
allowed.

More Search Options
Below fields appears if you click the More Search Options link.

First Name Allows to search based on first name or given name of the retail
user.

Last Name Allows to search based on last name/ surname of the retail user.

Email Allows to search based on email id of the retail user.

Mobile Number Allows to search based on mobile humber of the retail user.

Party ID Allows to search based on Party id of the retail user.

Search Party Name
Allows search based on Party name of the retail user.

Enter Party Name Party name of the retail user based on which search is to be done.

Search Result

Full Name First name and last name of the retail user.
Party ID Displays the party id of the retail user.
User Name Displays the retail user's user name.

2. Click the User Name of the record for which you want to view the user limits details. The
User Limits - View screen appears.
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User Limits - View

# ZigBan Q, X=® § Welcome Administrator User «
Lastlogin 14Nov 1 M
User Limits
User Details .
Retail User Party [0 000417 I
Fu David Andrew Warner WarnerD
User Limits
Touch Point Transactions
Internet ~  Bill Payment v You can now enquire the limits assigned
10 a user for performing various
transactions. You can also check a user's
utilized and available limits and customer
View Limits defined limits if any.
Further you can modify the user's limits
Daily Count Daily Amount Monthly Count  Monthly Amount for specific transaction
Bill Payment Bank Allocated 3
User Customized 0 0
Utilized 0 0
Available
Transaction Group Bank Allocated 50 £5,000.00 100 £10,000.00
User Customized 0 £0.00 0 £0.00
Utilized 0 £0.00 2 £1,500.00
Available 50 98 £8,500.00
Channel Group Bank Allocated 1000 30000 £90,000,000.00
User Customized 0 £0.00 0 £0.00
Utilized 0 £0.00 0 £0.00
Available 1000 30000 £90,000,000.00
Channel & Bank Allocated 50 £5,000.00 100 £10,000.00
Transaction Group
User Customized 0 £0.00 0 £0.00
Utilized 0 £0.00 2 £1,500.00
Available 50 98 £8,500.00
Consolidated Limits  Bank Allocated 1000 30000 £90,000,000.00
User Customized 0 £0.00 0 £0.00
Utilized 0 £0.00 0 £0.00
Available 1000 30000 £90,000,000.00
Consolidated & Bank Allocated 50 100 00
Transaction Group
User Customized 0 £0.00 0 £0.00
Utilized 0 £0.00 2 £1,500.00
Available 50 98

o e e
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Field Description

Field Name Description

User Details

User Type Type of user whose limits are displayed.

Party ID Displays the party id of the retail user.
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Field Name Description

Full Name First name and last name of the retail user.

User Name Displays the retail user's user name.

Touch Point Name of the touch point of which the limits to be inquired.

This will be defaulted to ‘Internet’ whereas User can change the touch
point to view specific limits.

Transactions Name of the transaction of which the limits to be inquired.

This defaulted to the 1st transaction available in the drop-down whereas
user can change the transaction to view the transaction specific limits.

View Limits
Transaction Displays the category wise limits allocation for the transaction which is
Name mapped to the retail user.
This section will be displayed if a limits package with selected touch
point and transaction is mapped to the user.
The categories are:
e  Bank Allocated
e  User Customized
e  Utilized
e Available
Transaction Displays the category wise limits allocation for the transaction group
Group which is mapped to the retail user.

This section will be displayed if a limit package with selected touch point
and a transaction group (which has selected transaction) is mapped to
the user.

The categories are:
e  Bank Allocated
e  User Customized
e  Utilized

° Available
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Field Name Description

Channel Group Displays the category wise limits allocation for the Transaction - channel
group which is mapped to the retail user as per Touch Point /
Transaction selected.

This section will be displayed if a limit package with touch point group
(which has selected touch point) and a transaction is mapped to the
user.

The categories are:
e Bank Allocated
e  User Customized
e  Utilized

° Available

Channel and Displays the category wise limits allocation for the channel group and
Transaction transaction group which is mapped to the retail user.
Group

This section will be displayed if a limit package with touch point group
(which has selected touch point) and a transaction group (which has
selected transaction) is mapped to the user.

The categories are:
e  Bank Allocated
e  User Customized
o  Utilized

° Available

Consolidated Displays the consolidated category wise limits (Limits assigned at global
Limits level for specific transaction) allocation which is mapped to the retail
user as per Touch Point / Transaction selected.

This section will be displayed if a limit package with Global touch points
and a transaction is mapped to the user.

The categories are:
e Bank Allocated
e  User Customized
e  Utilized

e Available
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Field Name Description

Consolidated Displays the category wise limits (Limits assigned at global level for
and Transaction group of transactions) allocation for the consolidated and transaction
Group group which is mapped to the retail user.

This section will be displayed if a limit package with Global touch points
and a transaction group (which has selected transaction) is mapped to
the user.

The categories are:
e Bank Allocated
e  User Customized
e  Utilized

° Available

From the Touch Point list, select the appropriate option whose user limits to be viewed.
From the Transactions list, select the appropriate option whose user limits to be viewed.

Click Edit to edit the user limits.
OR
Click Cancel to cancel the transaction and go back to Dashboard.

OR
Click Back to navigate to the previous screen.

12.2 User Limits - Edit

Using this option, System Administrator can update or edit (increase or decrease) the limits as
per the requirement for a specific retail user.

To edit user limits:

1. Inthe User Limits screen, click Search. The User Limits screen with search results
appears based on the searched criteria.
OR
Click Clear to reset the search parameters.
OR
Click Cancel to cancel the search process.
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User Limits - Search Result

= ZigBank Q =" 8 Welcome, Adminisirator User -

Lastlogin 14 No M

User Limits

Retail Use e
: I
More Search Options V' User Limits

to a user for performing various
transactions. You can also check a user's

Search Results utilized and available limits and customer
defined limits if any.

Full Name Party ID / Name User Name Further you can medify the user's limits
for specific transaction.

Ashok Jain 01233 NielsABohr

Ashok Jain oozss2 NielABohr

Ashok Jain oor2s2 alanwhite140

Sagar Patange 002054 sagar140

William Smith ooeet nehretail

Richard Stanford 001825 richard

Ashok Jain 002786 MikeAPBohr

David Stevens o868 vinitaretails

David Jones 002766 davidjn

Sunil Cheti oorass sridharm 1

1 of 14 (1-10 of 136 items)

Cancel
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2. Click the User Name of the record for which you want to modify the details. The User
Limits-View screen appears.
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Q

User Limits

52 8 Welcome, Administrator User <
o 7

Lastlogin 14

5 AM

User Limits

User Details

User Type Retail User

Full Na

Touch Point

Internet

View Limits

Bill Payment

Transaction Group

Channel Group

Channel &

Transaction Group

Consolidated Limits

Consolidated &
Transaction Group

David Andrew Warner

Transactions

~  Bill Payment

Bank Allocated
User Customized
Utilized
Available

Bank Allocated
User Customized
Utilized
Available

Bank Allocated
User Customized
Utilized
Available

Bank Allocated
User Gustomized
Utilized

Available

Bank Allocated
User Customized
Utilized

Available

Bank Allocated
User Customized
Utilized

Available

Daily Count

1000

1000

50

Party ID 000417

WarnerD

Daily Amount
£3,000,000.00
£0.00

£0.00
£3,000,000.00
£5,000.00
£0.00

£0.00
£5,000.00
£3,000,000.00
£0.00

£0.00
£3,000,000.00
£5,000.00
£0.00

£0.00
£5,000.00
£3,000,000.00
£0.00

£0.00
£3,000,000.00
£5,000.00
£0.00

£0.00

£5,000.00

Monthly Count

30000

30000

100

30000

30000

100

30000

30000

100

Monthly Amount
£90,000,000.00
£0.00

£0.00
£90,000,000.00
£10,000.00
£0.00
£1,500.00
£8,500.00
£90,000,000.00
£0.00

£0.00
£90,000,000.00
£10,000.00
£0.00
£1,500.00
£8,500.00
£90,000,000.00
£0.00

£0.00
£90,000,000.00
£10,000.00
£0.00
£1,500.00

£8,500.00

User Limits

‘You can now enquire the limits assigned
o a user for performing various
transactions. You can also check a user's

utilized and available limits and customer
defined limits if any.

Further you can modify the user's limits
for specific transaction.
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3. Click Edit. The User Limits - Edit screen appears.
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User Limits

User Limits

User Details

Tauch Point

Internet

View Limits

Bill Payment

Transaction Group

Channel Group

Channel &

Transaction Group

Consolidated Limits

Consolidated &
Transaction Group

Retail User

David Andrew Warner

Trans:

Bill Payment

Bank Allocated
User Customized
Utilized
Available
Revised Limit
Bank Allocated
User Customized
Utilized
Available
Revised Limit
Bank Allocated
User Customized
utilized

Available
Revised Limit
Bank Allocated
User Customized
Utilized
Available
Revised Limit
Bank Allocated
User Customized
Utilized
Available
Revised Limit
Bank Allocated
User Customized
Utilized
Available

Revised Limit

14 Nov 2018

30 Nov 2018

pech

Daily Count

1000

1000

Revised Limit

Revised Li

1000

1200

50

ty ID 000417

ame WarnerD

Daily Amount

000,000.00

1 Limit

Revise,

£5,000.00

£0.00

£0.00

£5,000.00

Revised Limit

0.00

£0.00

£0.00

£3,000,000.00

Revised [

£5,000.00

£0.00

£0.00

£5,000.00

2300

2500000

£5,000.00

£0.00

£0.00

£5,000.00

6000

Monthly Count

Revised Limit

100

98

21

30000

Monthly Amount

£900

0.00

£0.00

£0.00

Revised Limit

£10,000.00

£0.00

£1,500.00

£8,500.00

Revised Limit

£90,00

00.00

£0.00

£0.00

£90,000,000.00

Revised Limit
£10,000.00
£0.00
£1,500.00
£8,500.00
5000

£90,000,000.00

£0

£90,000,000.00

120000

£10,000,00

£0.00
£1,500.00
£8,500.00

210000

User Limits

You can now enquire the limits a
to a user for performing various
transactions. You can also check a user's
utilized and available limits and customer
defined limits if any.

ssigned

Further you can modify the user's limits
for specific transaction

Field Description

Field Name
User Details
User Type

Party 1D

Description

Type of user whose limits are displayed.

Displays the party id of the retail user.
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Field Name Description

Full Name First name and last name of the retail user.

User Name Displays the retail user's user name.

Touch Point Name of the touch point of which the limits to be inquired.

Transactions Name of the transaction of which the limits to be inquired.

View Limits

Transaction Displays the category wise limits allocation for the transaction which is
Name mapped to the retail user as per Touch Point / Transaction selected.

This section will be displayed if a limits package with selected touch
point and transaction is mapped to the user.

The categories are:
e  Bank Allocated
e  User Customized
o  Utilized
e Available

e Revised Limits: Specify the new user limit for the
transaction. This field is editable.

Transaction Displays the category wise limits allocation for the transaction group
Group which is mapped to the retail user as per Touch Point / Transaction
selected.

This section will be displayed if a limit package with selected touch point
and a transaction group (which has selected transaction) is mapped to
the user.

The categories are:
e  Bank Allocated
e  User Customized
o  Utilized
e Available

e Revised Limits: Specify the new user Ilimit for the
transaction. This field is editable.
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Field Name Description

Channel Group Displays the category wise limits allocation for the channel group which
is mapped to the retail user as per Touch Point / Transaction selected.

This section will be displayed if a limit package with touch point group
(which has selected touch point) and a transaction is mapped to the
user.

The categories are:
e Bank Allocated
e  User Customized
e  Utilized
e Available

Revised Limits: Specify the new user limit for the transaction. This field is

editable.
Channel and Displays the category wise limits allocation for the channel and
Transaction transaction group which is mapped to the retail user as per Touch Point /
Group Transaction selected.

This section will be displayed if a limit package with touch point group
(which has selected touch point) and a transaction group (which has
selected transaction) is mapped to the user.

The categories are:
e Bank Allocated
e  User Customized
e  Utilized
e Available

e Revised Limits: Specify the new user limit for the
transaction. This field is editable.

Consolidated Displays the consolidated category wise limits allocation which is
Limits mapped to the retail user as per Touch Point / Transaction selected.

This section will be displayed if a limit package with Global touch points
and a transaction is mapped to the user.

The categories are:
e  Bank Allocated
e  User Customized
e  Utilized
e Available

Revised Limits: Specify the new user limit for the transaction. This field is
editable.
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Field Name Description

Consolidated Displays the category wise limits allocation for the consolidated and
and Transaction transaction group which is mapped to the retail user as per Touch Point /
Group Transaction selected.

This section will be displayed if a limit package with Global touch points
and a transaction group (which has selected transaction) is mapped to
the user.

The categories are:
e Bank Allocated
e  User Customized
e  Utilized
e Available

e Revised Limits: Specify the new user limit for the
transaction. This field is editable.

Daily Count Displays the maximum permitted number of transactions in a day to a
retail customer. User can specify the revised daily transaction count limit

Daily Amount Displays the cumulative amount of transactions in a day for a retail
customer. User can specify the revised daily transaction cumulative
amount limit.

Monthly Count  Displays the maximum permitted number of transactions in a month to a
retail customer. User can specify the revised monthly transaction count
limit

Monthly Amount Displays the cumulative amount of transactions in a month for a retail
customer. User can specify the revised monthly transaction cumulative
amount limit

Effective Date The date from which the limit is effective for the transaction.
This field is editable.

End Date End date for the set limits availability on transactions.
This field is editable.

4. Click Edit to edit the user limits.
From the Touch Point list, select the appropriate option whose user limits to be modified.
From the Transaction from a list, select the appropriate option whose user limits to be
modified.
Enter the new values for the limits.
OR
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Click Cancel to cancel the transaction and go back to Dashboard.
OR
Click Back to navigate to the previous screen.

Edit the required details.

Click Save to save the changes made to the user limits.
OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate back to previous screen.

7. The Review screen appears. Verify the details, and click Confirm.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate back to previous screen.

8. The success message of limits updation appears.
Click OK to complete the transaction.

1. Can Il delete transaction and/ or cumulative group of transactions for which the
limits are assigned?

No, the transactions and/or group of transactions available in the limit package cannot be
deleted or new transaction/transaction group can be added using this maintenance.

2. Will the changes made in the user’s limits will be applicable to all other users
whom the same package is mapped?

No, the changes made in the limits will be applicable only the user of whom the details
are being changed. Other users will continue to enjoy the same limits.

3. Will the changes made in the user’s limits will be effective immediately?

The limits will be effective from the date mentioned as ‘Effective Date’ while updating the
limits. If the effective date is current date and day 0 flag is set as ‘Next Day’ for change in
limits applicability. Then the changed limits will be applicable from the next day.

4. How can | reassure of changing the specific limits, as the screen has lot of
information?

As a part if user limits change review screen, only the transactions of which the limits are
changed are shown on the screen with highlighted values. You can recheck the
information and confirm the changes.

5. Can | make the changes in the limits assigned to corporate users?

No, changes cannot be done for the limits assigned to corporate users using this
maintenance.

Home
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13. Transaction Group Maintenance

Transaction group maintenance enables the System Administrator to create and maintain group
of transactions. Administrator can maintain a transaction group for the purpose of defining
consolidated transaction limits. Once limits are assigned at transaction group, these limits acts as
collective limit for selected transactions in a group.

For e.g., If the cumulative limit daily (for payment transaction group) is set to GBP 2000, then in a
day, customer will be allowed to perform transactions up to GBP 2000 only, spanning across all
selected transactions in a group.

Prerequisites:
e Transaction access is provided to system administrator.
e Approval rule set up for system administrator to perform the actions.

e Transactions are available for grouping.

Workflow

Create Transaction

p!’ Group

Access Transaction

) !
O Group Maintenance Edit

Vi Transaction

- iew .
System Administrator Search Transaction Transaction Group Details

G ]
roups Group Details
Delete

Transaction

Group Details

Features supported in application

The administrator can perform the following actions:
e Create Transaction Group

e  Search/ View Transaction Group

e  Edit Transaction Group

e Delete Transaction Group

How to reach here:

System/ Bank Administrator Dashboard > Toggle menu > Limits > Transaction Group
Maintenance

13.1 Transaction Group Maintenance - View

Using this option, System Administrator can search and view details of particular transaction
group based on different search parameters like group code or group description. The search
results displays a summary of matching transaction groups.

Further, System Administrator can view the details of transaction groups created for the purpose
of maintaining limits.
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To search and view transaction group:

1. In the Transaction Group Maintenance screen, enter the search parameters and click
Search.
The Transaction Group Maintenance screen with search results appears based on the
search criteria.
OR
Click Cancel to cancel the search process.
OR
Click Clear to reset the search parameters.

Transaction Group Maintenance - Search

= 7= ZigBank 5 & Welcome, superadmin s

Last login 17 Jun 02710 AM

Transaction Group Maintenance
Group Code
Group Description a § 1.°

o f

Create and Maintain Transaction

Group Code Group Description No of Transactions Groups

ALLTXNSGRP1 All transaction group 1 23 Create a group and add multiple
transactions to a group.Similarly you can

MustuTG03 InternationalDraft /DomesticDraft 8 create multiple groups.Access Limit

Package Management for defining limits for
a group of transactions.

CorpTransactionGroup CorpTransactionGroup 9

GroupCode1 AJGroupCode 8
AJGroupGode AJGroupGodeDesc 8

FUCORPALLTXNGRP Alll Txn Group FUCORP. 25

MustuTG02 International Draft/Self Transfer/Bill Payment/Domestic Draft 4

FUCORPTXNGRP FUCORP Transaction Group 25

PAYMENTS1 PAYMENTS1 2

PAYMENTS02 PAYMENTS02 2

Capyright ©2006, 2017, Oracle and/or ita affiliates. All rights reserved. | Security Information | Terms and Conditians

Field Description

Field Name Description

Group Code Search the transaction groups with group code.
Group Search the transaction groups with group description.
Description

Search Results

Group Code Group code defined for a Transaction Groups.
Group Group description defined for a Transaction Groups.
Description
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Field Name Description
No. of Number of transactions associated with the transaction groups.
Transactions

2. Click the Group Code link of the record to view the transaction group details. The
Transaction Group Maintenance - View screen appears.

Transaction Group Maintenance - View

= 2. 7i Welcome, superadmin
= ZigBank A = & Y

Transaction Group Maintenance

Group Code ALLTXNSGRP1
Group Description All ransaction group 1 .

SriNo. Transactions ’—7

1 File Upload - Record Cancellation I

2 International Payment - File Level Approval

3 Internal Transfer - File Level Approval Transaction Group Details
4 File Upload - File Cancellation ‘You may edit or delete this Transaction

Group.Using edit option,you can add or
s Creata il Payment Gted f ot assoceted it any it
package and the package is not mapped at

6 QR Payment various levels

7 Create Forex Deal

8 Domestic Payment - IMPS

9 PeerToPeer Transfer

10 Self Transfer

Bl Bill Payment

12 International Payout

13 International Draft

14 Domestic Draft

15 Internal Transfer

16 External Transfer

17 Domestic SEPA Payment - CARD

18 Domestic SEPA Payment - CREDIT

19 Domestic UK Payment - NON URGENT

20 Domestic UK Payment - URGENT

21 Domestic UK Payment - FASTER

22 Domestic Payment - NEFT

23 Domestic Payment - RTGS

& 3 B3 £

Copyright ® 2006, 2017. Oracle and/or ita affiiates. Allighta reserved. | Security Information | Terma and Conditions

Field Description

Field Name Description

Group Code Group code defined for a Transaction Groups.

Group Group description defined for a Transaction Groups.
Description

Transactions Displays the transactions which are a part of transaction group.
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3. Click Edit to add or remove the transactions from the transaction group.
gﬁzk Delete to delete the transaction group.
glli:ik Cancel to cancel the transaction and go back to Dashboard.
(C)IIi:ik Back to navigate to the previous screen.

13.2 Transaction Group Maintenance - Create

Using this option, System Administrator can create a new transaction group and can add multiple
transactions to a group. Administrator can create multiple transaction groups. Also can add same
transactions as a part of multiple groups.

To create a transaction group:

1. In the Transaction Group Maintenance screen, click Create. The Transaction Group
Maintenance - Create screen appears.

Transaction Group Maintenance - Create

= =z ZlgBank Q B 8 welcome superadmin v

Last login 19 May 03:40 AM

Transaction Group Maintenance

Group Code TXnooos

Group Description PAYMENTS

Transactions Internal Transfer X = Domestic Payment - NEFT X _

Domestic Payment - IMPS X | Domestic Payment - RTGS X

International Payout X Want to define limits for a
transaction group?

m m m Create a group and add multiple

transactions to a group.Similarly you can
create multiple groups.Access Limit
Package Management for defining limits
for a group of transactions.

Copyright @ 2006, 2017, Oracle and/or fts affiliates. All ights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description

Group Code Unigue group code defined for a Transaction Groups.

Group Group description defined for a Transaction Groups.

Description

Transactions The list of transactions which are a part of transaction group.

2. In the Group Code field, enter the code for the transaction group.

3. In the Group Description field, enter the description for the transaction group.
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4, Click Select Transactions, a transaction drop-down appears with the list of transactions
grouped according to the type. Multiple transactions can be selected.

Note: All for transactions for which limit flag is enabled will be displayed according to the type.

5. Add required transactions to group.

6. Click Save to save the transaction group details.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

7. The Review screen appears. Verify the details, and click Confirm.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

8. The success message of Transaction Group Maintenance saved successfully appears
along with the transaction reference number.
Click OK to complete the transaction.

13.3 Transaction Group Maintenance - Edit

Using this option, System Administrator can update or edit a transaction group by adding /
removing the transactions associated with the transaction group for purpose of limit maintenance.

To edit a transaction group:

1. In the Transaction Group Maintenance screen, click Search. The Transaction Group
Maintenance screen with search results appears based on the searched criteria.
OR
Click Cancel to cancel the search process.
OR
Click Clear to reset the search parameters.

Transaction Group Maintenance - Search

i ZlgBank Q B 2 Welcome superadmin -

Last login 19 May 03:40 AM

Transaction Group Maintenance

Group Code

Group Description all

m m clear

Create and Maintain Transaction

Group Code Group Description No of Transactions Groups

ALLTXNS1 All Transactions Group 1 24
Youcancl

by clicking

w Transaction Groups

Copyright ® 2006, 2017, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions
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2. Click the Group Code link of the record to view the transaction group details. The
Transaction Group Maintenance - View screen appears.

Transaction Group Maintenance - View

= <= ZigBank

Q X 2 Welcome, superadmin \

Lastlogin 19 May 03:40 AM

Transaction Group Maintenance

Group Code

Group Description

SrNo.

2

3

20

21

22

23

24

ALLTXNS1T
All Transactions Group 1

Transactions . e

International Payment - File Level Approval @I

File Upload - File Cancellation

QR Payment Transaction Group Details

File Upload - Record Cancellation You may edit or delete this Transaction

Group.Using edit option,you can add or

remove the transactions.Group can be

deleted if not associated with any limit

Self Transfer package and the package is not mapped
at various levels

International Draft

Internal Transfer - File Level Approval
Domestic SEPA Payment - CREDIT
Domestic UK Payment - FASTER
Create Forex Deal

Domestic Draft

PeerToPeer Transfer

Domestic Payment - NEFT

Bill Payment

Domestic Payment - File Level Approval
International Payout

Mixed Payment - File Level Approval
Domestic SEPA Payment - CARD
Domestic UK Payment - URGENT
Internal Transfer

Domestic Payment - IMPS

External Transfer

Domestic UK Payment - NON URGENT

Domestic Payment - RTGS

o Lo o

Copyright @ 2006, 2017, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

3. Click Edit to add or remove the transactions from the transaction group.
The Transaction Group Maintenance - Edit screen appears.
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= <~ ZigBank

Transaction Group Maintenance

Transaction Group Maintenance

Q, & A2 Welcome, superadmin \
Last login 19 May 03:40 AM

ALLTXNS1
Group Code

Group Description All Transactions Group 1

[}
Transactions International Payment - File Level Approval X | File Upload - File Cancellation X

QR Payment X | | File Upload - Record Cancellation X | International Draft X

Self Transfer X || Internal Transfer - File Level Approval X Transaction Group Details
Domestic SEPA Payment - CREDIT X | Domestic UK Payment - FASTER X You can add or remove the transactions
from a group.Already utilized limits for a
Create Forex Deal X = Domestic Draft X | PeerToPeer Transfer X transactions you are removing from a
group not be reversed.Similarly for
Domestic Payment - NEFT X Bill Payment X | International Payout X any new transaction group limits will be

effective for the trans tiated

Domestic SEPA Payment-CARD X = Domestic UK Payment - URGENT X post group modification

ions

Internal Transfer X  Domestic Payment - IMPS X  External Transfer X

Domestic UK Payment - NON URGENT X = Domestic Payment - RTGS X

CoEm

Copyright © 2006, 2077, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Edit the required details, e.g. Group Description, Transactions.

Clicking transaction area, a transaction drop-down appears with the list of transactions
grouped according to the type to add a new transaction.
OR

click X to delete an existing transaction from the group.

Click Save to save the transaction group details
OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate back to previous screen.

The Review screen appears. Verify the details, and click Confirm.
OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate back to previous screen.

The success message Transaction Group Maintenance saved successfully appears along
with the Transaction reference number.
Click OK to complete the transaction.
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13.4 Transaction Group Maintenance - Delete

Using this option, System Administrator can delete the transaction group.

Note: System Administrator cannot delete the transaction group, if the limits are associated with
that group, and it is mapped to the user/ party which is in use.

To delete a transaction group:

1. In the Transaction Group Maintenance screen, click Search. The Transaction Group
Maintenance screen with search results appears based on the searched criteria.
OR
Click Cancel to cancel the search process.
OR
Click Clear to reset the search parameters.

Transaction Group Maintenance - Search

E Z|gBank Q & 2 welcome, superadmin -

Last login 19 May 03:40 AM
Transaction Group Maintenance
Group Code

Group Deseription all

(] =
o . Create and Maintain Transaction
Group Code Group Description No of Transactions Groups
ALLTXNST All Transactions Group 1 24
You can create new Transaction Groups
by clicking on create.

Copyright ® 2008, 2017, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Gonditions

2. Click the Group Code link of the record to view the transaction group details. The
Transaction Group Maintenance - View screen appears.
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Transaction Group Maintenance

£, Welcome, superadmin

Lastlogin

Q =

Transaction Group Maintenance

Group Code
Group Description

SrNo.

1

20

21

22

23

ALLTXNSGRP1
All transaction group 1

Transactions

File Upload - Record Cancellation
International Payment - File Level Approval
Internal Transfer - File Level Approval
File Upload - File Cancellation

Create Bill Payment

QR Payment

Create Forex Deal

Domestic Payment - IMPS
PeerToPeer Transfer

Self Transfer

8ill Payment

International Payout

International Draft

Domestic Draft

Internal Transfer

External Transfer

Domestic SEPA Payment - CARD
Domestic SEPA Payment - CREDIT
Domestic UK Payment - NON URGENT
Domestic UK Payment - URGENT
Domestic UK Payment - FASTER
Domestic Payment - NEFT

Domestic Payment - RTGS

m m e

Copyright © 20

ved. | Security Information | Ter

and Conditions.

Transaction Group Details

You may edit or delete this Transaction
Group.Using edit option,you can add or
remove the transactions. Group can be
deleted if not associated with any limit
package and the package is not mapped at
various levels

Click Delete. The Delete Warning message appears.
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Delete Transaction Group

Transaction Group Deletion

Are you sure you want to delete this Transaction Group?

-] |

4, Click Yes to confirm the deletion.
OR
Click No to cancel the deletion process.

5. The success message of transaction group deletion appears.
Click OK to complete the transaction.

FAQs

1. Canlclub one transaction as a part of multiple groups?

Yes, one transaction can be clubbed as part multiple groups.

2. Where can | use these transaction groups?

You can define a transaction limits using ‘Limit Package Management’ for these transaction
groups.

3. Can | edit a transaction group which is a part of any limit package?

Yes, you can edit the transaction group details if a group is already associated with the limit
package.
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4. How the limit will be utilized, if you add a new transaction to the group for which
customers have already initiated transactions during the day but before group
formation?

Limits assigned at individual transaction level will be utilized for the transaction Initiated
before the transaction group formation. These limits will not be considered for group limit
utilization.

5. Can | delete a transaction group which is a part of any limit package?

No, if a transaction group cannot be deleted if a group is already associated with the limit
package.

Home
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14. Party Account Access

System/Bank Administrator can set up account and transaction access rules at the corporate
party level. The System/ Bank Administrator can provide access to accounts held by the party
with the bank as available in the core banking application.

Upon navigating to the specific category tab viz. Demand Deposits, Term Deposits, Loans etc.,
the administrator can select a global check box of ‘Map all accounts’ to enable all the existing
accounts under the selected category for channel banking. If specific accounts are required to be

given access then the user needs to select the respective check boxes preceding the account
number.

As part of this maintenance, own accounts and transaction mapping as well as accounts of the
linked parties can be mapped to the parent party.

Pre-Requisites
o Party preferences should be created for the party for which access is to be maintained
e Channel Access should be enabled for party for which account access is to be maintained

e Account access maintenance for linked party accounts can be done once there is a party to
party linkage maintained.

e Transaction access is provided to Bank Administrator.

e  Approval rule set up for Bank Administrator to perform the actions.

Workflow
Own Account(s) and
Transaction(s) Mapping
o
\ ’ Party Account 5 Search Party to which
U Egcess access needs to be provided
Linked Party Account(s) and w
Bank Administrator Transaction(s) Mapping _

Features Supported In Application

The following options are available as part of this maintenance:
e  Party Account Access - Mapping (Own accounts and linked party accounts)
e  Party Account Access — View (Own accounts and linked party accounts)
e  Party Account Access - Edit (Own accounts and linked party accounts)

e  Party Account Access - Delete (Own Accounts and linked party accounts)
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How to reach here:

Bank Administrator Dashboard > Account Access > Party Account Access

OR

System/ Bank Administrator Dashboard > Toggle menu > Account Access >Party Account
Access

14.1 Party Account Access - Mapping (Create)

The Bank Administrator gets a request with the list of account(s) and transactions for which
access needs to be provided to the party.

To provide the party with account and transaction access:

1. Inthe Party ID field, enter the party id of the user.
OR
In the Party Name field, enter the party name of the user.

2. Click Search. For a searched party, two sections Own Account Mapping Summary and
Linked Party Account Mapping Summary appears.
Linked party account mapping will only be available if the selected party has Party to Party
Linkage maintained.
OR
Click Cancel to cancel the transaction.
OR
Click Clear to clear the search parameters.

Party Account Access - Search

= 7= ZigBank Q [ & Welcome superadmin

Last login 15 Jun 10:38 BM
Party Account Access
Party ID ¢ ’\] .

Note

and transaction access rules for a corporate
customer. You can decide the account(s)
along with transaction(s) for each of the

Party ID Party Name selected account that needs to be provided
access for the corporate customer. Accounts

00162 OATS_AT4_CORFT of the parent as well as of the linked party (if
any) will be available for access definition.

000241 OATS_CORP_AT2

000641 OATS_AT4_IND1

000642 OATS_AT4_BANK2

000761 OATS_BROKER_CUST

000681 OATS_AT4_CORP2

Copyright & 2006, 2017, Oracle and)/or its afliates. Al ights reserved. | Security Information | Terma and Conditions
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Party Account Access - Search Result

= 7= ZigBank Qw2 Wecome superadmin «

Last login 15 Jun 06:41 PM

Party Account Access

Party ID 002385 L

Party Name FIER INDUSTRIES @ I

0Own Account Mapping Summary Note

The function enables you to set up aceount
and transaction access rules for a corporate

Account Type Total Number of Accounts Number of Accounts Mapped customer. You can decide the account(s)
along with transaction(s) for each of the
Current & Savings 3 3 selected account that needs to be provided
access for the corporate customer. Accounts
Term Deposits 0 0 of the parent as well as of the linked party (if
any) will be available for access definition.
Loans 0 0

Linked Party Account Mapping Summary

Will Smith
No accounts mapped for the linked party
Cancel Back

Copyright © 2006, 2017, Oracle and/or ita affiliates. All ights reserved. | Security Information | Terma and Conditiona

Field Description

Field Name Description
Party ID The party id searched by the bank administrator.
Party Name The name of the party.

OWN ACCOUNT MAPPING SUMMARY
Click on Account Type to view the respective mapping details.

Account Type All account types available under the party. The account type
can be:
e  Current and Savings

e  Term Deposits

e Loans
Total Number of Total number of accounts available under the party.
Accounts
Number of Accounts Number of accounts mapped to the particular account type.
Mapped

LINKED PARTY ACCOUNT MAPPING SUMMARY

Click on Account Type to view the respective mapping details.

3. If there is no mapping done for a party (own/ linked), there will be a message No
Accounts mapped for the party with Map.
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4. Click Map. The Party Account Access - Create screen appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

5. All the accounts held by the selected party as a relationship with the bank as available in
the core banking system will be fetched and displayed in the respective categories i.e.
CASA, Term Deposits and Loans.

In case of mapping of linked party accounts to the parent party, user will select the parent
party as part of party search section and click Map against the linked party of which
account access is to be provided.

6. Navigate to the specific category tab viz. CASA, Term Deposits, Loans etc., and select a
global check box of Map all accounts to enable all the existing accounts under the
selected category for channel banking (on screen, it will serve as a Select All function).
OR
If specific accounts are required to be given access then the user needs to select the
respective check boxes preceding the account number.

7. To map the new accounts, select appropriate option from Map Accounts field;
Select Auto if you wish to allow access to all future CASA/ Term Deposit/ Loans accounts.
OR
Select Manual if you wish to explicitly map new accounts and transactions.

8. The cookie message appears at the bottom of the category tab indicating the administrator
that account mapping for other category tabs can be done by visiting the respective tabs.

Party Account Access - Account Mapping (Own Account Mapping) - Create

= 7= ZigBank Q" & Viekoms superadmin s

login 15 Jun 0542 PM

Party Account Access

Party ID 002366
Party Name Jack Johnsen
Account Mapping
Current & Savings Term Deposit Loans

New Accounts

Map Accounts (7
? @ m wancel
Existing Accounts
' Map All Accounts
Account Number Currency Product Name Account Status
AT30236600026 GBP Savings Account - Regular ACTIVE
AT30236600015 GBP Savings Account - Regular ACTIVE
No items to display.
Account Mapping for Current & Saving, Term Deposit and Loans can be viewed by visiting the respective Account Type tabs ®
[ oo [ o [ o | |
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Party Account Access - Account Mapping (Linked Account Mapping) - Create

= = ZigBank Q5% &L Welcome supsradmin s

Last login 21 Jun 0622 PM

Party Account Access

Parent Party ID 002047 001734

Parent Party Name Bechtel Corporation > Tony Corporation

Linked Party Account Mapping
Current & Savings | Term Deposit  Loans

New Accounts

Map accounts () ot m
uto

Existing Accounts

' Map All Accounts

Account Number currency Product Name Account Status
9 AT30173400043 GBP Savings Account - Regular ACTIVE
@ AT30173400021 GBP Savings Account - Regular ACTIVE
& AT30173400032 [:1 Savings Acceunt - Regular ACTIVE
“ AT30173400054 usp Savings Account - Regular ACTIVE
@ AT30173400065 usp Savings Account - Regular ACTIVE
9 AT30173400076 usp Savings Account - Regular ACTIVE

No items to display.

Account Mapping for Current & Saving, Term Deposit and Loans can be viewed by visiting the respective Account Type tabs ®

3 3 3 @

9. Click Next. The Party Account Access - Create (Transaction Mapping) screen appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.
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Party Account Access - Transaction- Account Mapping (Own Account Mapping)-Create

Party Account Access

Party ID 002366
Party Name Jack Johnson
Transaction Mapping
Current & Savings | Term Deposit  Loans
Map All Transactions to All Account
Account Number Currency Product Name Account Status.

4 % AT30236600026 GEP Savings Account - Regular ACTIVE

@ Map All Transactions

@ CASAInquiies

@ CASA Interest Certificate @ Party CASA Interest Certificate @ Inquire Sweep-in Instruction
@ Loan
@ Loan Settiement

@ Bank Guarantee

@ Initiate Outward Guarantee
@ Letter Of Credit

@ Initiate Letter of Credit

@ Payment:

@ Domestic Payment ® International Draft # Bill Payment
@ Domestic Draft ® International Payout # External Transter
@ QR Payment @ Internal Transfer W PoerToPeer Transfer
® Instruction Cancellation @ Self Transfer
@ Report
@ Request User Report
@ cAsA
Wl Replace Debit card @ Request DC Limit Change @ Reset Deblt Card Pin
@ Stop/Unblock Cheque @ Allow International Transaction on OC # Request Debit Card Pin
@ Validate Card Detal @ Block Debit Card # Cheque Book Request
W E-Statement Subscription W Sweepn Instiuction # Demand Deposit Electronic Statement Download
@ List Demand Deposit Electronic Statement # Apply Debit Card @ Request Demand Deposit Statement
# Credit Card Financlal
@ Credit Card Payment
@ PFM
@ Create Standing Instruction Goal Account @ List Goal Account @ Payin Goal Account
# Update Goal Account @ Fetch Transactions Goal Account # Read Goal Account
@ Cancel Standing Instruction Goal Account # Redeem Goal Account @ Create Goal Account
@ Term Deposits - Financia
@ Create R # Redeem RD @ New Deposit
@ TDTop UP
@ Electronic Bill Payment
@ Create Biller Registration @ Create Bill Payment W Delete Biller Registration
@ Update Biller Registration
@ Term Deposit
@ Amend RD
» 4 AT30236600015 GBP Savings Account - Regular ACTIVE
No items to display.
Transaction Mapping for each of the accounts can be viewed by visiting the respective Account Type tabs ®

m ancel m .
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Party Account Access - Transaction- Account Mapping (Linked Account)- Create

= "= ZigBank

Party Account Access

002047 > ed Party 001734

Parent

ty Name Bechtel Corporation Linked Party Name Tony Corporation

Transaction Mapping for Linked Party Accounts

Current & Savings | Term Deposit  Loans
Map All Transactions to All Account
Account Number Currency Product Name Account Status
¢ AT30173400043 GBP Savings Account - Regular ACTIVE

st Certificate @ Party CASA Interest Certificate @ Inquire Sweep-in Instructic

nee
@ Initate Lett i
2 1
@ oc i @ International Draft @ Bill Payment
@ @ International e
@ ORF ® Internal # PoerToF
@ lat ¥ Self Tran
@ Report
o Ref
@ File Upload
® Internal ] Apprc
@i Lovel Appr Approval
i File Lovel Approval 4
u it | Approval or
x for - Record L al @ Intemationa F 1 Upl
@ Credit
@ Rer v t # Updat
X aul v |
@ Create Sweep @ Delet
4

» ¥ AT30173400021 aep Savings Account - Regular ACTIVE
» AT30173400032 GBP 1t - Regular ACTIVE
» ' AT30173400054 usD Account - Regular ACTIVE
» ¥ AT30173400065 usD 7t - Regular ACTIVE
) AT30173400076 uso Savings Account - Regular ACTIVE
No Items to display,
Transaction Mapping for each of the accounts can be viewed by visiting the respective Account Type tabs ®

Copyright © 2006, 2017, Oracle and/or ta affliaten. All ights rserved. | Sacurity Information | Terma and Conditions

10. To map the transactions to the account, click » against the particular account number to
view the transaction mapping.

11. Select the respective check boxes preceding the transaction to be mapped.
OR
Select Map All Transactions, if you want to map all the transactions to all accounts.

12. Click Save to save the changes.
OR
Click Cancel to cancel the transaction.
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OR
Click Back to navigate to the previous screen.

The Party Account Access - Review screen appears. Verify the details, and click
Confirm.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

The screen with success message appears. Click OK to complete the transaction.
After following above steps the summary of mapped accounts and transactions available
for party.

14.2 Party Account Access- View

The Bank Administrator can view the list of account(s) and transactions for which access has
been provided to the party.

Field Description

Field Name Description
Party ID Party Id of the corporate user.
Party Name Party name of the corporate user.

To view the party account and transaction access:

1.

In the Party ID field, enter the party id of the user.
OR
In the Party Name field, enter the party name of the user.

Click Search. For a searched party, two sections Own Account Mapping Summary and
Linked Party Account Mapping Summary appears.

Linked party account mapping will only be available if the selected party has Party to Party
Linkage maintained.

OR

Click Cancel to cancel the transaction.

OR

Click Clear to clear the search parameters.

Click Account Type i.e. CASA/ TD / Loans in the summary details for the party, which will
navigate to the view page.

OR

Click Cancel to cancel the transaction and navigate back to ‘Dashboard’.

OR

Click Back to navigate to the previous screen.
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Party Account Access - Search

= ZigBank Q & & vekom

Jun 1038 PM

Party Account Access

Party ID . 7
Party Name oat E I
Note

The function enables you to set up account

and transaction access rules for a corporate
customer. You can decide the account(s)
along with transaction(s) for each of the

Party ID Party Name selected account that needs to be provided
access for the corporate customer. Accounts

00162 OATS_AT4_CORP1 of the parent as well as of the linked party (if
any) will be available for access definition

000241 OATS_CORP_AT2

000641 OATS_AT4_IND1

000642 OATS_AT4_BANK2

000761 OATS_BROKER_CUST

000681 OATS_AT4_CORP2

acle andjor its afflistea. All i erved. | Security Information | Terms snd Conditions

Party Account Access - Search Results

» ZigBank Bz &, Welcome, supi

Last login 15 Jus

Party Account Access

Party ID 002385 0=0,0
Party Name FIER INDUSTRIES @I
Note

Own Account Mapping Summary
The function enables you o set up account
and transaction access rules for a corporate

Account Type Total Number of Accounts Number of Accounts Mapped customer. You can decide the account(s)
along with transaction(s) for each of the

Current & Savings 3 3 selected account that needs to be provided
access for the corporate customer. Accounts

Term Deposits 0 o of the parent as well as of the linked party (if

any) will be available for access definition.
Loans 0 0

=

ighta reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description

Party ID The party id searched by the bank administrator.
Party Name The name of the party.

OWN ACCOUNT MAPPING SUMMARY

Click on Account Type to view the respective mapping details.
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Field Name Description
Account Type All account types available under the party. The account type
can be:

e  Current and Savings

e  Term Deposits

e Loans
Total Number of Total number of accounts available under the party.
Accounts
Number of Accounts Number of accounts mapped to the particular account type.
Mapped

LINKED PARTY ACCOUNT MAPPING SUMMARY
Click on Account Type to view the respective mapping details.

4. Click Account Type i.e. CASA/TD/Loan, all the accounts held by the selected party as a
relationship with the bank as available in the core banking system will be fetched and
displayed in the respective categories i.e. CASA, Term Deposits and Loans.

In case of mapping of linked party accounts to the parent party, select on the account type
in the linked party summary section.

5. Navigate to the specific category tab viz. CASA, Term Deposits, Loans etc., the
administrator can view both the accounts for which access has been provided and the
ones for which access is not provided.

Can also view the selection done for New Accounts mapping i.e. Auto/Manual.

6. The cookie message appears at the bottom of the category tab indicating the administrator
that account mapping for other category tabs can be done by visiting the respective tabs.

7. Click Next. The Party Account Access — View (Transaction Mapping) screen appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.
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Party Account Access — View (Own Account Mapping Summary)

Rl Wel
QE &

Party Account Access

Party ID 002385

Party Name FIER INDUSTRIES

Account Mapping

Current & Savings Term Deposit Loans

New Accounts
Map Accounts
g ©] Auto [EEVEE
Existing Accounts
Account Number Currency Product Name Account Status
v AT30238500022 GBP Current Accounts - Regular ACTIVE
’ AT30238500033 GBP Current Accounts - Regular ACTIVE
v AT30238500011 GBP Current Accounts - Regular ACTIVE

No items to display.

& £3 £ 3 £

Capyright © 2006, 2017, Or or it affiistes. All igh n | Terma and Conditions

Party Account Access - View (Linked Party Account Mapping Summary)

C\ =" 2, Welcome, superadmin ~

Lastlogin 1

Party Account Access

Parent Party ID 002385 Linked Party ID 002306
Parent Party Name FIER INDUSTRIES > Linked Party Name will smith

Linked Party Account Mapping

Current & Savings | Term Deposit  Loans

New Accounts

Map Accounts
® 2 -

Existing Accounts

Account Number Currency Product Name Account Status
v AT30238500022 GBP Current Accounts - Regular ACTIVE
v AT30238500033 GBP Current Accounts - Regular ACTIVE
v AT30238500011 GBP Current Accounts - Regular ACTIVE

No items to display.

£ &3 E3 B B3

Copyright @ 2008, /ed. | Ssourity Information | Terms and Canditions
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Field Description
Field Name Description

CASA/ Term Deposits/ Loans
New Accounts

Map Mapping of the accounts.
Accounts The options can be:
e Auto: gives default access to the all future newly added
accounts and transactions of the party as soon as the account
is opened.

e Manual: gives specific access to future accounts. This is to
explicitly map new accounts and transactions if access needs to
be provided

Existing Accounts

Map All Mapping all the existing accounts under the selected category to enable for
Accounts channel banking.

Account List of account numbers present in a particular account type.
Number

Currency  Account currency.

Product Name of the product available under the party.
Name

Account Status of the account access for the party
Status

8. Click Next. The Party Account Access- View screen for account selected and
transactions enabled for the selected account appears.
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Party Account Access - Transaction- Own Account Mapping- View

Party Account Access

Party ID 002385
Party Name FIER INDUSTRIES

Transaction Mapping

Savings | Term Deposit  Loans

Account Number Currency Product Name Account Status

GBP Current Accounts - Regular ACTIVE

Gep Surrent Accounts - Regular ACTIVE

GBP Current Accounts - Regular ACTIVE

No items to display.

Transaction Mapping for each of the accounts can be viewed by visiting the respective Account Type tabs

served | Securtty Informaton
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Party Account Access - Transaction- Account Mapping (Linked Account Mapping) - View

= %= ZigBank Q" & Welcome superadmin s

tlogin 15 Jun 05:42 PM

Party Account Access

002385 N 002306
FIER INDUSTRIES Linked Party Name will Smith
Transaction Mapping for Linked Party Accounts
Current & Savings | Term Deposit  Loans
Account Number Currency Product Name Account Status
4 ¥ AT30238500022 GBP Current Accounts - Regular ACTIVE

¥ Inquire Sweep-in Instruction

“ Loan Settiement

“ Bank Guarantee

¢! International Draft # Bill Payment

¢ International Payout ¢ External Transfer

/' Term Deposits - Financial
Redeem RD New D
eate 8ill Payment ¢ Delete Biler Registratior
» ¥ AT30238500033 GBP Current Accounts - Regular ACTIVE
» 4 AT30238500011 cep Current Accounts - Regular ACTIVE
No items to display.
Transaction Mapping for each of the accounts can be viewed by visiting the respective Account Type tabs ®

&3 3

Copyright © 2006, 2017, Oracle and/or ts affilistes. Allrights reserved. | Security Information | Terms and Conditions

9. Click ® against the particular account number to view the mapped transactions.
OR
Click Edit to update transaction mapping.
OR
Click Cancel to cancel the transaction.

10. Click Edit to update the Party Account Access account mapping for new accounts and
existing accounts.
OR
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Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

14.3 Party Account Access - Edit

The Bank Administrator gets a request with the list of account(s) and transactions for which
access details needs to be edited for the party.

To edit account and transaction access for the party:

1.

In the Party ID field, enter the party id of the user.
OR
In the Party Name field, enter the party name of the user.

Click Search. For a searched party, two sections Own Account Mapping Summary and
Linked Party Account Mapping Summary appears.

Linked party account mapping will only be available if the selected party has Party to Party
Linkage maintained.

OR

Click Cancel to cancel the transaction.

OR

Click Clear to clear the search parameters.

If there is no mapping done for a party (own/ linked), the message No Accounts mapped
for the party with Map appears.

Click Account Type i.e. CASA/ TD / Loans in the summary details for the party, which will
navigate to the view page.

All the accounts held by the selected party as a relationship with the bank as available in
the core banking system will be fetched and displayed in the respective categories i.e.
CASA, Term Deposits and Loans.

OR

Click Cancel to cancel the transaction and navigate back to ‘Dashboard’.

OR

Click Back to navigate to the previous screen.

In case the selected party is mapped as a parent party to another party, select on the
account type in the linked party summary section.

Click on Account type link to view/edit the details

Navigate to the specific category tab viz. CASA, Term Deposits, Loans etc., the
administrator can view both the accounts for which access has been provided and the
ones for which access is not provided.

Click Edit. The Party Account Access - Edit screen appears.
This enables the selection and de-selection option against the accounts and also allow
changing the map accounts from Auto to Manual and vice-versa.
OR

Click Next to next tab (CASA/Term Deposit/Loans)

OR

Click Delete to delete the Party Account Access setup.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.
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8. Click Account Type for which you want to edit the mapping of the accounts.

9. The cookie message displayed indicating the administrator that account mapping for other
category tabs can be viewed by visiting the respective tabs.

Party Account Access (Own Account Mapping) - Edit

= 7~ ZigBank Q " & Welcome superadmin

Lastlogin 15 Jun 0542 PM

Party Account Access

Party ID 002385

Party Name FIER INDUSTRIES

Account Mapping
Current & Savings Term Deposit Loans
New Accounts

Map Accounts
g ® [ [

Existing Accounts

Map All Accounts
Account Number Currency Product Name Account Status
¢ AT30238500022 [ Current Accounts - Regular ACTIVE
@ AT30238500033 [ Current Accounts - Regular ACTIVE
v AT30238500011 o8P Current Accounts - Regular ACTIVE
No items to display.
Account Mapping for Current & Saving, Term Deposit and Loans can be viewed by visiting the respective Account Type tabs ®

2 B3 B3
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Party Account Access (Linked Party Account Mapping) — Edit

= 7~ ZigBank Q &' & Weloome superadmin s

Last login 15 Jun 0542 PM

Party Account Access

Parent Party ID 002385 002306

Parent Party Name FIER INDUSTRIES > Will Smith
Account Mapping
Current & Savings Term Deposit Loans

New Accounts

Map Accounts (2) m P

Existing Accounts

Map All Accounts
Account Number Currency Product Name Account Status
) AT30238500022 GBP Current Accounts - Regular ACTIVE

? AT30238500033 GBP Current Accounts - Regular ACTIVE

“ AT30238500011 GBP Current Accounts - Regular ACTIVE

No items 1o display.

Account Mapping for Current & Saving, Term Deposit and Loans can be viewed by visiting the respective Account Type tabs ®

1 E3 3

10. To map the new accounts, select appropriate option from Map Accounts field;
Select Auto if you wish to allow access to all future CASA/ Term Deposit/ Loans accounts.
OR
Select Manual if you wish to allow specific access to all future CASA/ Term Deposit/
Loans accounts.

11. Select the respective check boxes preceding the Account Number to be mapped.
OR
Select Map All Accounts, if you want to map all the account numbers.

12. Click Next. The Party Account Access - Edit screen with mapped transaction - account
appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

13. To map the transactions to the account, click g against the particular account number to
view the transaction mapping.

14. Select the respective check boxes preceding the transaction to be mapped.
OR
Select Map All Transactions, if you want to map all the transactions to all accounts.
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Party Account Access - Transaction- Account Mapping (Own Account Mapping) - Edit

= = ZigBan

S I - V\L/elcome, supelsadmws ~

astlogin 15 Jun 0

Party Account Access

Party ID 002385
Party Name FIER INDUSTRIES

Transaction Mapping

Current & Savings | Term Deposit  Loans
Map All Transactions to All Accounts
Account Number Currency Product Name Account Status

4 ¥ AT30238500022 GBP Current Accounts - Regular ACTIVE

@ Map All Transactions

@ Party CASA Interest Certific:

@ Inquire Sweep-in Instruction
@ Loans

@ Loan Settier

@ Bank Guarantee

@ Initiate Outward Guarantee

@ Letter Of Credit

@ Initiate Letter of Credit

@ Payments

@ Domestic Payment @ Intemational Draft @ Bill Payment
@ Domestic Draft @ Intemational Payout @ External Transfer
@ QR Payment @ Intemal Transfer @ Pee ansfer
@ Instruction Cancellation @ Self Transfe
@ Report
@ Request User Report
@ File Upload
@ File Upload - Record Cancellation @ Internal Tra Upload @ Domestic Payment - File Level Approval
@ Mixed Payment - Upload @ Internal Transfer - Record Level Approval @ Mixed Payment - Record Leve! Approval
@ International Payment - File Level Approval @ Intemal Transfer - File Level Approval @ Domestic Payment - Upioad
@ Mixed Payment - File Level Approval @ Intemational Payment - Record Level Approva @ File Upload - File Cancellation
@ Domestic Transfer - Record Level Approval @ Intenational Payment - Upload
@ Credit Card
@ Register CC AutoRepay @ de-register CC Autc @ Update CC AutoRepay

@ All Inquiry Transaction;

@ Payments Inquirie: @ CASA Inquirie:
& in Instruction
@ Create Sweep-in Instruction @ Delete Sweep-in Instruction
@ Electronic Bill Payment
@ Create Biller Registration @ Create Bill Payment @ Delete Biller Registration
@ Update Biller Registration

@ Term Deposits

@ Amend RO
» ¥ AT30238500033 GeP Current Accounts - Regular ACTIVE
» ¥ AT30238500011 GBP Current Accounts - Regular ACTIVE
No items to display.
Transaction Mapping for each of the accounts can be viewed by visiting the respective Account Type tabs ®

Copyright © 201

red. | Security Information | Terms and Conditions.
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Party Account Access - Transaction- Account Mapping (Linked Party Account Mapping) -
Edit

= 7= ZigBank Q" & Wekcome superadmin \

Lastlogin 15 Jun 05:42 PM

Party Account Access

002385 002306
FIER INDUSTRIES > will Smith
Transaction Mapping for Linked Party Accounts
Current & Savings | Term Deposit  Loans
Map All Transactions to All Accounts
Account Number Currency Product Name Account Status
4 ¥ AT30238500022 GBP Current Accounts - Regular ACTIVE

@ CASA Interest Certificate @ Party CASA Interest Certificate

@ Inquire Sweep-in Instruction

Guarantee

@ Letter Of Credit

@ Initiate Letter c
v

@l Intemational Draft @ Bill Payment

@ Intemational Payout @ External Transfe

@ Intemal Transfer @ PeerToPeer Transfer

@ Self Transfer

@ Rer
¥ Request User Report
@ File Upload
@ Filel Record Cancellation @ Internal Transfe @ Domestic Payment - File
@ Mixe nent - Upload @ Intenal Transfe el Approval @ Mixed
® International Payment - File Level Approval @ Intemal Transfer - File Level Approval @ Domestic Payment - Upioad
# Mixed Payment - File Level Apy @ Intenational Payment - Record L @ File Upload - File Cancellation
@ Domestic Transfer - Record Level Approval @ International Payment - Upload
@ Credit Card:
& st 1toRePa) @ Update CC Auto
@ 2
@ CASA Inquirie:
@ Sweep-n Instruction
truction @ Delete Sweepn Instruction
v
@ Create Bill Payment @ Delete Biller Registration
)
» ¥ AT30238500033 ceP Current Accounts - Regular ACTIVE
» 4 AT30238500011 cBP Current Accounts - Regular ACTIVE
No items to display.
Transaction Mapping for each of the accounts can be viewed by visiting the respective Account Type tabs ®

[ con | orce QRS

Copyright © 2006, 2017, Oracle and/or its affiliates. All righta reserved. | Security Information | Terma and Conditions

15. Click Save to save the changes.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

16. The Party Account Access - Review screen appears. Verify the details, and click
Confirm.
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OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

17. The screen with success message appears. Click OK to complete the transaction.

14.4 Party Account Access - Delete

As part of this option, own account mapping and/or linked party account mapping can be deleted.

To delete account and transaction access for the party:

1. Inthe Party ID field, enter the party id of the user.
OR
In the Party Name field, enter the party name of the user.

2. Click Search. For a searched party, two sections Own Account Mapping Summary and
Linked Party Account Mapping Summary appears.
Linked party account mapping will only be available if the selected party has Party to Party
Linkage maintained.
OR
Click Cancel to cancel the transaction.
OR
Click Clear to clear the search parameters.

3. If there is no mapping done for a party (own/ linked), the message No Accounts mapped
for the party with Map appears.

4. Click Account Typei.e. CASA/TD/ Loans in the summary details for the party, which will
navigate to the view page.
All the accounts held by the selected party as a relationship with the bank as available in
the core banking system will be fetched and displayed in the respective categories i.e.
CASA, Term Deposits and Loans.
OR
Click Cancel to cancel the transaction and navigate back to ‘Dashboard’.
OR
Click Back to navigate to the previous screen.

5. In case of mapping of linked party accounts to the parent party, select on the account type
in the linked party summary section.

6. Navigate to the specific category tab viz. CASA, Term Deposits, Loans etc., the
administrator can view both the accounts for which access has been provided and the
ones for which access is not provided.

7. Click Delete. The application prompt the administrator with a message ‘Are you sure you
want to delete Party Account Access setup for linked Party ID — Party name’ with an option
of Yes / No.

8. Click Yes to proceed with the deletion request.
It will navigate to confirmation page with a success message and the status.
OR
Click No if you do not wish to proceed with deletion.

9. The success message and the status appears.
Click OK to complete the transaction.
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FAQsS

1. Isit necessary to setup Party Account Access Management before setting up User
Account Access?

Yes. The party account access management setup must be done before the user level
mapping of accounts and transactions.

2. What is the significance of Auto and Manual option in ‘Map Accounts’?

This feature allows the administrator to configure access policies for accounts and associated
transactions which may get added subsequently in the future.

Auto: Gives access to the newly added accounts and transactions of the party as soon as the
account is opened. This option can be selected whenever bank administrator wishes to
provide access by default

Manual: Denies the newly added accounts and transactions by default. This is to ensure that
access to accounts and transactions is provided only upon receiving specific instructions from
corporates

3. Party Account Access has not been maintained for the party for Own or Linked party,
still there is no ‘Map’ button available?

It is possible that the channel access and/or party preferences has not been maintained for
the party whose accounts needs to be provided for access to the selected party.
There will be an appropriate message provided to the user below the party details.
Before proceeding with account access, administrator can visit ‘Party Preferences’ screen
and maintain the preferences and/or channel access for the party.

4. Will Party Account Access — Deletion for a party (Own/Linked) lead to automatic
deletion of User Account Access?

Yes. Deletion of account access for a party will lead to automatic deletion of access for the
users of that party.

5. If Iremove access of account(s) and transaction(s) for a party, will it lead to automatic
access removal for the users of that party

Yes. Access removal at party level for an account and/or transaction will automatically
remove access at user level of the selected party.

6. Have mapped/edited/deleted party account access for a party but it is not reflecting in
the system even after a successful maintenance save message?

There is a possibility that the maintenance is saved but the status is ‘Pending Approval'.
For the maintenance, if there is an approval required then the changes will reflect only once
the approver(s) approve the submitted request.

If the setup does not require an approval workflow or is self / auto approved, then the same
will reflect immediately.

Home
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15. User Account Access

Using this option the Bank Administrator can set up account and transaction access for user(s) of
the corporate party. This maintenance can be done only after the Party Account Access is setup
for the party of the user(s). The user level mapping of accounts and transactions must be done in
order to provide access to the accounts for performing transactions to the specific user. If this
step is not followed, the corresponding user will not be able to view any accounts on the
dashboard screen or at the individual transactions.

Pre-Requisites

e Account Access should be maintained for the party of the user for which access is to be
maintained

e Account Access for the party should be maintained for linked party accounts if the user
needs access to linked party accounts.

o Party preferences should be created for the party of the user for which access is to be
maintained

e Channel Access should be enabled for party of the user for which account access is to be
maintained

e  Transaction access is provided to Bank Administrator.

e  Approval rule set up for Bank Administrator to perform the actions.

Workflow

Create
Own Account(s) and
Transaction(s) Mapping
View

Edit

(*3 User Account Search Party of the user for Select User
U Access which access is to be maintained

Bank Administrator

Linked Party Account(s) and
Transaction(s) Mapping

Delete

Features Supported In Application

The following options are available as part of this maintenance:
e  User Account Access - Mapping (Own accounts and linked party accounts)
e  User Account Access — View (Own accounts and linked party accounts)
e  User Account Access - Edit (Own accounts and linked party accounts)

e User Account Access - Delete (Own Accounts and linked party accounts)

How to reach here:

Bank Administrator Dashboard > Account Access > User Account Access

OR

System/ Bank Administrator Dashboard > Toggle Menu > Account Access > User Account
Access
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15.1 User Account Access - Mapping (Create)

This option lets the administrator to provide account access to specific users of a party.

To provide the user with account and transaction access:

1. Inthe Party ID field, enter the party id of the user.
OR
In the Party Name field, enter the party name of the user.

2. Click Search.
For a searched party, there will be a list of users displayed with information like user ID,
contact details of the user and an indicator whether there is an account mapping done for
the user.
Click on user ID to navigate to Account Access summary section with two sections Own
Account Mapping Summary and Linked Party Account Mapping Summary. Linked
party account mapping will only be available if the selected party has Party to Party
Linkage maintained.
OR
Click Cancel to cancel the transaction.
OR
Click Clear to clear the search parameters.

User Account Access — Search

= 7~ ZigBank Q " & Welcome superadmin s

Lastlogin 15 Jun 0857 PM

User Account Access

Party 1D z '\]
Party Name @ I
Note
3 =3 -
The function enables you to set up account

and transaction access rules for a corporate
user. You can decide the account(s) along
with transaction(s) for each of the selected
account that the corporate user needs fo be
provided access. Accounts of the parent as
well as of the linked party (if any) will be
available for access definition

Capyright ©2006, 2017, Oracle and/or ita affliates. Al rights resenved. | Sacurity information | Terma and Conditiona
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User Account Access - Search Result

= = ZigBank

User Account Access

002385

FIER INDUSTRIES @I

Note
Search Results
The function enablés you 1o set up account
and transaction access rules for a corporate
Initials User Name Full Name Bapping user. You can decide the account(s) along
with transaction(s) for each of the selected
CMakers Joes Bohr @ account that the corporate user needs to be

JB provided access. Accounts of the parent as
N well as of the linked party (if any) will be
B SorpL1Userz0 John Bohr @ available for access definition
BB er21 Bosch Boh: [S]
) Jeeby Bohr Es
=

Copyright © 2006, 2017, Oracle and/or ita afflistes. All ights reserved. | Security Information | Terma and Conditions

Field Description

Field Name Description

Party ID The party ID searched by the Bank Administrator.

Party Name  The name of the party.

Search Result

Initials Initials of the selected user.

User Name User name of the selected user.

Full Name Full name of the selected user.

Mapping Displays the whether mapping of the accounts is done or not.
o
B

- denotes that the account mapping is done

- denotes that the account mapping is not done

i
3. Click (:) against the user record for which you want to view the details. The User
Account Access — Mapping Summary screen appears.
OR
Click Back to navigate to the previous screen.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
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User Account Access — Summary Page

= 7~ ZigBank Q= & Welcome superadmin s

Last login 15 Jun 0857 PM

User Account Access

Party ID 002385 M)

Party Name FIER INDUSTRIES
UserID CorpL2User21
User Name Bosch Bohr

Note
Own Account Mapping Summar.
pping Y The function enables you to set up account
and transaction access rules for a corporate
Account Type Total Number of Accounts Number of Accounts Mapped user. You can decide the account(s) along
with transaction(s) for each of the selected
account that the corporate user needs to be

Gurrent & Savings 3 3 provided access. Accounts of the parent as

- well as of the linked party (if any) will be
erm Deposits 0 0 available for access definition

Loans 0 0

Linked Party Account Mapping Summary

Will Smith

Account Access not maintained for the Linked Party

Capyright © 2006, 2017, Oracle and/or ita affiliates. Al rights reserved. | Security information | Terma and Conditiona

Field Description

Field Name Description

Party 1D The party ID searched by the Bank Administrator.
Party Name The name of the party.

User ID User ID of the selected user.

User Name User name of the selected user

OWN ACCOUNT MAPPING SUMMARY

Account Type All  account types available under the party.
The account type can be:
e  Current and Savings
e  Term Deposits

e Loans
Total Number of Accounts Total number of accounts available under the party.
Number of Accounts Mapped Number of accounts mapped to the particular account type.

LINKED PARTY ACCOUNT MAPPING SUMMARY

Click on Account Type to view the respective mapping details.

3. If there is no mapping done for the user for a party (own/ linked), there will be a message
No Accounts mapped for the party with Map.
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4. If the access for the party to which the user belongs to is not done, then there will be no
Map button.

5. Click Map. The User Account Access - Create screen appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

6. All the accounts held by the selected party as a relationship with the bank as available in
the core banking system will be fetched and displayed in the respective categories i.e.
CASA, Term Deposits and Loans.

In case of mapping of linked party accounts to the user, bank administrator will select the
parent party as part of party search section, select the user of the parent party and click
Map against the linked party of which account access is to be provided.

7. Navigate to the specific category tab viz. CASA, Term Deposits, Loans etc., and select a
global check box of Map all accounts to enable all the existing accounts under the
selected category for channel banking (on screen, it will serve as a Select All function).
OR
If specific accounts are required to be given access to the user, then the bank
administrator needs to select the respective check boxes preceding the account number.

8. Select Apply Party Level Changes Automatically to automatically apply the party
changes.
The cookie message appears indicating the administrator that account mapping for other
category tabs can be done by visiting the respective tabs.

User Account Access - Account Mapping (Own Account Mapping) - Create

= 7= ZigBank QG & Welcome,superadmin \

Last ogin 18 Jun 07:48 PM

User Account Access

Party ID 002047

Party Name Bechtel Corporation
User ID FORAMCHECKER1
User Name Rieva Upadhyay
Account Mapping

Current & Savings Term Deposit Loans

+ Apply Party Level Changes Automatically

Accoun it Number Currency Product Name Account Status
AT30204700028 GBP Savings Account - Regular ACTIVE

AT30204700019 GBP savings Account - Regular ACTIVE

No items to display.

Copyright © 2006, 2017, Oracle snd/or its afilistes. Al rights reserved. | Security Information | Terma and Conditiona
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User Account Access - Account Mapping (Linked Account Mapping) - Create

= 7= ZigBank Q =" & Wekome superadmin s

Last login 18 Jun 07:48 BM

User Account Access

Party ID 002047

Parent Party D 000814 Linked Party ID 000875
Parent Party Name smith Inc. > Linked Party Name Smith Inc.
User ID advait_natraf

User Name Advait Dighe

Linked Party Account Mapping

Current & Savings | Term Deposit  Loans
' Apply Party Level Changes Automatically

v Map All Accounts

Account Number Currency Preduct Name Account Status
@ AT30204700028 GBP savings Account - Regular ACTIVE
v AT30204700019 GBP Savings Account - Regular ACTIVE

No items to display.

Account Mapping for Current & Saving, Term Deposit and Loans ean be viewed by visiting the respective Account Type tabs O]

[ ven QRSN owor |

Copyright ® 2006, 2017, Oracle snd/or ita affiliates. Al rights reserved. | Security Information | Terms and Conditions

9. Click Next. The User Account Access - Create (Transaction Mapping) screen appears.
OR
Click Back to navigate to the previous screen.
OR
Click Cancel to cancel the transaction.
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» ZigBank

User Account Access

Party ID 002047
Party Name Bechtel Corporation
UserID FORAMCHECKER1

User Name Rieva Upadhyay

Transaction Mapping

Current & Savings Term Deposit Loans
Map All Transactions to All Accounts
Account Number Currency

4 ¥ AT30204700028 GEP

Loan Settlement

Bank Guarantee

Initiate Outward Guarantee
Letter Of Credit

Initiate Letter of Credit
Payments

Deomestic Payment

Domestic Draft

QR Payment

Instruction Ca
Reports

Reques

File Upload
File Upload - Record Cancellation
Mixed Payment - Upload
International Payment - File Level Approval
Mixed Payment - File Level Approval

Domestic Transfer - Record L

el Approval

Registe utoRepay

All Inquiry Transactions

ayments Inquiries

Sweep-In Instruction

Create Sweep-in Instruction

Replace Debit card
Stop/Unblock Cheque

Validate Card Details

Statement Subscription

List Demand Deposit Electronic Statement

Credit Card Payment

» 4 AT30204700019 GBP

No items to display.

Product Name

Savings Account - Regular

Party CASA Interest Certificate

International Draft
International Payout

Internal T

Self Transfer

Internal Tra

- Upload

Internal Transfer - Record Level Approval

Internal Transfer - File Le

International Payment - Record Level Approval

International Payment - Upload

ler CC AutoRePay

CASA Inquiries

Delete Sweep-in Instruction

Request DC Limit Change

Allow International Transaction on DC

Debit Card

in Instruction

Debit Card

savings Account - Reqular

Transaction Mapping for each of the accounts can be viewed by visiting the respective Account Type tabs

User Manual Oracle Banking APIs Core

flisten. All righ

ved. | Security Inforr

User Account Access

User Account Access - Transaction- Account Mapping (Own Account Mapping)-Create

Q = £, Welcome, superadmin

Last login 18 Jun 07:48 PM

Account Status

ACTIVE

Inquirs p-in Instruction

Bill Payment
External Transfer

PeerToPeer

Domestic Payment - File Level Approval
Mixed Payment - Record Level Approval

Domes

'ayment - Upload

File Upload - File Cancellation

ftoRepay

Reset Debit Card Pin

Request Debit Card Pin

@ Book Request

Demand Deposit Electronic Statement Download

Request Demand Deposit Statement

ACTIVE
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User Account Access - Transaction- Account Mapping (Linked Account)-Create

User Account Access

Parent Party ID 000814
Hame Smith Inc.

advait_natraj
Advait Dighe

Transaction Mapping for Linked Party Accounts

Current & Savings |~ Term Deposit  Loans
Map All Transactions to All Accounts

Account Number Currency

4 ¢ AT30204700028 GBP

ctions

Map All Transa
CASA Inquiries
CASA Interest Certificate
Loans
Loan Settlement
Bank Guarantee
Initiate Qutward Guarantee
Letter Of Credit
Initiate Letter of Credit
Payments
Domestic Payment
Domestic Draft
QR Payment
Instruction Cancellation
Reports
Request User Report
File Upload
File Upload - Record Cancellation
Mixed Payment - Upload
International Payment - File Level Approval
Mixed Payment - File Level Approval
Domestic Transfer - Record Level Approval

Credit Cards

Register CC AutoRepay
All Inquiry Transactions

Payments Inqu

Sweep-In Instruction

Create Sweep-In Instruction

Replace Debit card

Stop/Unblock Cheque

Validate Card Detalls

E-Statement Subscription

List Demand Deposit Electronic Statement
Credit Card Financial

Credit Card Payment

» 4 AT30204700019 GBP

No items to display.

Product Name

Savings Account - Regular

Party CASA Interest Certificate

International Draft
Intermational Payout
Internal Transfer

Self Transfer

Intemal Transfer - Upload

Internal Transfer - Record Level Approval
Internal Transter - File Level Approval
International Payment - Record Level Approval

International Payment - Upload

ster CC AutoRePay

CASA Inquiries

Delete Sweep-in Instruction

Request DC Limit Change

Allow International Transaction on

Block Debit Card
Sweep-In Instruction

Apply Debit Card

Savings Account - Regular

Transaction Mapping for each of the accounts can be viewed by visiting the respective Account Type tabs

Copyright ® 2006, 201

erved. | Security Informs

000875
Smith Inc.

Account Status

ACTIVE

Inguire Sweep-in Instruction

Bill Payment
External Transfer

PeerToPeer Transfer

Domestic Payment - File Level Approval
Mixed Payment - Record Level Approval
Domestic Payment - Upload

File Up

ad - File Cancellation

Update CC AutoRepay

Reset Debit Card Pin
Request Debit Card Pin
Cheque Book Request

Demand Deposit Electronic Statement Download

Request Demand Deposit Statement

ACTIVE
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Field Description

Field Name Description

Party ID The party ID searched by the Bank Administrator.
Party Name The name of the party.

User ID User ID of the selected user.

User Name User name of the selected user.

Account Mapping

CASA/ Term Deposits/ Loans

Apply Party Level Changes User will get access to accounts that are allowed/
Automatically disallowed at the party level.
Map All Transactions to All Mapping all the transactions to all the existing accounts.
Accounts
Account Number List of account numbers present in a particular account
type.
Currency Account currency.
Product Name Name of the product.
Account Status Status of the account access for the party
10. To map the transactions to the account, click > against the particular account number

11.

12.

13.

14.

15.

to view the transaction mapping.

Select the respective check boxes preceding the transaction to be mapped.
OR
Select Map All Transactions, if you want to map all the transactions to all accounts.

Select Apply Party Level Changes Automatically to automatically apply the party
changes.

Click Save.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

The User Account Access - Review screen appears. Verify the details, and click
Confirm.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

The screen with success message appears. Click OK to complete the transaction.
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15.2 User Account Access- Search

The Bank Administrator can view the list of account(s) and transactions for which access has
been provided to the user.

To view the account and transaction access:

1.

In the Party ID field, enter the party ID of the user.
OR
In the Party Name field, enter the party name of the user.

Click Search.

For a searched party, there will be a list of users displayed with information like user ID,
contact details of the user and an indicator whether there is an account mapping done for
the user.

Click on User ID to navigate to Account Access summary section for the user with two
sections Own Account Mapping Summary and Linked Party Account Mapping
Summary.

Linked party account mapping will only be available if the selected party has Party to Party
Linkage maintained.

OR

Click Cancel to cancel the transaction.

OR

Click Clear to clear the search parameters.

Click Account Type i.e. CASA / TD / Loans in the summary details for the party, which will
navigate to the view page.

OR

Click Cancel to cancel the transaction and navigate back to ‘Dashboard’.

OR

Click Back to navigate to the previous screen.

Account Access — Search

= 72 ZigBank Q" & Wekome superscmin

5t login 15 Jun 0857 PM

User Account Access

Party ID ,\] a
Party Name @ I
Note

E3 e
The function enables youto set up account

and transaction access rules for a corporate
user. You can decide the account(s) along
wiith transaction(s) for each of the selected
account that the corporate user needs to be
provided access. Accounts of the parent as
well as of the linked party (if any) will be
available for access definition.

Copyright 82006, 2017. Oracle and/r ts afiliatea. Al righta reserved. | Secarity Infarmation | Terma and Conditions
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User Account Access - Search Result

= = ZigBank Q" & Vielsome superadmin <

login 15 Jun 08:57 BM

User Account Access

Party 1D 002385 o0

Party Name FIER INDUSTRIES @I

Search Results tote
The function enables you to set up account
and transaction access rules for a corporate
user. You can decide the account(s) along
with transaction(s) for each of the selected
JB CMakers Joes Bohr ® account that the corporate user needs to be
provided access. Accounts of the parent as
well as of the linked party (if any) will be
JB CorpL1User20 John Bohr (&) available for access definition,

Initials User Name Full Name Mapping

CorpL2User21 Bosch Bohr )
CorpUser20 Jeeby Bohr =

Copyright © 2006, 2017. Oracle and/or ita affiistes. All ights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description
Party 1D The party Id searched by the Bank Administrator.
Party Name The name of the party.

Search Result

Initials Initials of the selected user.

User Name User name of the selected user.

Full Name Full name of the selected user.

Mapping Displays the whether mapping of the accounts is done or not.

5. Click Account Type i.e. CASA/TD/Loan, all the accounts held by the selected party as a
relationship with the bank as available in the core banking system will be fetched and
displayed in the respective categories i.e. CASA, Term Deposits and Loans.

In case of mapping of linked party accounts to the parent party, select on the account type
in the linked party summary section.

6. The cookie message appears indicating the administrator that account mapping for other
category tabs can be done by visiting the respective tabs.

7. Click Next. The User Account Access — View (Transaction Mapping) screen appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.
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» ZigBank

User Account Access

Party ID 001734
Party Name Tony Corporation
UserID AutaTony
User Name ASHLEY CHARLES
Transaction Mapping
Current & Savings Term Deposit Loans

Account Number Currency

» ¢ AT30173400021 GEP

» ¥ AT30173400032 GBP

» ¥ AT30173400043 GBP

» ¥ AT30173400065 usp

» ¥ AT30173400076 usp

» ¥ AT30173400054 usp

No items to display.

Product Name

Savings Account - Regular

Savings Account - Regular

Savings Account - Reqular

Savings Account - Regular

Savings Account - Reqular

Savings Account - Regular

Transaction Mapping for each of the accounts can be viewed by visiting the respective Account Type tabs

& 3 e

000814
Smith Inc.

advait_natraj
Agvait Dighe

Linked Party Account Mapping

ved. | Security nfor

Current & Savings Term Deposit Loans
Account Number Currency Product Name

e AT30173400021 GBP Savings Account - Regular
’ AT30173400032 GEP Savings Account - Regular
v AT30173400043 GBEP Savings Account - Regular
v AT30173400065 usp Savings Account - Regular
v AT30173400076 usp Savings Account - Regular
v AT30173400054 usD Savings Account - Regular

No items te display.

Account Mapping for Current g, Term Deposit and Loans can be viewed by visiting the r tive Acc

& 3 £ B3 3

Copyright ® 2006, 20

User Manual Oracle Banking APIs Core

ved. | Security Information | Terma

User Account Access — View (Own Account Mapping Summary)

000875
‘Smith Inc,

Q ="

Account Status

ACTIVE
ACTIVE
ACTIVE
ACTIVE
ACTIVE

ACTIVE

Account Status

ACTIVE
ACTIVE
ACTIVE
ACTIVE
ACTIVE

ACTIVE

5

User Account Access

£, Welcome, superadmin
Last login 18 Jun 0551 PM

®

2, welcome, superadmin ~
Lastlogin 18 Jun 0551 PM

)
&
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Field Description

Field Name Description

View

Party ID The party ID searched by the Bank Administrator.
Party Name The name of the party.

User ID User ID of the user of selected party.

User Name User name of the user of the selected party.

Account Mapping

CASA/ Term Deposits/ Loans

Apply Party Level Changes User will get access to accounts that are allowed/

Automatically disallowed at the party level.

Map All Transactions to All Mapping all the transactions to all the existing accounts.

Accounts

Account Number List of account numbers present in a particular account
type.

Currency Account currency.

Product Name Name of the product.

Account Status Status of the account access for the party

8. Click Next. The User Account Access- View screen for account selected and
transactions enabled for the selected account appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.
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User Account Access - Transaction- Own Account Mapping- View

» ZigBank Q = & Weome

uperadmin
Last login 18 Jun [

User Account Access

Party ID 001734

Party Name Tony Gorporation
UserID AutoTony

User Name ASHLEY CHARLES

Transaction Mapping

Current & Savings Term Deposit Loans

Account Number Currency Product Name Account Status
» ¢ AT30173400021 GBP Savings Account - Regular ACTIVE
» ¢ AT30173400032 GBP Savings Account - Regular ACTIVE
b ¢ AT30173400043 GBP savings Account - Regular ACTIVE
» ¢ AT30173400065 usb Savings Account - Regular ACTIVE
» ¥ AT30173400076 usD savings Account - Regular ACTIVE
» ¢ AT30173400054 usb Savings Account - Regular ACTIVE

No items to display.

Transaction Mapping for each of the accounts can be viewed by visiting the respective Account Type tabs ®

Copyright ® 2006, 2017, O ved. | Security Information | Terms

User Account Access - Transaction- Account Mapping (Linked Account Mapping) - View

- Q =" 2, Welcome, superadmin

Lastlogin 18 Ju

User Account Access

Parent Party ID 000814 000875
Smith Inc. > Smith Inc.
User ID advait_natraj
Advait Dighe
Transaction Mapping for Linked Party Accounts
Current & Savings Term Deposit Loans
Account Number Currency Product Name Account Status
- AT30173400021 GBP Savings Account - Regular ACTIVE
Ed AT30173400032 GBP Savings Account - Regular ACTIVE
‘. AT30173400043 GBP Savings Account - Regular ACTIVE
‘. AT30173400065 usD Savings Account - Regular ACTIVE
‘. AT30173400076 usD Savings Account - Regular ACTIVE
. AT30173400054 usp Savings Account - Regular ACTIVE
Na items to display.
3, Term Deposit and Loans can be viewed by visiting the respective Account Type tab ®

Account Mapping for Current & Sa

& 3 E3 B3 £

Copyright © 2006, 2017, Oracle andor its affiiates. All right
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9. Click * against the particular account number to view the mapped transactions.
OR
Click Edit to update transaction mapping.
OR
Click Cancel to cancel the transaction.

10. click Edit to update the User Account Access account mapping for new accounts and
existing accounts.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

15.3 User Account Access - Edit

The Bank Administrator gets a request with the list of account(s) and transactions for which
access details needs to be edited for a selected user of the party.

To edit account and transaction access for the user:

1. Inthe Party ID field, enter the party id of the user.
OR
In the Party Name field, enter the party name of the user.

2. Click Search.
For a searched party, there will be a list of users displayed with information like user ID,
contact details of the user and an indicator whether there is an account mapping done for
the user.

3.  Click on user ID to navigate to Account Access summary section for the user with two
sections Own Account Mapping Summary and Linked Party Account Mapping
Summary.

Linked party account mapping will only be available if the selected party has Party to Party
Linkage maintained.

OR

Click Cancel to cancel the transaction.

OR

Click Clear to clear the search parameters.

4. Click Account Type i.e. CASA/TD / Loans in the summary details for the party, which will
navigate to the view page.
OR
Click Cancel to cancel the transaction and navigate back to ‘Dashboard’.
OR
Click Back to navigate to the previous screen.

5. In case of mapping of linked party accounts to the parent party, select on the account type
in the linked party summary section.

6. Navigate to the specific category tab viz. CASA, Term Deposits, Loans etc., the
administrator can view both the accounts for which access has been provided and the
ones for which access is not provided.

7. Click Edit. The User Account Access - Edit screen appears.
This enables the selection and de-selection option against the accounts. There is also an
option to edit checkbox Apply Party Level Changes Automatically to apply/ remove the
party changes.
OR
Click Cancel to cancel the transaction.
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OR
Click Back to navigate to the previous screen.

8. Click Account Type for which you want to edit the mapping of the accounts.
The cookie message displayed indicating the administrator that account mapping for other
category tabs can be viewed by visiting the respective tabs.

User Account Access (Own Account Mapping) — Edit

= = ZigBank Q@ & Wekome superadmin \ s

Lastlogin 18 Jun 07:40 PM

User Account Access

Party ID 001734

Party Name Tony Corporation
User 1D AutoTony

User Name ASHLEY CHARLES

Account Mapping

Current & Savings | Term Deposit  Loans

Account Number Currency Product Name Account Status
v AT30173400043 GBP Savings Account - Regular ACTIVE
v AT30173400021 GBP Savings Account - Regular ACTIVE
v AT30173400032 GBP Savings Account - Regular ACTIVE
v AT30173400065 usp Savings Account - Regular ACTIVE
v AT30173400076 usp Savings Account - Regular ACTIVE
v AT30173400054 usD Savings Account - Regular ACTIVE

No items to display.

Copyright ® 2006, 2017, Oracle and/or ita affiliates. All rights reserved. | Security Information | Terms and Conditions

User Account Access (Linked Party Account Mapping) — Edit

= = 2ZigBank B S O

User Account Access

Party IC 000814 nked Party 10 000875
Party Name Smith Inc. > nked Party Mam smith Inc.

advait_natraj
Advait Dighe

Linked Party Account Mapping

Term Deposit  Loans

Account Number Currency Product Name Account Status
v AT30173400043 GeP Savings Account - Regular ACTIVE
” AT30173400021 G Savings Account ACTIVE
v AT30173400032 cep Regular ACTIVE
. AT30173400065 uso Regular ACTIVE
v AT30173400076 uso Regular ACTIVE
" AT30173400054 uso unt - Regular ACTIVE

z

> items to display.

[ o ]

0. 2017 Oracle and/or it
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9. Select the respective check boxes preceding the Account Number to be mapped.
OR
Select Map All Accounts, if you want to map all the account numbers.
Select/Unselect checkbox Apply Party Level Changes Automatically to apply/remove
the party changes.

10. Click Next. The User Account Access - Edit screen with mapped account appears.
OR
Click Cancel to cancel the transaction.
OR
Click Back to navigate to the previous screen.

11. To map the transactions to the account, click * against the particular account number to
view the transaction mapping.

12. Select the respective check boxes preceding the transaction to be mapped.
OR
Select Map All Transactions, if you want to map all the transactions to all accounts.
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User Account Access - Transaction- Account Mapping (Own

= ZigBank

User Account Access

Account Mapping) - Edit

£, Welcome, superadmin \
Lastlogin 18 Jun 07:40 PM

Qq =

User Account Access

Party ID

Party Name

001734

Tony Corporation

User ID AutoTony
User Name ASHLEY CHARLES
Transaction Mapping
Current & Savings Term Deposit Loans

Map All Transactions to All Accounts

Account Number Currency Product Name
4 ¥ AT30173400043 GBP Savings Account - Regular
Map All Transactions
@ CASAInquiries
) CASA Interest Certificate @ Party CASA Interest Certificate

@ Loan Settiement
@ Bank Guarantee

@ Initiat
@ Letter Of Credit

@ Initiate Letter of Credit
@ Payments

@ Domestic Payment

@ Domestic Draft

@ QR Payment

® Instruction Cancellation
@ Report

@ Request User Report

@ FileL

® File Upload - Record Canc

@ Mixed Pay

nent - Upload
@ International Payment - F

@ Mixed Payment - File Ley

@ Domestic Transfer - Recor

@ Credit Car
@ Register CC AutoRepay

@ All Inquiry Transactions

#@ Intemational Draft
@ Interational Payout
@ Internal Transfer

@ Self Transfer

ellation v

Upload

@ Internal Transfer - Re

Level Approval

/e Level Approval @ Internal Transter - File Level Approval
Approval @ International Payment Level Approval
Level Approval @ International Payment - Upload

@ de-register CC AutoRePay

@ Payments Inquiries @ CASA Inquiries
@ 1 Instruction
@ Create Sweep-in Instruction @ Delete Sweep-in Inst
@ Replace Debit card @ Request DC Limit Change
@ Stop/Unblock Che ® Allow International Transaction on DC
Validate Card Detalls @ Block Debit Card
@ E-Statement Subscription @ Sweep-n Instruction
@ List Demand Deposit Electronic Statement @ Apply Debit Card
@ Credit Card Financia
@ Credit Card Payment
@ Electronic Bill Payment

@ Create Biller Registration

@ Update Biller Registration
® Term Deposits

@ Amen

» ¥ AT30173400021
» ¥ AT30173400032
» ¥ AT30173400065
» ¥ AT30173400076

» ¥ AT30173400054

No items to display.

@ Create 8ill Payment
GBP Savings Account - Regular
[ Savings Account - Regular
usD Savings Account - Regular
usD Savings Account - Regular
usD Savings Account - Regular

Transaction Mapping for each of the accounts can be viewed by visiting the respective Account Type tabs

£ 3 &3

Copyright © 2006, 2017. Or

ed. | Security Information | Term:

v

v

<

<

Account Status

ACTIVE

ep-n Instruction

Bill Payment
External Transfer
PeerToPeer Transfer

Domestic Payment - File Level Approval

Mixed Payment - Record Level Approval

Domestic F

nt - Upload

Update CC Au

Reset Debit Card Pin

Request Debit Card Pin

Cheque Book Request

Demand Deposit Electronic Statement Download

uest Demand Deposit Statement

Delete Biller Registration

ACTIVE

ACTIVE

ACTIVE

ACTIVE

ACTIVE
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User Account Access - Transaction- Account Mapping (Linked Party Account Mapping) -
Edit

B2 & Welcome, superadmin \
Lastlogin 18 Jun 07:40 PM

000814 000875
Smith Inc. > Smith Inc.
advait_natraj
Advait Dighe
Transaction Mapping for Linked Party Accounts
Current & Savings | Term Deposit  Loans
Map All Transactions to All Accounts
Account Number Currency Product Name Account Status
4 ¥ AT30173400043 GBP Savings Account - Regular ACTIVE

Map All Transactions

@ Inquire Sweep-in Instruction

t Certificate @ Party CASA Intere:

@ Loan Settiement

@ Bank Guarantee

@ Inttiate Outward Guarantee

@ Letter Of Credit

@ Initiate Letter of Credit
@ Paym
@ Domestic Payment @ International Draft @ Bill Payment
@ Domestic Draft @ International Payout @ External Transfer
@ QR Payment @ Interal Transfer @ PeerToPeer Transter
@ Instruction lation @ Self Transfer
@ Reports

@ Request User Report

@ File Upload

@ File Upload - Record Cancellation @l Internal Transfer - Upload @ Domestic Payment - File Level Approval
@ Mixed Payment - Upload @ Interal Transfer - Record Level Approval v ayment - Record Level Approval
@ International Payment - File Level Approval @ Internal Transfer - File Level Approval @ Domestic Payment - Upioad
@ Mixed Payment - File Level Approvat @ International Payment - Record Level Approval @ File Upload - File Cancellation
@ Domestic Transfer - Record Level Approval @ International Payment - Upload

@ Credit Car
@ Register CC AutoRepay @ de-register CC AutoRePay @ Update CC AutoRepay

@ All Inquiry Transaction:

@ Payments Inquiries @ CASA Inquiries
@ s i Instruction
@ Create Sweep-in Instruction Sweep-In Instruction
CASA
@ Replace Debit card @l Request DC Limit Chang @ Reset Debit Card Pin
@ Stop/Unblock Cheque @ Allow International Transaction on DC @ Request Debit Card Pin
Validate Card Deta @ Block Debit Card @ Cheque Book Request
@ E-Statement Subscription @ Sweep-in Instruction ® Demand Deposit Electronic Statement Download
@ List Demand Deposit Electronic Statement @l Apply Debit Card @ Request Demand Deposit Statement

@ Credit Card Financial
@ Credit Card Payment

@ Electronic Bill Pay

nt

@ Delete Biller Registration

@ Create Biller Registration
@ Update Biller Registration

@ Term Deposits

@ Amen

» ¥ AT30173400021 GBP Savings Account - Regular ACTIVE
» ¥ AT30173400032 GBP Savings Account - Regular ACTIVE
» ¥ AT30173400065 usp Savings Account - Regular ACTIVE
» ¥ AT30173400076 usp Savings Account - Regular ACTIVE
» 4 AT30173400054 usD Savings Account - Regular ACTIVE

No items to display.

Transaction Mapping for each of the accounts can be viewed by visiting the respective Account Type tabs ®

= E3 3

hts reserved. | Security Information | Terms and Conditions

Copyright © 2006, 2017, Oracle and/or its affil
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13.

14.

15.
16.

User Account Access

Click Save.

OR

Click Cancel to cancel the transaction.

OR

Click Back to navigate to the previous screen.

The User Account Access - Review screen appears. Verify the details, and click
Confirm.

OR

Click Edit to edit the transaction.

OR

Click Cancel to cancel the transaction.

The User Account Access - Confirmation screen with success message appears.

Click OK to complete the transaction.

15.4 User Account Access - Delete

The Bank Administrator gets a request with the user information of a party for which access
details needs to be deleted. As part of this option, own account mapping and/or linked party
account mapping can be deleted for a user.

To delete account and transaction access for the user:

1.

In the Party ID field, enter the party id of the user.
OR
In the Party Name field, enter the party name of the user.

Click Search.

For a searched party, there will be a list of users displayed with information like user ID,
contact details of the user and an indicator whether there is an account mapping done for
the user.

Click on user ID to navigate to Account Access summary section for the user with two
sections Own Account Mapping Summary and Linked Party Account Mapping
Summary.

Linked party account mapping will only be available if the selected party has Party to Party
Linkage maintained.

OR

Click Cancel to cancel the transaction.

OR

Click Clear to clear the search parameters.

Click Account Type i.e. CASA/ TD / Loans in the summary details for the party, which will
navigate to the view page.

OR

Click Cancel to cancel the transaction and navigate back to ‘Dashboard’.

OR

Click Back to navigate to the previous screen.

In case of mapping of linked party accounts to the parent party, select on the account type
in the linked party summary section.

Navigate to the specific category tab viz. CASA, Term Deposits, Loans etc., the
administrator can view both the accounts for which access has been provided and the
ones for which access is not provided.
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7. Click Delete.
The application will prompt the administrator with a deletion message with an option of
Yes / No.

8. Click Yes to proceed with the deletion request. It will navigate to confirmation page with a
success message and the status.
OR
Click No if you do not wish to proceed with deletion.

9. Click OK to complete the transaction.

FAOsS

1. Isit necessary to setup Party Account Access Management before setting up User
Account Access?

Yes, party account access management setup must be done before the user level
mapping of accounts and transactions.

2. User Account Access has not been maintained for the user for Own or Linked
party, still there is no ‘Map’ button available?

It is possible that the account access maintenance has not been done for the party to
which the user belongs to. In such a case, bank admin will need to maintain account
access for the party and only then proceed with User Account Access.

3. Will Party Account Access — Deletion for a party (Own/Linked) lead to automatic
deletion of User Account Access?

Yes, deletion of account access for a party will lead to automatic deletion of access for
the users of that party.

4. If Iremove access of account(s) and transaction(s) for a party, will it lead to
automatic access removal for the users of that party?

Yes, access removal at party level for an account and/or transaction will automatically
remove access at user level of the selected party.

5. Am unable to see some of the account(s) and/or transaction(s) for mapping as part
of User Account Access that were available in Party Account Access for the party
of the user?

There is a possibility that these accounts and/or transactions have not been provided
access at party level of the selected user. The accounts and transactions that are
unmapped at party level will not be visible at user level of the selected party.

6. Have mapped/edited/deleted user account access for a party but it is not reflecting
in the system even after a successful maintenance save message?

There is a possibility that the maintenance is saved but the status is ‘Pending Approval’.
For the maintenance, if there is an approval required then the changes will reflect only
once the approver(s) approve the submitted request. If the setup does not require an
approval workflow or is self / auto approved, then the same will reflect immediately.

Home
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16. Approvals

Each user is assigned a particular task to perform as per their position in the hierarchy of the
bank/corporate. For instance, some user(s) may be given rights to do data entry for transactions
such as domestic fund transfer, draft issuance by logging in to channel banking. Transaction
created by initiator in the system is routed to the appropriate authorized signatory or group of
signatories for approval depending upon the rules configured. A transaction once approved by all
the required approvers gets processed.

Approval Management function enables the Bank Administrator to configure approval flows for
various financial and non-financial transactions on channel banking for bank’s customers and for
administrators.

Approval flow includes configuration of rules for the users with following access types:
e  Maker/ Initiator — User who is a creator of the transaction.

e  Authorizer/ Approver — User who authorizes the transactions created by the maker. His
authorization rights are maintained by an administrator.

Features supported in application
Approval management supported for Bank administrator users includes;
e  Approval Workflow Maintenance

e  Approval Rule Maintenance

Business scenario

AES Corporation wants to enable approval workflow for all financial transactions. The
requirement is — All the financial transactions will be initiated by ‘Officers’ of the corporate. The
transactions initiated by ‘Officers’ should be sent to ‘Assistant Managers’ for 1st level approval.
After the transaction is approved by any one user from a group of ‘Assistant Managers’ then the
transaction should be sent to ‘Managers’ for final level of approval. The transaction processing
should happen only after final approval.

f’ Create User Groups
Create Approval Create Approval

. — =] for AES Corporate
U Workflow Rule
Bank Administrator \L l/ l

Create G Create workflow1 as — Create rule with initiators
‘é?f?cirs’r::gadd 1=t level approval by Assistant as 'Officers’ for all
Manager financial transactions.
users
2 level approval by
J/ Managers

Create Group ‘Assistant
Managers’ and add

users

Create Group
‘Managers’ and add
users

Specify amount range and
attach workflow1
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16.1 Workflow Management

Approval workflows are created to support requirements where multiple levels of approval are
required in a specific sequence for a transaction/maintenance. Each workflow can be configured
to have up to five levels of approval with a specific user or a user group configured at each level.

Workflows can be created independently and can be attached to a specific
transaction/maintenance as part of the Approval Rule configuration.

Prerequisites
e  Transaction access is provided to Bank Administrator.
e  Party preference is maintained.
e  Multiple users are maintained under a party or as Bank Administrators
e  Approval rule set up for Bank Administrator to perform the actions.

e  Necessary user groups are maintained using User Group Management.

Workflow

Bank Administrator

Workflows yp
| View Workflow H Edit Workflow

Corporate User

Bank Administrator

Features supported in application

Approval Rule maintenance allows Bank administrator to:
e View Approval Workflows
e  Create Approval Workflows

e  Edit Approval Workflows

How to reach here:
System/ Bank Administrator Dashboard > Toggle Menu > Approvals > Workflow Management

OR
Bank Administrator Dashboard > Approvals > Workflow Management

16.1.1 Approval Workflow — Select User Type

Bank Administrator logs into the system and navigates to the Approval Workflow screen. On
accessing the ‘Approval Workflow Management’ menu, bank administrator has to select the user
type for whom the workflows are to be maintained.
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Approval Workflow — Select User Type

n

Select User Type on which you want to operate

Administrative User Corporate User

1. Click Admin User to access the workflow management of bank administrator users. The
Admin Workflow Management screen appears.

2. Click Corporate User to access the workflow management of bank administrator users.
The Workflow Management screen appears.

16.1.2 Approval Workflow - Admin User - Admin Workflow Management

Admin Workflow Management

= ZigBank

Administrator Workflow Management

Woridlow Code —
Workflow Description I

Workflow Management

You can now create workflows with multiple
levels of approvals. Each workflow can be
configured to have up to five levels of
approval with a specific user o a user group
configured at each level.

Workflows can be created independently and
can be attached to a specific
transaction/maintenance as part of the
approval rule configuration. Ensure to
Maintain Necessary Users groups before you

proceed.
Create

Field Description
Field Name Description
Workflow Code Code of the already maintained approval workflow.

Workflow Description Description of the already maintained approval workflow.
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1. Click Create to create new admin workflow. The Admin Workflow Management — Create
screen appears.
OR
Click Cancel to cancel the operation and navigate the user back to ‘Dashboard’.
OR
Enter the search parameters and click Search to search the matching records.
OR
Click Clear to clear the input search parameters.

16.1.3 Admin Workflow Management — Search
Bank Administrator user can search the workflows maintained for administrator users.

Workflows maintained (if any) for admin users are displayed on the screen after searching with
valid input. User can view the details of existing workflow by clicking on the search results or can
create new approval workflow using this screen.

To search the approval workflow for admin users:

1. Inthe Admin Workflow Management screen, enter the search parameters and click
Search. The Admin Workflow Management screen with search results appears based
on the searched criteria.

Admin Workflow Management — Search

= Z]gBank q =° L""e\cnln'wf:.\"""‘;v

st logi

Administrator Workflow Management

admin @I

Workflow Management

You can now create workflows with multiple
m levels of approvals, Each workflow can be
configured to have up to five levels of
approval with a specific user or a user group

Workflow Code Workflow Description Approval Levels configured at each leve
Workflows can be created independently and

AWMLKT1 Admin Workflow creation 1 can be attached to  specific
transaction/maintenance as part of the

AdminWerkflaw Admin Workflow creation 2 approval rule canfiguration. Ensure ta
maintain necessary users groups before you

ed.

nehadminworkflow nehadminworkflow 1 proceed

AJAdminChecker AJAdminChecker 1 ‘ Create

AFRADMINWorkflow AFRADMINWarkflow 1

AdminWF11 Admin 1

adminmakercheckerWF adminmakercheckerWF 1

TestingRTechAdmin TestingRTechAdminDess 1

adminmaker1 adminmaker 1 1

RADMINFlow ritwick admin fow 2

superadmin superadmin 1

Copyright © 2006, 2017, Dracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description

Workflow Code The approval workflow code to search the approval workflows.
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Field Name Description
Workflow The approval workflow description to search the approval
Description workflows.

Search Results
Workflow Code Unique code of the already maintained approval workflow.
Workflow Description Description of the already maintained approval workflow.

Approval Level Number of approval levels in each workflow.

2. Click the Work Flow code link, to view details of the selected Approval Workflow. The
Workflow Management - View screen appears.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Create to create new Approval Workflow for admin users.

16.1.4 Admin Workflow Management — View

Further drill down is given on the each workflow to view the details of the users/ user groups who
are the part of workflow.

Admin Workflow Management — View

= %= ZigBank q =° L"Je\::nlld

Administrator Workflow Management

oridflow Gode adminmaker1

oriflow Deseription adminmaker 1 @I

Approval Details Workflow Management

svel Leo Dow (AdminChecker1) You can naw create workflows with multiple
levels of approvals. Each workflow can be
configured to have up to five levels of
approval with a specific user or a user group

configured at each level
Edit Cancel Back

Workflows can be created independently and
can be antached to a specific
transaction/maintenance as part of the
approval rule configuration. Ensure to
maintain necessary users groups before you
proceed.

Copyright © 2006, 2017, Oracle and/or its affiliates. All ights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description
View
Workflow Code Workflow code is displayed.
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Field Name Description
Workflow Workflow description is displayed.
Description

Approval Details

Approval Level User / user group maintained at each approval level. There can be
up to five levels of approval levels.

User Name / User User or a user group maintained at each level of approval.
Groups

1. Click Edit to edit the workflow. The Admin Workflow Management - Edit screen with
values in editable form appears.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back to the previous screen.

16.1.5 Admin Workflow Management — Create

Bank Administrator can create approval workflows for the Admin users. By default, user can
specify minimum one and maximum five levels of approvals as a part of workflow.

Administrator can set either an individual user or user group of a corporate as a part of each level
of approval. Approval type (sequential/non-sequential/no authorization) is defined at the party
preference.

To create an approval workflow:

1. Inthe Admin Workflow Management screen, click Create. The Admin Workflow
Management - Create screen appears.
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Admin Workflow Management — Create

E 'ZigBank q = Welcome, Wayn

¥ Ney ~r
it login 20 Aug 11:26 AM

Administrator Workflow Management

adwool

Workflow Descriplion admin @ﬂ

Workflow Management

Approval Details You can now create workflows with multiple
levels of approvals, Each workflow can be
configured to have up to five levels of

i approval with a specific user or a user group
configured at each level.

L (TP User Group

Workflows can be created independently
and can be attached to a specific

5] transaction/maintenance as part of the
approval rule configuration. Ensure to
maintain necessary users groups before

w you proceed
o v

adminUserGRP

AdvaitAdmin

Copyright © 2006, 2017, Oracle and/or its affiliates. Al rights reserved. | Security Information | Terms and Canditions

Field Description
Field Name Description
Create

Workflow To specify approval workflow code.
Code

Workflow To specify approval workflow description.
Description

Approval Details
Approval levels for a user / user group. You can click Add for multi level approval

process.
Approval Approval levels for a user / user group. User can click Add for multi level
Level approval process.

User / User  To select specific user or a user group at each level of approval.
Group

User Manual Oracle Banking APIs Core 291



Approvals

Field Name Description

Select User Click on the link to select admin user.
This link is enabled only for User type option.

Note: There is a day 0 parameter for defining the maximum number
of users to be shown in the approval and workflow screens. If the
number of users exceeds the value configured in this field then
system shows a look up for searching the user. If the number of
users are equal to less than the value configured in this field, then
system shows a drop down to select the user.

User ID The User ID is to be searched.
This link is enabled only for User type option.

2. Inthe Workflow Code field, enter the workflow code.

3. Inthe Workflow Description field, enter the name of the workflow.

4. Inthe Approval Details section, from the Level 1 field, click appropriate user / user group.
5. If you select the User option;

d. Click on the Select User link to select desired user. The Select User popup window
appears.

il In the User ID field, enter the user ID to be searched.
iil. Click Search to search desired user name.

iv. Click on the user name to add the selected admin user at specific level of
approval.

6. If you select the User Group option;
e. Select the desired admin user group from the drop-down list.

7. Click Add to add the selected user/ user group at specific level of approval.

OR
Click @ icon to update specific approval level.
OR
Click 2] icon to remove specific approval level.
8. Click Save to save Approval Workflow.
8I|i_\::k Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR

Click Back to go back to previous screen.

9. The Admin Workflow Management - Create - Review screen appears post necessary
validations. Verify the details, and click Confirm.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back to previous screen.
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10. The success message of saving the created approval workflow appears along with the
transaction reference number and status.
Click OK to complete the transaction and navigate back to the ‘Dashboard’.
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16.1.6 Admin Workflow Management - Edit

This function enables the Bank Administrator to update the description of the workflow and also to
remove existing and add the new approval levels. Edited workflows are applicable for new
transactions initiated post workflow update, whereas the previously initiated and transactions
pending approval follows the old workflow.

To edit an approval workflow:

1. Inthe Admin Workflow Management screen, click the Work Flow code link, for which
you want to view the details. The Admin Workflow Management - View screen appears.

2. Click Edit. The Admin Workflow Management - Edit screen appears.

Admin Workflow Management - Edit

= %= ZigBank

Administrator Workflow Management

adwol

admin1 @ﬂ

Workflow Management

Approval Details You can now create workflows with multiple
levels of approvals. Fach workflow can be

configured to have up to five levels of

n User Group ] approval with a specific user or a user group
configured at each level.

AdvaitAdmin Workflows can be created independently

. and can be attached to a specific

L/I transaction/maintenance as part of the
approval rule configuration. Ensure to
maintain necessary users groups before

o you proceed
adminUserGRP
User
Add

Copyright @ 2006, 2017, Oracle and/or its affiliates. Al rights reserved. | Security Information | Terms and Canditions

Field Description

Field Name Description

Edit

Workflow Code  Workflow code is displayed.

Workflow Workflow description is displayed in editable form.
Description

Approval Details

Approval Level Approval levels for a user / user group.

Administrator can remove or add approval levels in a workflow.
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Field Name Description

User Name / User User or a user group maintained at each level of approval.

Groups Administrator can edit an existing user/user group maintained at each
level and can also specify user/user group for additional approval level.
Select User Click on the link to select admin user.
This link is enabled only for User type option.
User ID The User ID is to be searched.

This link is enabled only for User type option.

Edit the required details.
4. Click Add to add the selected user/ user group at specific level of approval.
OR
Click o
5. Click Save to save Approval Workflow.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.

OR
Click Back to cancel the operation and to go back to previous screen.

icon to remove specific approval level.

6. The Admin Workflow Management — Edit - Review screen appears post hecessary
validations. Verify the details, and click Confirm.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to cancel the operation and to go back to previous screen.

7. The success message of saving the approval workflow modification appears along with
the transaction reference number and status.
Click OK to complete the transaction and navigate back to ‘Dashboard’.

16.1.7 Approval Workflow - Corporate User - Workflow Management

System displays a screen to enter the party information (party ID or party name) and search party
for which the approval workflows are to be maintained/ viewed.

User can enter the party ID (if known) or the party name with a minimum of five characters.

System matches the input provided by the user with the party name records and displays the
matching party records.

In case of a party search by party ID, it is an exact match and system displays the workflows
maintained if any.

In case of a party search by name, system displays the matching party records. The records have
parties listed with both Party ID and Party Name information. User can select the record by
clicking on the Party ID from the list.
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Workflow Management

— . - el ne Rooney
= %= ZigBank 20 Aug 1253 P11

Workflow Management

Workflow Management
i
You can now create workflows with multiple

levels of approvals. Each workflow can be
configured to have up 1o five levels of
approval with a specific user or a user group
configured at each level.

Warkflows can be created independently and
can be attached 1o a specific
transactien/maintenance as part of the
approval rule configuration. Ensure 10
maintain necessary users groups befare you
proceed.

Copyright @ 2006, 2017, Oracle and/or its affliates. All ights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description
Party ID Party IDs as per search input.
Party Name Party names of the party ID.

1. Enter the search parameters and click Search to search the matching records.
OR
Click Cancel to cancel the operation and navigate the user back to ‘Dashboard’.
OR
Click on ‘Clear’ to clear the input search parameters.

16.1.8 Workflow Management — Summary

Clicking on Workflow Code Hyperlink, workflows maintained (if any) under a party are displayed
on the screen. User can opt to view the details of existing workflows or can create new approval
workflow using this screen.
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Workflow Management — Summary

= %= ZigBank 4 loor yne Rooney s

0 Aug 12:53 PM

Workflow Management

001201
Bechtel Corporation @ﬂ
Workflow Management
You can now create workflows with multiple

levels of approvals. Each workflow can be
configured to have up to five levels of

Workflow Code Workflow Description Approval Levels approval ith a specific user or a user group
configured at each level

AFRWORKFLOWCORPADMIN Workflow for corporate admin 2 Workflows can be created independently and
can be attached to a specific

AFRWRKFLOWOO1 Corporate Workflow for Africa user 1 transaction/maintenance as part of the
approval rule configuration. Ensure to

CorWi CorpWi 1 maintain necessary users groups before you
proceed

Test67577 Test67577 3

WFCodeLP WFCodel PDesc 1

Copyright © 2006, 2017, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description
Party ID Party ID of which workflows to be viewed/ edited.
Party Name Party name of Party ID of which workflows to be viewed/ edited.

Workflow Code Code of the already maintained approval workflow.

This field will be displayed only if there are existing approval workflows
available under a party.

Workflow Description of the already maintained approval workflow.

Description This field will be displayed only if there are existing approval workflows

available under a party
Approval Levels  Number of approval levels in each workflow.

This field will be displayed only if there are existing approval workflows
available under a party.

1. Click the Workflow Code link to view details of the selected Approval Workflow. The
Workflow Management - View screen appears.
glik Create. The Workflow Management - Create screen appears.
8I|i-\)ck Cancel to cancel the operation and navigate back to ‘Dashboard’.
8I|i-\)ck Back to go back to previous screen.
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16.1.9 Workflow Management — View
Further drill down is provided on the each workflow to view the details of the users/ user groups
who are the part of workflow.
To view the approval workflow for corporate users:

1. Inthe Workflow Management screen, enter the search parameters and click Search.
The Workflow Management screen with search results appears based on the searched
criteria.

2. Click the Workflow Code link to view details of the selected Approval Workflow. The
Workflow Management - View screen appears.

Workflow Management — View

== ZigBank q ®=° Welcome, Wayne Rooney

Last login 20 Aug 12:58 PM

Workflow Management

001201

Bechtel Corporation @I

AFRWORKFLOWCORPADMIN

Workflow Management
Workflow for corporate admin You can now create workflows with multiple
levels of approvals. Each warkflow can be
configured to have up to five levels of
approval with a specific user or a user group
~ configured at each level
Approval Details
Workflows can be created independently and
can be attached to a specific
transaction/maintenance as part of the
approval rule configuration. Ensure to
Martin Sketel (MartinS) maintain necessary users groups before you

proceed

Alok Singh (alokeorpadminchecker)

2 3 3

Copyright © 2006, 2017, Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description

View

Party ID Party ID of which workflows to be viewed/ edited.

Party Name Party name of Party ID of which workflows to be viewed/ edited.
Workflow Code Workflow code is displayed.

Workflow Description Workflow description is displayed.
Approval Details
Approval Level User / user group maintained at each approval level.

User / User Group User or a user group maintained at each level of approval.

User Manual Oracle Banking APIs Core 298



Approvals

3. Click Edit to edit the workflow. The Workflow Management - Edit screen with values in
editable form appears.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back to the previous screen.

16.1.10Workflow Management — Create

Bank Administrator can create approval workflows for corporate users. By default, user can
specify minimum one and maximum five levels of approvals as a part of workflow.

Administrator can set either an individual user or user group of a corporate as a part of each level
of approval. Approval type (sequential/non-sequential/no authorization) is defined at the party
preference.

To create an approval workflow:

1. Inthe Workflow Management screen, enter the party id in the In the Party Id field.
OR
In the Party Name field, enter the party name.

2. Click Search. The Workflow Management screen with both Party ID and Party Name
appears.
OR
Click Clear to clear the search parameters.
OR
Click Cancel to cancel the transaction.

Workflow Management — Party Search

= %= ZigBank

Workflow Management

001201
Bechtel Corporation @

Workflow Management

fack
You can nowr create werkflows with multiple
flow

levels of approvals. Ea flow can be
configured to have up to five levels of
approval with a specific user or a user group
configured at each level.

Workflow Code Werlflow Deseription Approval Levels

AFRWORKFLOWCORPADMIN Workflow for corporate admin s can be created independently and
ed to fic

as part of the

AFRWRKFLOWOO1 Corporate Workflow for Africa user 1

approval rule configuration. Ensure to
CorpWF CorpWF 1 maintain necessary users groups befare you
proceed

est67577 Testb7577 3

WFCodeLP WFCodelPDesc 1

Copyright @ 2006, 2017. Oracle and/or its affiliates. All rights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description
Party ID List of the Party IDs as per search input.
Party Name List of the Party names of the party IDs as per search input.
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Field Name Description
Workflow Code Code of the already maintained approval workflow.
Workflow Description  Description of the already maintained approval workflow.

Approval Levels Number of approval levels in each workflow.

3. Click Create. The Workflow Management - Create screen appears.
OR
Click the Workflow Code link to view details of the selected Approval Workflow. The
Workflow Management - View screen appears.

Workflow Management — Create

= %= ZigBank

Workflow Management

001201

e CorpWF
Workflow Management
CorpWF ¥ou can now create workflows with multiple

levels of approvals. Each workflow can be
configured to have up to five levels of
approval with a specific user or a user graup
configured at each level

Approval Details .
Workflows can be created independently and

can be attached to a specific
transaction/maintenance as part of the
User Group approval rule configuration. Ensure to
maintain necessary users groups before you
proceed
vinayRao

(4

adminUserGRP

Add ‘

Save Cancel m

Copyright & 2006, 2017, Oracle and/or its affiliates_ All rights reserved. | Security Information | Terms and Conditions

Field Description

Field Name Description

Create

Party ID Party ID of which workflows to be viewed/ edited.

Party Name Party name of Party ID of which workflows to be viewed/ edited.

Workflow To specify approval workflow code.
Code
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Field Name Description

Workflow To specify approval workflow description.
Description

Approval Details

Approval Approval levels for a user / user group. User can click Add for multi level
Level approval process.

User / User  To select specific user or a user group at each level of approval.
Group

Select User  Click on the link to select corporate user.
This link is enabled only for User type option.

Note: There is a day 0 parameter for defining the maximum number
of users to be shown in the approval and workflow screens. If the
number of users exceeds the value configured in this field then
system shows a look up for searching the user. If the number of
users are equal to less than the value configured in this field, then
system shows a drop down to select the user.

User ID The User ID is to be searched.
This link is enabled only for User type option.

In the Workflow Code field, enter the workflow code.
In the Workflow Description field, enter the name of the workflow.

In the Approval Details section, from the Level 1 field, click appropriate user / user group.

N o o &

If you select the User option;

f.  Click on the Select User link to select desired user. The Select User popup window
appears.

V. In the User ID field, enter the user ID to be searched.
Vi. Click Search to search desired user name.

Vii. Click on the user name to add the selected corporate user at specific level of
approval.

8. If you select the User Group option;
g. Select the desired corporate user group from the drop-down list.

9. Click Add to add the selected user/ user group at specific level of approval.

OR

Click @ icon to update specific approval level.

OR

Click 2] icon to remove specific approval level.
10. Click Save to save Approval Workflow.

OR
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Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back to previous screen.

11. The Workflow Management - Create - Review screen appears post necessary
validations. Verify the details, and click Confirm.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back to previous screen.

12. The success message of saving the created approval workflow appears along with the
transaction reference number and status.
Click OK to complete the transaction and navigate back to ‘Dashboard’.

16.1.11Workflow Management - Edit

This function enables the Bank Administrator to update the description of the workflow and also to
remove existing and add the new approval levels. Edited workflows are applicable for new
transactions initiated post workflow update, whereas the previously initiated and transactions
pending approval follows the old workflow.

To edit an approval workflow:

1. Inthe Workflow Management screen, enter the search parameters and click Search.
The Workflow Management screen with search results appears based on the searched
criteria.

2. Click the Workflow Code link to view details of the selected Approval Workflow. The
Workflow Management - View screen appears.

3. Click Edit to edit the workflow. The Workflow Management - Edit screen with values in
editable form appears.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back to the previous screen.

Workflow Management - Edit
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Q=S Wel

= %= ZigBank
Workflow Management

001201

m Bechtel Corporation

]l

CorpWF
Workflow Management

CorpWF You can now create workflow
levels of approvals. Each wo

configured to have up to five

Approval Details Workflow!

n b
can be attached to a specific
transaction/maintenance as part of the
approval rule configuration. Ensure to
maintain necessary users groups before you
proceed

dependently and

adminUserGRP

Add
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Field Description
Field Name

Edit

Party ID

Party Name
Workflow Code

Workflow
Description

Approval Details

Approval Level

User Name / User
Groups

Select User

User ID

Description

Party ID of which workflows to be viewed/ edited.
Party name of Party ID of which workflows to be viewed/ edited.
Workflow code is displayed.

Workflow description is displayed in editable form.

Approval levels for a user / user group.
Administrator can remove or add approval levels in a workflow.

User or a user group maintained at each level of approval.

Administrator can edit an existing user/user group maintained at each
level and can also specify user/user group for additional approval level.

Click on the link to select corporate user.
This link is enabled only for User type option.

The User ID is to be searched.
This link is enabled only for User type option.
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4. Edit the required details.

Click Add to add the selected user/ user group at specific level of approval.
OR

Click I icon to remove specific approval level.

6. Click Save to save Approval Workflow.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to cancel the operation and go back to previous screen.

7. The Workflow Management - Edit- Review screen appears post necessary validations.
Verify the details, and click Confirm.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to cancel the operation and go back to previous screen.

8. The success message of saving the approval workflow modification appears along with
the transaction reference number and status.
Click OK to complete the transaction and navigate back to ‘Dashboard’.

FAOsS

7. What is approval management?

Approval Management enables a bank administrator to set up approval conditions for
various transactions on channel banking. The approval management allows setting up the
maker / checker flow, wherein a transaction is initiated by a maker and the same is
authorized by a single / multiple checkers depending on the configuration.

8. What is approval workflow maintenance?

Approval workflows are created to support requirements where multiple levels of approval
are required in a specific sequence for a transaction/maintenance. Each workflow can be
configured to have up to 5 levels of approval with a specific user or a user group
configured at each level.

9. How many approval levels can | set up in the system?

Administrator can set up minimum one and maximum five levels of approvals as a part of
approval workflow.

10. Can I get the list of users associated with a group from workflow management
screen?

No, list of the users associated with a group cannot be viewed using workflow
management screen. However you can view the same from User Group Management
screen.

Home
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16.2 Approval Rules

This function enables the Bank Administrator to set up conditions for approval as per the
bank/corporate requirements. Rule can be set up for financial transactions, non-financial
transactions and for maintenances. Flexibility exists to define approval rules with conditions
stating that ‘specific transaction’ if initiated by a ‘specific user/ user group’ has to be approved by
a ‘specific approver/approver group’ along with other attributes like amount range etc.

Prerequisites:
e Transaction access is provided to Bank Administrator
o Party preference is maintained for setting up rules for corporates
e  Corporate and Administrator users are maintained
e  Workflow configuration is maintained if approval required is to be set as ‘Yes’
e  Approval rule set up for Bank Administrator to perform the actions
e Necessary user groups and approval workflows are maintained
Features supported in application
The Approval Rule maintenances allow the bank administrator to:
e  Create Approval Rules
e View Approval Rules
e  Edit Approval Rules

e Delete Approval Rules

Bank Administrator

(’3 Access Approval seloct User Tvoe | Create Rule |
Rules w EditRule
Search Party

Corporate User

View Rule

Bank Administrator Delete Rule

How to reach here:

System/ Bank Administrator Dashboard > Toggle Menu > Approvals > Rule Management >
Approval Rules
OR

Bank Administrator Dashboard > Approvals > Rule Management
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16.3 Approval Rules — Select User Type

Bank Administrator logs into the system and navigates to the Rule Management screen. On
accessing the ‘Approval Rules Management’ menu, Bank Administrator has to select the user
type for which the rules are to be maintained.

Approval Rules — Select User Type

Select User Type on which you want to operate

Administrative User Corporate User

1. Click Admin User to access the Approval Rules of Bank Administrator users. The Admin
Approval Rules screen appears.

2. Click Corporate User to access the Approval Rules of Corporate users. The Approval
Rules screen appears.

16.4 Approval Rules - Admin User - Admin Approval Rules

Admin Approval Rules

= ZigBank

Administrator Approval Rules

Rules Management

You can search for the existing rules by
keying in rule code or rule description. The
matching rules are displayed as search
results. Click on the rule code from the
search results to go to the screen that has
the details of the rule.

Create
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Field Description
Field Name Description

Rule Code Search rules with a rules code of the already maintained approval rule.

Rule Description Search rules with a rule description of the already maintained approval
rule.

1. Click Create to create new admin workflow. The Admin Approval Rules — Create screen
appears.
OR
Enter the search parameters and click Search to search the matching records.
OR
Click Cancel to cancel the operation and navigate the user back to ‘Dashboard’.
OR
Click on ‘Clear’ to clear the input search parameters.

16.4.1 Admin Approval Rules — Search

Approval rules maintained (if any) for administrator users are displayed on the screen after
searching with valid input. User can view the details of existing rule or can create new approval
rule using this screen.

To search the approval rules for admin users:

1. Inthe Admin Approval Rules screen, enter the search parameters and click Search. The
Admin Approval Rules screen with search results appears based on the searched criteria.

Admin Approval Rules — Search

= = ZigBank

Administrator Approval Rules

admin @I

Rules Management

You can search for the existing rules by
matching rules are displayed as search

results. Click on the rule code from the
search results to go 1o the screen that has
the details of the rule

AdminRules2 Admin Rule with Approval All Admin Maintenances

Rule Code Rule Description Transactions

001 All Admin Access All Admin Maintenances
003 All Admin Access All Admin Maintenances
007 All Admin Access All Admin Maintenances
009 All Admin Access All Admin Maintenances
010 All Admin Access All Admin Maintenances

020 All Admin Access All Admin Maintenances
006 All Admin Access All Admin Maintenances
013 All Admin Access All Admin Maintenances
o017 All Admin Access All Admin Maintenances
018 All Admin Access All Admin Maintenances
00s All Admin Access All Admin Maintenances
008 All Admin Access All Admin Maintenances
o1 All Admin Access All Admin Maintenances
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Field Description

Field Name Description

Search Results

Rule Code Code of the already maintained approval rule.

Rule Description Description of the already maintained approval rule.

Transactions Transaction/ s for which the rule is maintained.

2.  Click the Rule code link, to view details of the selected Approval Rule. The Approval Rules
- View screen appears.
OR
Click Create to create new Approval Rules for admin users.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back to previous screen.

16.4.2 Admin Approval Rules - View
Further drill down is given on the each workflow to view the details of the users/ user groups who
are the part of workflow.
To view the admin approval rules:

1. In the Admin Approval Rules screen, click the Rule Code link, for which user wants to
view the details. The Admin Approval Rules - View screen appears.

Admin Approval Rules - View

= %= ZigBank Qs Welo

Administrator Approval Rules

Rule Cade 020

All Admin Access @ﬂ

Rules Management

Here you can view the details of an existing
Gro rule. Click on Edit button to update the
existing rules. Please nate that the Rule code

is not editable. In case you want ta delete
SachinAdmin the rule, click on Delete button

Initiator

Transactions

All Admin Maintenances

Workflow Details ~

adw001

Advait Dighe (AdvaitAdmin)
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Field Description

Field Name Description

View

Rule Code Approval rule code.

Rule Description Approval rule description.

Initiator

Initiator Type Initiator type specified while creating a rule.

User Name / User Groups Name of the user or user group defined as initiator for the rule

condition.

Transactions Transaction for which the rule is set up.

Workflow Details

Approval Required Field displays whether approval is required or not for the set
condition.

Workflow Details Field displays the approval workflow details along with the

defined approval levels.

This field appears if you select Yes in the Approval Required
field.

2. Click Edit to edit the approval rule. The Admin Approval Rule - Edit screen with values in
editable form appears.
OR
Click Delete to delete the approval rule.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back to previous screen.
The application will prompt the administrator with a deletion message, Click Yes to confirm.
User is directed to Admin Approval Rule — Delete confirmation page.
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16.4.3 Admin Approval Rules — Create
Approval rules can be setup based on the following parameters.
e Transactions
e Initiator
e  Specific User
e User Group

Bank Administrator can create multiple approval rules for Administrator users. In a scenario when
a transaction is initiated and multiple rules are applicable as per set conditions, then the complex
rule amongst all the applicable rules is applied for approval.

User can further define if for a condition, the transaction should be auto approved (which means
there is no approval workflow and the transaction gets approved as soon as initiator submits the
transaction) or should follow a set approval workflow and should get approved by the defined set
of approvers. The same is achieved by attaching a workflow maintained for the administrator
users.

To create an approval rule:

1. Inthe Admin Approval Rules screen, click Create. The Admin Approval Rules - Create
screen appears.

Admin Approval Rules - Create

= % ZigBank Q =z Welome!

Administrator Approval Rules

RLOOT

adminrule1 @I

Rules Management
Initiator In Rules Management functionality you can
assign approval rules for transactions
- initiated by a specific user or user groups
User Group Qnce in the Create screen you can define the
details of the rule like - rule description,
® user/user groups to whom the rules apply as
AdvaitAdm initiators, transactions that need approval,
whether approval is needed and if yes, the
workflow that the approval has to go
through

Transactions

Transact Create Party Preference

Workflow Details

Advait Dighe (AdvaitAdmin)
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Field Name Description

Rule Code To specify approval rule code.
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Field Name Description

Rule Description To specify approval rule description.
Initiator

Initiator Type Initiator type who initiates the transaction.

This has options as ‘User’ and ‘User Group’.

User Name / User Groups Name of the user or user group as initiator.

If initiator is selected as User, then all the users belongs to
administrator user segment will be listed for selection.

If initiator is selected as User Group, then all the user groups
belongs to the administrator user segment will be listed for
selection.

Select User Click on the link to select admin user.
This link is enabled only for User type option.

Note: There is a day 0 parameter for defining the
maximum number of users to be shown in the approval
and workflow screens. If the number of users exceeds
the value configured in this field then system shows a
look up for searching the user. If the number of users
are equal to less than the value configured in this field,
then system shows a drop down to select the user.

User ID The User ID is to be searched.
This link is enabled only for User type option.

Transactions All transactions to set the approval rules are listed.
User can select specific transaction or all admin transactions.

Workflow Details

Approval Required Option to decide whether approval is required or not for the set
condition.
Workflow Field has description of the approval workflow. All workflows

maintained for the administrator type of user segment are
listed here along with the defined approval level for each of
them.

This field appears if you select Yes in the Approval Required
field.

2. Inthe Rule Code field, enter the code.
In the Rule Description field, enter the rule name.

4. From the Initiator Type field, click appropriate user / user group and select the user/ user
group.
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5. If you select the User option;

h. Click on the Select User link to select desired user. The Select User popup window
appears.

Viil. In the User ID field, enter the user ID to be searched.
iX. Click Search to search desired user name.

X. Click on the user name to add the selected admin user at specific level of
approval.

6. If you select the User Group option;

i. Select the desired admin user group from the drop-down list.

2
7. Click D icon to update specific approval level.
8. From the Transaction list, select the transactions to be mapped to the rule.

9. Inthe Workflow Details section, select whether approval is required for the mapped
transactions.

j.  If you select Yes option, select the appropriate Workflow.

10. Click Save to save the approval rule.
OR
Click Cancel to cancel the operation and navigate back to ‘Dashboard’.
OR
Click Back to go back to previous screen.

11. The Approval Rule - Create Review screen appears. Verify the details, and click Confirm.
OR
Click Cancel to cancel the operation and navigate back to the ‘Dashboard’.
OR
Click Back to go back to previous screen.

12. The success message of saving the created approval rule appears along with the
transaction reference number and status.
Click OK to complete the transaction and navigate back to ‘Dashboard’.

16.4.4 Admin Approval Rules - Edit

Bank Administrator can edit the approval rules. An Administrator is allowed to change the
description of the rule and is also allowed to change the parameters associated with the specific
approval rule.

Edited rules are applicable for new transactions initiated post rule update. Previously initiated
transactions which are pending approval will follow a rule which was applied at the time of
transaction initiation.

To edit an approval workflow:

1. Inthe Admin Approval Rules screen, click the Rule Code link, for which you want to view
the details. The Admin Approval Rules - View screen appears.

2. Click Edit. The Admin Approval Rules - Edit screen appears.
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Admin Approval Rules - Edit

= i Welcome
= %= ZigBank Q & Weleome

Administrator Approval Rules

RLOD1

2ule Deseription adminrulel @

Rules Management

Initiator In Rules Management functionality you can
assign approval rules for transactions
o initiated by a specific user or user groups
ﬂ User Group Once in the Create screen you can define the
details of the rule like - rule description,
2 user/user groups to whom the rules apply as
[Ed initiators, transactions that need approval,
whether approval is needed and if yes , the
workflow that the approval has to go
through

AdvaitAdm

Transactions

R Create Party Preference

Workflow Details

adw001

Advait Dighe (AdvaitAdmin)

Ganeel m
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